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	Reason for change:
	3GPP TS 24.502 7.3.3.3 indicates that the UE shall terminate EAP-5G session by sending an EAP-Response/5G-Stop message to the N3IWF after receipt of the upper layer indication (e.g., the recept of REGISTRATION REJECT). 
Similarly, after the IPsec SA is established, after receipt of upper layer indication, the UE shall also perform IKEv2 SA deletion procedure to release the access stratum connection (e.g. after receive DEREGISTRATION ACCEPT message for a non-switch-off deregistration procedure).

	
	

	Summary of change:
	Upon receipt of an upper layer indication, the UE shall perform IKEv2 SA deletion procedure to release the access stratum connection.


	
	

	Consequences if not approved:
	The UE in non-3GPP access can initiate the release of access stratum connection before IPsec SA is established, but cannot initiate the release of connection after IPsec SA is established. The UE’s connection management is inefficient after IPsec SA is established.
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[bookmark: _Toc20212102][bookmark: _Toc27744988][bookmark: _Toc36114789][bookmark: _Toc45271383][bookmark: _Toc51936642][bookmark: _Toc58230312][bookmark: _Toc99194444]7.4.1	General
The purpose of the IKE SA deletion procedure via untrusted non-3GPP access and trusted non-3GPP access is to close the IKE SA between the UE and the N3IWFfor untrusted non-3GPP access and the TNGF for trusted non-3GPP access. In addition, deleting the IKE SA implicitly closes any remaining signalling IPsec child SAs and user plane IPsec child SAs associated with IKE SA.
This procedure shall be initiated either by the N3IWF, TNGF or by the UE.
The N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access initiate this procedure in the following cases:
a)	N1 NAS signalling connection release;
b)	N3IWF-initiated and TNGF-initiated IKE SA rekeying procedure failure;
c)	N3IWF-initiated and TNGF-intiated IKE SA rekeying procedure completion
d)	upon receipt of an INITIAL_CONTACT notification as specified in IETF RFC 7296 [6]; and
e)	upon detecting an error in a response packet as specified in IETF RFC 7296 [6].
The UE initiates this procedure in the following cases:
a)	UE-initiated IKE SA rekeying procedure failure;
b)	UE-initiated IKE SA rekeying procedure completion;
c)	upon receipt of an INITIAL_CONTACT notification as specified in IETF RFC 7296 [6]; and
d)	upon detecting an error in a response packet as specified in IETF RFC 7296 [6]; and.
e)	upon receipt of an indication from the upper layer as specified in 3GPP TS 24.501 [4].
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