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1. Introduction
Issue #1:
[bookmark: _Hlk102400750]The description of the Eees_EECRegistration_Request service operation lists what is included in the HTTP POST message but fails to mention that the message also may include ACR scenario(s) supported by the EEC for service continuity. This is already part of the Table 6.2.5.2.2-1 (eecSvcContSupp).
Issue #2:
[bookmark: _Hlk102205557][bookmark: _Hlk102205152]The descriptions of the Eees_EECRegistration_Request and Eees_EECRegistration_Update service operations both says “if acSvcContSupp information is included in the AC Profile, the matching EAS has to support ACRScenario indicated in the acSvcContSupp information;”. This is not sufficient since the EEC, EES, and EAS ALL need to support the ACRScenario indicated in the acSvcContSupp information.
Issue #3:
The description of the Eees_EECRegistration_Update service operation says “If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered and remove the corresponding EEC registration resource.” 
Issue #4:
There is a typo to fix.
2. Reason for Change
Issue #1:
Updated the description of the Eees_EECRegistration_Request service operation to say that the HTTP POST message may include ACR scenario(s) supported by the EEC for service continuity. This is already part of the Table 6.2.5.2.2-1 (eecSvcContSupp).
Issue #2:
In order for an ACR procedure to be executed, the procedure must be supported by all of the involved nodes (i.e. EEC, EES, and EAS). Thus, the statement above is updated to say that the EEC, EES and the matching EAS have to support ACRScenario.
Issue #3:
Updated the description of the Eees_EECRegistration_Update service operation to clarify that an unsuccessful registration update will not prevent expiration of an EEC’s registration.
Issue #4:
Also, fixed a typo “atleast” -> “at least”
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.558 V1.3.0.

* * * First Change * * * *
[bookmark: _Toc101529237][bookmark: _Toc65746300][bookmark: _Toc89095701][bookmark: _Toc61651628][bookmark: _Toc81332167][bookmark: _Toc510696584][bookmark: _Toc35971376][bookmark: _Toc67903500]5.2.2.2.2	EEC registering to EES using Eees_EECRegistration_Request operation
For an EEC to register at the EES, the EEC shall send an HTTP POST message to the EES on the "EEC Registrations" collection resource to create the resource associated to or representing the EEC. The body of the HTTP POST message shall include the EEC ID, may include UE identifier, AC Profile(s), proposed expiration time for the registration, EEC context ID obtained from a previous registration, the ACR scenario(s) supported by the EEC for service continuity, as specified in clause 6.2.2.2.3.1. If EEC context ID is included in the body of the HTTP POST message, it shall also include Source EES ID and Source EES Endpoint of the EES that provided EEC context ID.
Upon receiving the HTTP POST message from the EEC, the EES shall:
a)	Process the EEC registration request information;
b)	verify if the EEC is authorized to register itself at EES; and
c)	if the EEC is authorized to register with EES, then;
1)	if the AC Profile(s) is included in the HTTP POST message, the EES further determines whether the registered EAS(s) fulfils the requirements that were indicated in the AC Profile(s):
i)	if acSvcContSupp information is included in the AC Profile, the EEC, EES, and the matching EAS has have to support ACRScenario indicated in the acSvcContSupp information; and
ii)	For each AC Profile, if eass information is included in the AC Profile, the EES identifies the matching EAS such that the matching EAS shall:
A)	be identified by the easId information; and
B)	suffice all information included in the minimumReqSvcKPIs information.
NOTE 1: With respect to expectedSvcKPIs information, it is up to the EES implementation on how to identifies the matching EAS.
	When a matching EAS is identified, the EES determines that the corresponding requirements are fulfilled and are supported for the new resource.
	When a matching EAS is not identified for even one AC profile, the EES shall reject the request message by sending an HTTP response to the EEC with a status code set to 404 Not Found and indicate the "RESOURCE_NOT_FOUND" error in the "cause" attribute of the "ProblemDetails" structure.
2)	if the received EEC registration request contains an EEC context ID, a source EES endpoint, the EES retrieves the EEC's context from the source EES according to the procedures specified in clause 5.10 of 3GPP TS 29.558 [4];
[bookmark: _Hlk72407321]3)	the EES creates a new resource with the EEC registration information as specified in clause 6.2.2.1, and assigns and stores new EEC context ID;
i)	if the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause as specified in clause 6.2.2.2.3.1; and
ii)	Otherwise the EES shall return the EEC registration information in the response message. The response message may include expiration time to indicate when the EEC registration will automatically expire. The response message may include a newly assigned EEC context ID. The URI of the created resource shall be returned in the "Location" HTTP header.
The EEC stores the new EEC context ID and uses it when it registers with another EES.
If the expiration time is provided, then to maintain the registration, the EEC shall send a registration update request (as described in clause 5.2.2.3) prior to the expiration time. If the a succesful registration update request is not received prior to the expiration time, then the EES shall treat the EEC as implicitly deregistered and remove the corresponding EEC registration resource.



* * * Next Change * * * *
[bookmark: _Toc101529240][bookmark: _Hlk94287294]5.2.2.3.2	EEC updating registration information using Eees_EECRegistration_Update operation
To update the EEC registration information at the EES, the EEC shall send an HTTP PATCH request (for partial update) or HTTP PUT message (for fully replacement) to the EES on resource URI identifying the Individual EEC registration resource representation as specified in clause 6.2.2.3.3.3 for an HTTP PATCH message or in clause 6.2.2.3.3.1 for an HTTP PUT message.
The PATCH message includes the parameters (AC profiles or proposed expiry time) that need to be replaced in the existing registration information. 
The PUT message shall replace all properties of the existing resource with the EEC registration information in the request. The value of the eecId provided during the EEC registration shall not be changed.
Upon receiving the HTTP PATCH or PUT message from the EEC, if the resource URI does not exist, the EES shall respond 404 Not Found error to the EEC. Otherwise, the EES shall:
a)	check the registration update message from the EEC to see if the EEC is authorized to modify the requested registration resource; and
b)	if the EEC is authorized to update the registration information and the eecId information in the request and the resource match, then the EES shall;
1)	if the AC Profile(s) is included in the HTTP PATCH or PUT message, the EES further determines whether the registered EAS(s) fulfils the requirements that were indicated in the AC Profile(s):
i)	if acSvcContSupp information is included in the AC Profile, the EEC, EES and the matching EAS has have to support ACRScenario indicated in the acSvcContSupp information; and
ii)	For each AC Profile, if EAS(s) information is included in the AC Profile, the EES identifies the matching EAS such that the matching EAS shall:
A)	be identified by the easId information; and
B)	suffice all information included in the minimumReqSvcKPIs information.
NOTE 1:	With respect to expectedSvcKPIs information, it is up to the EES implementation on how to identifies the matching EAS.
	When a matching EAS is identified for at least one AC profile, the EES determines that the corresponding requirements are fulfilled and are supported and shall update the resource identified by Resource URI of the EEC registration information with the updated EEC registration information received in the HTTP PATCH or PUT request message. 
Editor's note: How EES responds when a matching EAS is not identified for even one AC profile is FFS.
2)	return the updated EEC registration information in the response. In the response message, the EES may send "200 OK" response code to provide an updated expiration time to indicate to the EEC when the updated registration will automatically expire. Otherwise, the EES sends "204 No Content" response code.
If the expiration time is provided, the EEC shall send a registration update request prior to the expiration time if the EEC wants to maintain the registration. If a successful registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered and remove the corresponding EEC registration resource.
[bookmark: _Hlk102207144]Editor's note: Whether eecCntxId can be replaced or not is FFS.
[bookmark: _Hlk94287420]

* * * End of Changes * * * *
