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* * * First Change * * * *
[bookmark: _Toc20232765][bookmark: _Toc27746868][bookmark: _Toc36213051][bookmark: _Toc36657228][bookmark: _Toc45286892][bookmark: _Toc51948161][bookmark: _Toc51949253][bookmark: _Toc98753555]6.2.4.2	IP address allocation via NAS signalling
The UE shall set the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message, based on its IP stack capabilities if the UE requests IP connectivity as follows:
a)	A UE:
1)	which is IPv6 and IPv4 capable, shall set the PDU session type IE to IPv4, IPv6 or IPv4v6 according to UE configuration or received policy.
2)	which is only IPv6 capable, shall set the PDU session type IE to IPv6.
3)	which is only IPv4 capable, shall set the PDN PDU session type IE to IPv4.
b)	When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDU session type IE to IPv4v6.
If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the Extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST.
On receipt of the PDU SESSION ESTABLISHMENT REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDU session type IE, the operator's policies of the network, and the user's subscription data and:
a)	if the network sets the Selected PDU session type IE to IPv4, the network shall include an IPv4 address in the PDU address IE;
b)	if the network sets the Selected PDU session type IE to IPv6, the network shall include an interface identifier for the IPv6 link local address in the PDU address IE; and
c)	if the network sets the Selected PDU session type IE to IPv4v6, the network shall include an IPv4 address and an interface identifier for the IPv6 link local address in the PDU address IE.
* * * Next Change * * * *
[bookmark: _Toc20233297][bookmark: _Toc27747434][bookmark: _Toc36213628][bookmark: _Toc36657805][bookmark: _Toc45287482][bookmark: _Toc51948758][bookmark: _Toc51949850][bookmark: _Toc98754243]9.11.4.10	PDU address
The purpose of the PDU address information element is to assign to the UE:
-	an IPv4 address associated with a PDU session;
-	an interface identifier for the IPv6 link local address associated with the PDU session; or
-	an IPv4 address and an interface identifier for the IPv6 link local address, associated with the PDU session.
This purpose of the PDU address information element is also to enable the W-AGF acting on behalf of the FN-RG to provide an interface identifier for the IPv6 link local address associated with the PDU session suggested to be allocated to the FN-RG, and to enable the SMF to provide SMF's IPv6 link local address to the W-AGF acting on behalf of the FN-RG.
The PDU address information element is coded as shown in figure 9.11.4.10.1 and table 9.11.4.10.1.
The PDU address is a type 4 information element with minimum length of 7 octets and a maximum length of 31 octets.
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	PDU address IEI
	octet 1

	Length of PDU address contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	SI6LLA
	PDU session type value
	octet 3

	
PDU address information

	octet 4

octet n

	
SMF's IPv6 link local address
	octet (n+1)*

octet (n+16)*


Figure 9.11.4.10.1: PDU address information element
Table 9.11.4.10.1: PDU address information element
	PDU session type value (octet 3, bits 1 to 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	SI6LLA (SMF's IPv6 link local address) bit (octet 3, bit 4) (see NOTE)

	Bit

	4
	
	
	
	

	0
	
	
	
	SMF's IPv6 link local address field is absent

	1
	
	
	
	SMF's IPv6 link local address field is present

	

	Bits 5 to 8 of octet 3 are spare and shall be coded as zero.

	

	PDU address information (octet 4 to n)

	

	If the PDU session type value indicates IPv4, the PDU address information in octet 4 to octet 7 contains an IPv4 address.

	

	If the PDU session type value indicates IPv6, the PDU address information in octet 4 to octet 11 contains an interface identifier for the IPv6 link local address.

	

	If the PDU session type value indicates IPv4v6, the PDU address information in octet 4 to octet 11 contains an interface identifier for the IPv6 link local address and in octet 12 to octet 15 contains an IPv4 address.

	

	SMF's IPv6 link local address (octet n+1 to n+16)

	

	SMF's IPv6 link local address field contains SMF's IPv6 link local address.

	

	NOTE:	In the UE to network direction, the SI6LLA bit shall be set to "SMF's IPv6 link local address field is absent".



* * * End of Changes * * * *


