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The following 5GMM parameters shall be stored on the USIM if the corresponding file is present:
a)	5G-GUTI;
b)	last visited registered TAI;
c)	5GS update status;
d)	5G NAS security context parameters from a full native 5G NAS security context (see 3GPP TS 33.501 [24]);
e)	KAUSF and KSEAF (see 3GPP TS 33.501 [24]);
f)	SOR counter (see subclause 9.11.3.51); and
g)	UE parameter update counter (see subclause 9.11.3.53A);
The UE may support multiple records of NAS security context storage for multiple registration (see 3GPP TS 31.102 [22]). If the UE supports multiple records of NAS security context storage for multiple registration, the first 5G security context of one access shall be stored in record 1 of the 5G NAS Security Context USIM file for that access and the second 5G security context of that access shall be stored in record 2 of the same file. The presence and format of corresponding files on the USIM is specified in 3GPP TS 31.102 [22].
If the corresponding file is not present on the USIM, these 5GMM parameters are stored in a non-volatile memory in the ME together with the SUPI from the USIM. These 5GMM parameters can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory; else the UE shall delete the 5GMM parameters.
The following 5GMM parameters shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM:
-	configured NSSAI(s);
-	NSSRG information;
-	NSSAI inclusion mode(s);
-	MPS indicator;
-	MCS indicator;
-	operator-defined access category definitions;
-	network-assigned UE radio capability IDs;
-	"CAG information list", if the UE supports CAG;
-	signalled URSP (see 3GPP TS 24.526 [19]);
-	SOR-CMCI;
-	one or more lists of type "list of PLMN(s) to be used in disaster condition", if the UE supports MINT;
-	disaster roaming wait range, if the UE supports MINT; 
-	disaster return wait range, if the UE supports MINT;
-	indication of whether disaster roaming is enabled in the UE; and
-	indication of 'applicability of "lists of PLMN(s) to be used in disaster condition" provided by a VPLMN'.
Each configured NSSAI consists of S-NSSAI(s) stored together with a PLMN identity, if it is associated with a PLMN. The UE shall store the S-NSSAI(s) of the HPLMN. If the UE is in the VPLMN, the UE shall also store the configured NSSAI for the current PLMN and any necessary mapped S-NSSAI(s). The configured NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the configured NSSAI(s). A configured NSSAI may be associated with NSSRG information.
Each NSSAI inclusion mode is associated with a PLMN identity and access type. The NSSAI inclusion mode(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the NSSAI inclusion mode(s).
The MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MPS indicator.
The MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MCS indicator.
Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN. The operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions. The maximum number of stored operator-defined access category definitions is UE implementation dependent.
Each network-assigned UE radio capability ID is stored together with a PLMN identity of the PLMN that provided it as well as a mapping to the corresponding UE radio configuration, and is valid in that PLMN. A network-assigned UE radio capability ID can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the network-assigned UE radio capability ID. The UE shall be able to store at least the last 16 received network-assigned UE radio capability IDs. There shall be only one network-assigned UE radio capability ID stored for a given combination of PLMN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of PLMN identity and UE radio configuration. If the UE receives a network-assigned UE radio capability ID with a Version ID value different from the value included in the network-assigned UE radio capability ID(s) stored at the UE for the serving PLMN, the UE may delete these stored network-assigned UE radio capability ID(s).
The allowed NSSAI(s) can be stored in a non-volatile memory in the ME together with the SUPI from the USIM. Allowed NSSAI consists of S-NSSAI(s) stored together with a PLMN identity, if it is associated with a PLMN. If the allowed NSSAI is stored, then the UE shall store the S-NSSAI(s) of the HPLMN. If the UE is in the VPLMN, the UE shall also store the allowed NSSAI for the serving PLMN and any necessary mapping of the allowed NSSAI for the serving PLMN to the S-NSSAI(s) of the HPLMN. The allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the allowed NSSAI(s).
If the UE is registered for emergency services, the UE shall not store the 5GMM parameters described in this annex on the USIM or in non-volatile memory. Instead the UE shall temporarily store these parameters locally in the ME and the UE shall delete these parameters when the UE is deregistered.
If the UE is configured for eCall only mode as specified in 3GPP TS 31.102 [22], the UE shall not store the 5GMM parameters described in this annex on the USIM or in non-volatile memory. Instead the UE shall temporarily store these parameters locally in the ME and the UE shall delete these parameters when the UE enters 5GMM-DEREGISTERED.eCALL-INACTIVE state, the UE is switched-off or the USIM is removed.
[bookmark: _Toc20233331][bookmark: _Toc27747468]The "CAG information list" can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the "CAG information list".
The handling of the SOR-CMCI stored in the non-volatile memory in the ME is specified in 3GPP TS 23.122 [5].
Each "list of PLMN(s) to be used in disaster condition" is stored together with the PLMN identity of the PLMN that provided it. The stored lists of type "list of PLMN(s) to be used in disaster condition" can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the lists of type "list of PLMN(s) to be used in disaster condition". The UE shall store at least the "list of PLMN(s) to be used in disaster condition" provided by the HPLMN or EHPLMN. The maximum number of stored lists of type "list of PLMN(s) to be used in disaster condition" provided by a PLMN other than the HPLMN or EHPLMN is UE implementation dependent.
The disaster roaming wait range can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the disaster roaming wait range.
The disaster return wait range can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the disaster return wait range.
The indication of whether disaster roaming is enabled in the UE can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the indication of whether disaster roaming is enabled in the UE.
The indication of 'applicability of "lists of PLMN(s) to be used in disaster condition" provided by a VPLMN' can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the indication of 'applicability of "lists of PLMN(s) to be used in disaster condition" provided by a VPLMN'.
[bookmark: _Toc98754285]Editor's note (WI MINT, CR#4066):	Whether the ME deletes the indication of "whether disaster roaming is enabled" or the indication of 'applicability of "lists of PLMN(s) to be used in disaster condition" provided by a VPLMN' upon change of country or when the UE is switched-off is FFS. Also for further study are the conditions on how to coordinate and make use of the mentioned indications stored on the USIM and the ME.
C.2	Storage of 5GMM information for UEs operating in SNPN access operation mode
The 5GMM information for UEs operating in SNPN access operation mode are stored according to the following conditions:
-	if the UE does not support access to an SNPN using credentials from a credentials holder, the following 5GMM parameters shall be stored per subscribed SNPN in a non-volatile memory in the ME together with the subscriber identifier associated with the SNPN identity of the SNPN in the "list of subscriber data" configured in the ME (see 3GPP TS 23.122 [5]);and
-	if the UE supports access to an SNPN using credentials from a credentials holder, the following 5GMM parameters shall be stored in a non-volatile memory in the ME per:
i)	the subscribed SNPN together with the subscriber identifier associated with the selected entry in the "list of subscriber data" configured in the ME (see 3GPP TS 23.122 [5]); or
ii)	the PLMN subscription together with the SUPI from the USIM which is associated with the PLMN subscription:
a)	5G-GUTI;
b)	last visited registered TAI;
c)	5GS update status;
d)	5G NAS security context parameters from a full native 5G NAS security context (see 3GPP TS 33.501 [24]);
e)	KAUSF and KSEAF (see 3GPP TS 33.501 [24]);
f)	UE parameter update counter (see subclause 9.11.3.53A);
g)	configured NSSAI(s);
g1)	NSSRG information;
h)	NSSAI inclusion mode(s);
i)	MPS indicator;
j)	MCS indicator;
k)	operator-defined access category definitions;
l)	network-assigned UE radio capability IDs; and
m)	zero or more instances of signalled URSP (see 3GPP TS 24.526 [19]), each associated with a non-subscribed SNPN, the subscribed SNPN or the HPLMN, which provided the URSP; and
n)	optionally a non-subscribed SNPN signalled URSP handling indication indicating whether the UE is allowed to accept URSP signalled by non-subscribed SNPNs.
NOTE:	Steering of roaming does not apply to an SNPN. Therefore, for a KAUSF which is generated for an SNPN, the UE does not store an associated SOR counter in the non-volatile memory.
If the 5GMM parameters are associated with the PLMN subscription, then the 5GMM parameters can only be used if the SUPI from the USIM which is associated with the selected PLMN subscription matches the SUPI stored in the non-volatile memory; else the UE shall delete the 5GMM parameters.
If the 5GMM parameters are associated with the subscribed SNPN of the entry in the "list of subscriber data", then the 5GMM parameters can only be used if the subscriber identifier of the selected entry of the "list of subscriber data" matches the subscriber identifier stored in the non-volatile memory.
Each configured NSSAI consists of S-NSSAI(s) stored together with an SNPN identity, if it is associated with an SNPN. A configured NSSAI may be associated with NSSRG information.
Each NSSAI inclusion mode is associated with an SNPN identity and access type.
The MPS indicator is stored together with an SNPN identity of the SNPN that provided it, and is valid in that registered SNPN.
The MCS indicator is stored together with an SNPN identity of the SNPN that provided it, and is valid in that registered SNPN.
Operator-defined access category definitions are stored together with an SNPN identity of the SNPN that provided them, and are valid in that SNPN. The maximum number of stored operator-defined access category definitions is UE implementation dependent.
Each network-assigned UE radio capability ID is stored together with an SNPN identity of the SNPN that provided it as well as a mapping to the corresponding UE radio configuration, and is valid in that SNPN. The UE shall be able to store at least the last 16 received network-assigned UE radio capability IDs. There shall be only one network-assigned UE radio capability ID stored for a given combination of SNPN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of SNPN identity and UE radio configuration. If the UE receives a network-assigned UE radio capability ID with a Version ID value different from the value included in the network-assigned UE radio capability ID(s) stored at the UE for the serving SNPN, the UE may delete these stored network-assigned UE radio capability ID(s).
The allowed NSSAI(s) can be stored in a non-volatile memory in the ME. Allowed NSSAI consists of S-NSSAI(s) stored together with an SNPN identity, if it is associated with an SNPN.
***** change *****
[bookmark: _Toc98754292]D.2.1.1	General
The purpose of the network-requested UE policy management procedure is to enable the network to:
a)	add one or more new UE policy sections to the UE;
b)	modify one or more UE policy sections stored at the UE; or
c)	delete one or more UE policy sections stored at the UE;
and optionally to enable the HPLMN or the subscribed SNPN to provide a UE accessing the subscribed SNPN or the HPLMN with a non-subscribed SNPN signalled URSP handling indication indicating whether the UE is allowed to accept URSP signalled by non-subscribed SNPNs.
[bookmark: _Toc20233339][bookmark: _Toc27747476][bookmark: _Toc36213670][bookmark: _Toc36657847][bookmark: _Toc45287525][bookmark: _Toc51948801][bookmark: _Toc51949893][bookmark: _Toc91599905]***** change *****
[bookmark: _Hlk100219665][bookmark: _Toc98754293]D.2.1.2	Network-requested UE policy management procedure initiation
In order to initiate the network-requested UE policy management procedure, the PCF shall:
a)	if the network-requested UE policy management procedure is triggered by the UE-requested V2X policy provisioning procedure as specified in 3GPP TS 24.587 [19B] or the UE-requested ProSeP policy provisioning procedure as specified in 3GPP TS 24.554 [19E], then set the PTI IE to the PTI value of the received UE POLICY PROVISIONING REQUEST message of the UE-requested V2X policy provisioning procedure or the UE-requested ProSeP policy provisioning procedure, otherwise allocate a PTI value currently not used and set the PTI IE to the allocated PTI value;
b)	encode the information about the UE policy sections to be added, modified or deleted in a UE policy section management list IE as specified in subclause D.6.2 and include it in a MANAGE UE POLICY COMMAND message;
c)	if the PCF is a PCF of the HPLMN or the subscribed SNPN, optionally include the UE policy network classmark IE in a MANAGE UE POLICY COMMAND message and set the non-subscribed SNPN signalled URSP handling indication of the UE policy network classmark IE to "UE is not allowed to accept URSP signalled by non-subscribed SNPNs", or "UE is allowed to accept URSP signalled by non-subscribed SNPNs";
dc)	send the MANAGE UE POLICY COMMAND message to the UE via the AMF as specified in 3GPP TS 23.502 [9]; and
ed)	start timer T3501 (see example in figure D.2.1.2.1).
NOTE:	The PCF starts a different timer T3501 for each PTI value.


Figure D.2.1.2.1: Network-requested UE policy management procedure
Upon receipt of the MANAGE UE POLICY COMMAND message with a PTI value currently not used by a network-requested UE policy management procedure, for each instruction included in the UE policy section management list IE, the UE shall:
a)	store the received UE policy section of the instruction, if the UE has no stored UE policy section associated with the same UPSI as the UPSI associated with the instruction;
b)	replace the stored UE policy section with the received UE policy section of the instruction, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction; or
c)	delete the stored UE policy section, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction and the UE policy section contents of the instruction is empty;
and if UE's RPLMN is the HPLMN or UE's RSNPN is the subscribed SNPN and the UE policy network classmark IE is included in the MANAGE UE POLICY COMMAND message, the UE shall delete the non-subscribed SNPN signalled URSP handling indication stored for the selected entry of "list of subscriber data" or the selected PLMN subscription, if any, and store the non-subscribed SNPN signalled URSP handling indication received in the UE policy network classmark IE, for the selected entry of "list of subscriber data" or the selected PLMN subscription.
The UE may continue storing a received UE policy section for a PLMN or SNPN when the UE registers in another PLMN or SNPN. If necessary, the UE may delete UE policy sections stored for a PLMN or SNPN other than the RPLMN and the HPLMN or the registered SNPN, before storing the new received UE policy sections.
When storing a UE policy sections received from an SNPN, the UE shall associate the NID of that SNPN with the UPSI of the stored UE policy section.
NOTE:	The maximum number of UE policy sections for PLMNs or SNPNs other than the HPLMN and the RPLMN or the registered SNPN that the UE can store and how the UE selects the UE policy sections to be deleted are up to the UE implementation.
[bookmark: _Toc20233340][bookmark: _Toc27747477][bookmark: _Toc36213671][bookmark: _Toc36657848][bookmark: _Toc45287526][bookmark: _Toc51948802][bookmark: _Toc51949894][bookmark: _Toc91599906]***** change *****
[bookmark: _Toc98754297][bookmark: _Toc20233343][bookmark: _Toc27747480][bookmark: _Toc36213674][bookmark: _Toc36657851][bookmark: _Toc45287529][bookmark: _Toc51948805][bookmark: _Toc51949897][bookmark: _Toc91599909]D.2.1.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE not operating in SNPN access operation mode, or receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID part of the selected SNPN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
b)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN or the UE's RPLMN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP" for a UE not operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
c)	Transmission failure of the MANAGE UE POLICY COMPLETE message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 1:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message.
d)	Transmission failure of the MANAGE UE POLICY COMMAND REJECT message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 2:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message and successfully processed by the UE.
e)	Receipt of a MANAGE UE POLICY COMMAND message with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.
	The UE shall discard the message and retransmit the MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message transmitted in response to the previously received MANAGE UE POLICY COMMAND message.
NOTE 3:	The way to achieve this is UE implementation dependent. For example, the UE can assume that on the fifth expiry of timer T3501, the PCF will abort the procedure and that the PTI value assigned to the procedure will be released.
f)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is equal to the PLMN ID part of the selected SNPN, the instruction contains a UE policy part with a UE policy part type set to "URSP", UE's RSNPN is a non-subscribed SNPN and:
1)	the UE has a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription indicating that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs; or
2)	the UE does not have a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription, and the non-subscribed SNPN signalled URSP handling indication preconfigured in the selected entry of "list of subscriber data" or the selected PLMN subscription indicates that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs;
	for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
[bookmark: _Toc20233344][bookmark: _Toc27747481][bookmark: _Toc36213675][bookmark: _Toc36657852][bookmark: _Toc45287530][bookmark: _Toc51948806][bookmark: _Toc51949898][bookmark: _Toc91599910]***** change *****
[bookmark: _Toc20233353][bookmark: _Toc27747490][bookmark: _Toc36213684][bookmark: _Toc36657861][bookmark: _Toc45287539][bookmark: _Toc51948815][bookmark: _Toc51949907][bookmark: _Toc98754307][bookmark: _Toc20233367][bookmark: _Toc27747504][bookmark: _Toc36213698][bookmark: _Toc36657875][bookmark: _Toc45287553][bookmark: _Toc51948829][bookmark: _Toc51949921][bookmark: _Toc91599933]D.5.1.1	Message definition
The MANAGE UE POLICY COMMAND message is sent by the PCF to the UE to request the UE to manage UE policy sections, see table D.5.1.1.1
Message type:	MANAGE UE POLICY COMMAND
Significance:	dual
Direction:	network to UE
Table D.5.1.1.1: MANAGE UE POLICY COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	MANAGE UE POLICY COMMAND message identity
	UE policy delivery service message type
D.6.1
	M
	V
	1

	
	UE policy section management list
	UE policy section management list
D.6.2
	M
	LV-E
	11-65533

	XX
	UE policy network classmark
	UE policy network classmark
D.6.X
	O
	TLV
	3-5

	NOTE:	The total length of the MANAGE UE POLICY COMMAND message content cannot exceed 65535 octets (see Payload container contents maximum length as specified in subclause 9.11.3.39.1).



***** change *****
D.5.1.X	UE policy network classmark
The UE policy network classmark is included when the PCF of a PLMN or an SNPN intends to provide the UE with information about the policy aspects of the network.
***** change *****
D.6.X	UE policy network classmark
The purpose of the UE policy network classmark information element is to provide the UE with information about the policy aspects of the network.
The UE policy network classmark information element is coded as shown in figure D.6.x.1 and table D.6.x.1.
The UE policy network classmark is a type 4 information element with a minimum length of 3 octets and a maximum length of 5 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy network classmark IEI
	octet 1

	Length of UE policy network classmark contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0 Spare
	0 Spare
	NSSUI
	
octet 3

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 4* -5*

	Spare
	


Figure D.6.X.1: UE policy network classmark information element
Table D.6.X.1: UE policy network classmark information element
	Non-subscribed SNPN signalled URSP handling indication (NSSUI) (octet 3, bit 1) (see NOTE)

	Bits

	1
	
	

	0
	
	UE is allowed to accept URSP signalled by non-subscribed SNPNs

	1
	
	UE is not allowed to accept URSP signalled by non-subscribed SNPNs

	

	All other bits in octet 3 to 5 are spare and shall be coded as zero, if the respective octet is included in the information element.


	NOTE:	Receiving entity shall ignore this bit, if received from the RPLMN which is not the HPLMN or from the RSNPN is not the subscribed SNPN.
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