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	Reason for change:
	The text incorrectly identifies the authenticated identity belongs to the one or more VAL UEs. 
How the SNSCE server authenticate a request from SNSCE client, needs to be specified.

	
	

	Summary of change:
	Corrected that the authenticated identity is the sender's identity.
Added a new subclause how SNSCE server authenticate the identity of the SNSCE client upon receipt of the client request, by referring to the procedure in 3GPP TS 24.547.
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*******
* * * First Change * * * *
[bookmark: _Toc34303566][bookmark: _Toc34403848][bookmark: _Toc45281870][bookmark: _Toc51933098][bookmark: _Toc68195153][bookmark: _Toc97300758]6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP POST request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the HTTP POST request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of one or more VAL UEsthe sender of the HTTP POST request as an authenticated identitiesidentity.

* * * Next Change * * * *
6.2.1.2	Authenticated identity in CoAP request
Upon receiving a CoAP request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the CoAP request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of the sender of the CoAP request as an authenticated identity.

* * * Next Change * * * *
<Proposed change in revision marks>

* * * End of Changes * * * *


