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1
Overall description
CT1 would like to thank ITU-T SG2 for their incoming LS in SG2-LS222/C1-220114 and would like to inform ITU-T SG2 about work performed in CT1.
CT1 started in rel-14 (WI SPECTRE), and continued in rel-15 (WI eSPECTRE) to work on call spoofing prevention based on the work in IETF STIR WG. While ITU-T work is focussed on barring calls from potentially fraudulent sources, CT1 work has been focussed on ensuring that the originating identity can be verified at the terminating network and is based on the Identity header field specified in IETF RFC 8224, using PASSPorTs defined in RFC 8588 and RFC 8946. The 3GPP solution has been specified in 3GPP TS 24.229 from rel-15.

3GPP currently has two ongoing WIs (TEI17_SAPES and SPECTRE_Ph3). TEI17_SAPES extends the mechanism for originating identity verification to also protect values in the Resource-Priority header field and the "psap-callback" value in the Priority header field. SPECTRE_Ph3 is to enable signing of multiple PASSporT using the same signing resource and to convey information about errors encountered during 
2
Actions
To ITU-T SG2
ACTION:
ITU-T SG2 is kindly asked to take this information into account.
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Dates of next TSG CT WG1 meetings
3. Date of Next CT1 Meetings:
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Goteborg , SE
