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	Reason for change:
	According to the current spec, upon receiving the DIRECT LINK AUTHENTICATION FAILURE message, the initiate UE shall abort the PC5 unicast link establishment procedure, see below. Hence, T5000 needs to be stopped.
Upon receipt of the DIRECT LINK AUTHENTICATION FAILURE message, the target UE shall abort the ongoing procedure that triggered the initiation of the PC5 unicast link authentication procedure and shall indicate to upper layers that authentication has failed.
Also, upon receiving the DIRECT LINK AUTHENTICATION REQUEST message, if not accepted, the UE shall abort the PC5 unicast link establishment procedure. Hence, T5000 needs to be stopped.
The target UE shall abort the ongoing procedure that triggered the initiation of the PC5 unicast link authentication procedure if the ongoing procedure is the PC5 unicast link establishment procedure and the Target user info is included in the DIRECT LINK ESTABLISHMENT REQUEST message.
The UE shall also abort the PC5 unicast link establishment procedure if the receiving DIRECT LINK SECURITY MODE COMMAND message is not accepted. Hence, T5000 needs to be stopped.
If the DIRECT LINK SECURITY MODE COMMAND message cannot be accepted, the target UE shall send a DIRECT LINK SECURITY MODE REJECT message, and the target UE shall abort the ongoing procedure that triggered the initiation of the PC5 unicast link security mode control procedure unless the ongoing procedure is a PC5 unicast link establishment procedure and the Target user info is not included in the DIRECT LINK ESTABLISHMENT REQUEST message. The DIRECT LINK SECURITY MODE REJECT message contains a PC5 signalling protocol cause IE indicating one of the following cause values:
However the specification seems missing above cases, only cover that the UE shall stop T5000 upon receiving DIRECT LINK ESTABLISHMENT ACCEPT or DIRECT LINK ESTABLISHMENT REJECT message. Hence add missing cases to the timertable to keep aligned with other clauses.

	
	

	Summary of change:
	It proposes the UE shall stop timer T5000 for the following cases:
1. upon receiving the DIRECT LINK AUTHENTICATION FAILURE message;
2. the receiving DIRECT LINK AUTHENTICATION REQUEST message is not accepted;
3. the receiving DIRECT LINK SECURITY MODE COMMAND message is not accepted.

	
	

	Consequences if not approved:
	The timertable is not aligned with other clauses.
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*****First change *****
[bookmark: _Toc99179101]10.3	Timers of PC5 unicast link management procedures
Table 10.3.1: PC5 unicast link management timers
	TIMER NUM.
	TIMER VALUE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T5000
	8s 
NOTE 1
	Upon sending a DIRECT LINK ESTABLISHMENT REQUEST message
	Upon receiving a DIRECT LINK ESTABLISHMENT ACCEPT or DIRECT LINK ESTABLISHMENT REJECT or DIRECT LINK AUTHENTICATION FAILURE message from the target UE, or DIRECT LINK AUTHENTICATION REQUEST or DIRECT LINK SECURITY MODE COMMAND message from the target UE is not accepted, if the Target user info is included in the DIRECT LINK ESTABLISHMENT REQUEST message
	Retransmission of DIRECT LINK ESTABLISHMENT REQUEST message if the Target user info is included in the DIRECT LINK ESTABLISHMENT REQUEST message; or
may abort the ongoing procedure if the Target user info is not included in the DIRECT LINK ESTABLISHMENT REQUEST message

	T5001
	5s
	Upon sending a DIRECT LINK MODIFICATION REQUEST message
	Upon receiving a DIRECT LINK MODIFICATION ACCEPT or DIRECT LINK MODIFICATION REJECT or DIRECT LINK RELEASE REQUEST message from the target UE
	Retransmission of DIRECT LINK MODIFICATION REQUEST message

	T5002
	5s
	Upon sending a DIRECT LINK RELEASE REQUEST message
	Upon receiving a DIRECT LINK RELEASE ACCEPT message from the target UE
	Retransmission of DIRECT LINK RELEASE REQUEST message

	T5003
	5s
	Upon receiving a PC5 signalling message or PC5 user plane data
	Upon PC5 unicast link release or upon initiating the PC5 unicast link keep-alive procedure
	Initiate the PC5 unicast link keep-alive procedure

	T5004
	5s
	Upon sending a DIRECT LINK KEEPALIVE REQUEST message
	Upon receiving a PC5 signalling message or PC5 user plane data
	Retransmission of the DIRECT LINK KEEPALIVE REQUEST message

	T5005
	Default 10m
NOTE 2
	Upon receiving a Maximum inactivity period in a DIRECT LINK KEEPALIVE REQUEST message, receiving a PC5 signalling message or receiving PC5 user plane data
	Upon receiving a PC5 signalling message or PC5 user plane data
	Either initiate the PC5 unicast link keep-alive procedure or the PC5 unicast link release procedure

	T5006
	2s
	Upon sending a DIRECT LINK AUTHENTICATION REQUEST message
	Upon receiving a DIRECT LINK AUTHENTICATION RESPONSE or DIRECT LINK AUTHENTICATION REJECT message from the target UE
	Retransmission of DIRECT LINK AUTHENTICATION REQUEST message

	T5007
	2s
	Upon sending a DIRECT LINK SECURITY MODE COMMAND message
	Upon receiving a DIRECT LINK SECURITY MODE COMPLETE or DIRECT LINK SECURITY MODE REJECT message from the target UE
	Retransmission of DIRECT LINK SECURITY MODE COMMAND message

	T5008
	8s
	Upon sending a DIRECT LINK REKEYING REQUEST message
	Upon receiving a DIRECT LINK REKEYING RESPONSE message or DIRECT LINK RELEASE REQUEST message from the target UE
	Retransmission of DIRECT LINK REKEYING REQUEST message

	T5009
	2s
	Upon sending a DIRECT LINK IDENTIFIER UPDATE REQUEST message
	Upon receiving a DIRECT LINK IDENTIFIER UPDATE ACCEPT or DIRECT LINK IDENTIFIER UPDATE REJECT or DIRECT LINK RELEASE REQUEST message from the target UE
	Retransmission of the DIRECT LINK IDENTIFIER UPDATE REQUEST message

	T5010
	2s
	Upon sending a DIRECT LINK IDENTIFIER UPDATE ACCEPT message
	Upon receiving a DIRECT LINK IDENTIFIER UPDATE ACK message or DIRECT LINK RELEASE REQUEST message from the initiating UE
	Retransmission of the DIRECT LINK IDENTIFIER UPDATE ACCEPT message 

	T5011
	NOTE 2
	Upon establishing a PC5 unicast link and at least one of V2X service identifier for the PC5 unicast link satisfying the privacy requirements or 
upon completing a PC5 unicast link update and at least one of V2X service identifiers for the PC5 unicast link satisfying the privacy requirements or Upon completing the PC5 unicast link identifier update procedure.
	Upon completing a PC5 unicast link identifier update and if available or accepting a DIRECT LINK IDENTIFIER UPDATE REQUEST message or upon a PC5 unicast link release and if available
	Transmission of LINK IDENTIFIER UPDATE REQUEST message

	NOTE 1	If the Target user info is not included in the DIRECT LINK ESTABLISHMENT REQUEST message, then the initiating UE may keep the timer T5000 running upon receiving DIRECT LINK ESTABLISHMENT ACCEPT message.
NOTE 2	The value of this timer is the privacy timer value which is one of the configuration parameters for V2X communication over PC5 (see clause 5.2) and it is specified in 3GPP TS 24.588 [7] clause 5.3.



***** End of changes *****
