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* * * First Change * * * *
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Upon receiving a request from the VAL user to update a group document, the SGM-C shall create an XML document as specified in clause 7 and shall send the XML document to the SGM-S according to procedures specified in IETF RFC 4825 [3] "Create or Replace a Document". In the HTTP PUT request, the SGM-C:
a)	shall set the Request URI to a XCAP URI identifying an XML document to be updated. In the Request-URI:
1)	the "XCAP Root" is set to the URI of the SGM-S;
2)	the "auid" is set to specific VAL service identity; and
3)	the document selector is set to a document URI pointing to a group document addressed by a group ID;
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6];
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-group-doc+xml"; and
d)	shall include an application/vnd.3gpp.seal-group-doc+xml MIME body and in the <seal-group-doc> root element:
1)	shall set "uri" attribute to the VAL group identity to be created;
2)	may include <display-name> element containing a human readable name of the VAL group;
3)	if the VAL user has requested to include administrator users, shall include <administrators> element of a <list-service> element with list of administrator users.
4)	if the list of users available who are required to give user consent to be member for the group, shall include such list of users into the <explicit-member-list> element of a <list-service> element;
5)	if the list of users available who are members of the group, shall include such list of users into the  <list> element of a <list-service> element;
6)	shall include <common> element of a <list-service> element. The <common> element:
i)	may include <seal-subject> element indicating the title or description for the group;
ii)	shall include <category> element indicating the category of the group; and
iii)	shall include <val-services> element indicating list of supported services by the group; and
7)	shall include <val-specific-config> element of a <list-service>. The <val-specific-config> element:
i)	may include <group-priority> element to the priority as specified by VAL user
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* * * Next Change * * * *

6.2.5.1.2	SGM sServer HTTP procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies an XML document as specified in clause 7, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP PUT request is not authorized to update the group document, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;
b)	shall support receiving an XML document as specified in application usage of the specific vertical application according to procedures specified in IETF RFC 4825 [3] "PUT Handling".
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.2.2. In the group modify notification, the SGM-S shall set the "modificationType" parameter to the value GROUP_CONFIG_UPDATE (0x03) as specified in clause B.3.
[bookmark: _Toc25305686][bookmark: _Toc26190262][bookmark: _Toc26190855][bookmark: _Toc34062159][bookmark: _Toc34394600][bookmark: _Toc45274404][bookmark: _Toc51932943][bookmark: _Toc58513671][bookmark: _Toc92304738]6
* * * Next Change * * * *

.2.5.1.X	SGM client CoAP procedure
Editor’s note:	this procedure is FFS.

* * * Next Change * * * *

6.2.5.1.Y	SGM server CoAP procedure
Editor’s note:	this procedure is FFS.
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* * * Next Change * * * *

6.2.5.2.1	SGM cClient HTTP procedure
Upon receiving a request from the VAL user to retrieve a group document, the SGM-C shall send an HTTP GET request to the SGM-S according to procedures specified in IETF RFC 4825 [3] "Fetch a Document". In HTTP GET request, the SGM-C:
a)	shall set the Request-URI to a XCAP URI identifying an XML document to be retrieved. In the Request-URI:
1)	the "XCAP Root" is set to the URI of the SGM-S;
2)	the "auid" is set to specific VAL service identity; and
3)	the document selector is set to a document URI pointing to a group document addressed by a group ID; and
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6].
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* * * Next Change * * * *

6.2.5.2.2	SGM sServer HTTP procedure
Upon reception of an HTTP GET request where the Request-URI of the HTTP GET request identifies an XML document as specified in clause 7, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP GET request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP GET request is not authorized to retrieve the group document, shall respond with a HTTP 403 (Forbidden) response to the HTTP GET request and skip rest of the steps;
b)	shall support receiving an XML document as specified in application usage of the specific vertical application according to procedures specified in IETF RFC 4825 [3] "GET Handling". 
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* * * Next Change * * * *

6.2.5.2.X	SGM client CoAP procedure
Upon receiving a request from the VAL user to retrieve a group document, the SGM-C shall send a CoAP GET request to the SGM-S. In the CoAP GET request, the SGM-C:
a)	shall set the CoAP URI identifying the group document to be retrieved according to resource API definition in clause X.2.1.2:
1)	the "apiRoot" is set to the SGM-S URI;
2)	if the SGM-C does not know the "groupDocId" of the group document at the SGM-S, the SGM-C:
i)	shall use the VAL Group Documents resource GET and shall set "val-group-id" query parameter to the VAL group ID and may set any of the other query parameters as described in clause X.2.1.2.2.3.2; or
ii)	shall use the Individual VAL Group Document GET and shall set "groupDocId" to point to the VAL group document and may set any of the content filtering query parameters as described in clause X.2.1.2.3.3.1; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

* * * Next Change * * * *

6.2.5.2.Y	SGM server CoAP procedure
Upon reception of an CoAP GET request where the CoAP URI of the request identifies VAL Group Documents resource as described in clause X.2.1.2.2.3.2, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.X, and:
1)	if the sender is not authorized to fetch the requested VAL group document(s), shall respond with a 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SGM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall return a 2.05 (Content) response including all the VAL group documents matching all the given values of the query parameters.
Upon reception of an CoAP GET request where the CoAP URI of the request identifies Individual VAL Group Document resource as described in clause X.2.1.2.3.3.1, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.X, and:
1)	if the sender is not authorized to fetch the requested VAL group document, shall respond with a 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SGM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall check if the resource pointed at by the CoAP URI exists and:
1)	if it exists, shall return the VAL document in a 2.05 (Content) response with the content of the document matching the content filtering query parameters; or
2)	otherwise, shall return a 4.04 (Not found) response.

* * * End of Changes * * * *
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