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*******
* * * First Change * * * *
[bookmark: _Toc517367614][bookmark: _Toc45201508]6.3.13.1	General
Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS which access token should be used by GMC, particularly when UE contains GMC and MCVideo-client only, or GMC and MCData-client only, or GMC, MCVideo-client, and MCData-client only.
Editor's note (WI: MCImp-eMCPTT-CT, MCImp-MCDATA-CT, MCImp-MCVIDEO-CT; CR#0008): FFS which ICSIs are indicated in the PAS and C, particularly when UE contains GMC and MCVideo-client only, or GMC and MCData-client only, or GMC, MCVideo-client, and MCData-client only.
This procedure enables the GMC to subscribe to notification of changes of:
a)	one or more MCS group documents;
b)	<GKTPs> elements of one or more MCS GKTP documents; or
c)	both.
This procedure enables the MCS server to subscribe to notification of changes of:
a)	one or more MCS group documents.
This procedure enables the GMS owning a constituent MCS group of a temporary MCS group to subscribe to notification of changes of:
a)	an MCS group document of the temporary MCS group;
b)	a <GKTPs> element of an MCS GKTP document for the temporary MCS group; or
c)	both.
The group management procedures are MC service agnostic. However, for historical reasons the procedures use MCPTT elements to populate the service specific MIME bodies, header fields and header field parameters. The GMC uses the access token received during authentication.
* * * Next Change * * * *
[bookmark: _Toc4575590][bookmark: _Toc45201933][bookmark: _Toc59200455]6.3.13.3.2.2	GMC originated subscription proxy procedure
Upon reception of an initial SIP SUBSCRIBE request:
a)	with the Event header field set to xcap-diff;
b)	with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;
c)	with a P-Asserted-Identity header field not containing an identity listed in the authorized MCS server list specified in subclause 6.2.5.1 and not containing an identity listed in the authorized GMS list as specified in subclause 6.2.5.1;
d)	with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-access-token> element;
e)	with an application/resource-lists+xml MIME body; and
f)	with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14];
the GMS:
a)	if an <EncryptedData> XML tag is included in the application/vnd.3gpp.mcptt-info+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/vnd.3gpp.mcptt-info+xml MIME body;
b)	if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body;
c)	shall identify the originating MCPTT MCS ID from <mcptt-access-token> element received in the application/vnd.3gpp.mcptt-info+xml MIME body and shall use the originating MCPTT MCS ID as an authenticated identity when performing the authorization;
d)	if the authenticated identity is not authorized to subscribe to notification of changes of any resource in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
e)	act as a notifier according to IETF RFC 5875 [13]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the initial SIP SUBSCRIBE request identifies:
1)	a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCS group ID owned by an MCS provider other than the MCS provider of the GMS; or
2)	a element of an MCS GKTP document as described in subclause 7.7.10 where the group ID is an MCS group ID owned by an MCS provider other than the MCS provider of GMS;
	shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCS group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.
Upon sending a SIP NOTIFY request associated with a subscription created as result of the received initial SIP SUBSCRIBE request, if the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, the GMS shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCS server.
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with an application/resource-lists+xml MIME body;
the GMS:
a)	if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body of the received SIP re-SUBSCRIBE request and the CSK was received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body; and
b)	act as a notifier according to IETF RFC 5875 [13]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the SIP re-SUBSCRIBE request identifies:
1)	a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCS group ID owned by an MCS provider other than the MCS provider of the GMS; or
2)	a element of an MCS GKTP document as described in subclause 7.7.10 where the group ID is an MCS group ID owned by an MCS provider other than the MCS provider of GMS;
	and for which there is no related subscription established according to the subclause 6.3.13.3.2.4, shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCS group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.

