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1. Introduction
The only route selection descriptors used in this release of the spec is S-NSSAI and DNN. Morover route selection parameter needs to be changed to route selection descriptor, since that is how TS 24.526 has defined them and that spec is reffernced by this current specification. Thus if naming them differently, it will cause confusion.

2. Reason for Change
The only route selection descriptors used in this release of the spec is S-NSSAI and DNN. Morover route selection parameter needs to be changed to route selection descriptor, since that is how TS 24.526 has defined them and that spec is reffernced by this current specification. Thus if naming them differently, it will cause confusion.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.549v1.1.0
* * * First Change * * * *

4
General description
The present document enables a SEAL Network Slice Capability Enablement Client (SNSCE-C) and a Vertical Application Layer server (VAL server) that communicate with a SEAL Network Slice Capability Enablement Server (SNSCE-S). The network slice capability enablement is a SEAL service that provides the network slice capability enablement related capabilities to one or more vertical applications.

In a trusted network, the network slice capability enablement can be used to re-map a vertical application to different slices based on the configuration of the SNSCE-S for updating the application traffic. Therefore, the SNSCE-S acts as an Application Function (AF) and influences the UE's URSP rules for the application traffic by providing guidance on the route selection descriptors S-NSSAI and DNN.

NOTE:
In this release, S-NSSAI and DNN are only used as the route selection descriptor.

* * * Next Change * * * *

6.1
General

The network slice capability enablement procedures is a SEAL service providing capabilities for network slice re-mapping from one VAL application to one or more other VAL applications, 3GPP TS 23.434 [2]. The network server entity, providing the functionality for the network slice re-mapping, acts as an AF communicating with 5GCN to provide guidance to update and modify the S-NSSAIs and the DNNs of the route selection descriptors of the URSP rules, 3GPP TS 24.526 [3], for one or more application traffics per UE.

NOTE:
In this release, S-NSSAI and DNN are only used as the route selection descriptor.

* * * Next Change * * * *

6.2.2.3
Server procedure

Upon receipt an HTTP POST request from the SNSCE-C for network slice adaptation, the SNSCE-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:

a)
the sender is not an authorized user, the SNSCE-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or

b)
the sender is an authorized user, the SNSCE-S:

1)
shall attempt to update the network slice for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN and slice adaptation cause from the HTTP POST request message;

NOTE 1:
To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection descriptors S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [10].

NOTE 2:
Whether and how the SNSCE-S can update the network slice for all VAL UEs for the VAL service, is out of the scope of this release.

2)
shall send the updated network slice and any new DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and

3)
shall send an HTTP 200 response message containing the successful or failure status of the requested network slice adaptation to the SNSCE-C.

* * * End of Changes * * * *

