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* * * First Change * * * *
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* * * Next Change * * * *
[bookmark: _Toc454525438]10.2.1.1	Transferor SC UE in services defining only originating session set up in UE
In order to transfer all media of an existing session from this SC UE to another UE that shares the same user subscription, the SC UE shall send a SIP REFER request as specified in IETF RFC 3515 [32] as updated by RFC 6665 [48] and IETF RFC 7647 [54], and in accordance with UE procedures specified in 3GPP TS 24.229 [7]. The SC UE shall populate the SIP REFER request as follows:
1.	the Request-URI set to the URI of the UE where the session is to be transferred to;
NOTE:	The URI of the UE needs to be a GRUU if several UEs share the same public user identity.
2.	the Refer-To header field set to the Inter UE Transfer SCC AS URI and extended with the following URI header fields:
A.	if usage of SIP Replaces extension is selected:
a.	the Replaces header field populated as specified in IETF RFC 3891 [35], containing the dialog identifier of the Access Leg between this UE and the SCC AS; and
b.	the Require header field populated with the option tag value "replaces";
B.	if usage of SIP Target-Dialog extension is selected:
a.	the Target-Dialog header field populated as specified in IETF RFC 4538 [40], containing the dialog identifier of the Access Leg between this UE and the SCC AS; and
b.	the Require header field populated with the option tag value "tdialog"; and
C.	if the session is established using an IMS communication service that requires the use of an IMS communication service identifier:
a.	optionally the Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the IMS communication service identifier of the existing session; and
b.	the P-Preferred-Service header field set to the IMS communication service identifier of the existing session; and
3.	the Contact header field: including a public GRUU or temporary GRUU as specified in 3GPP TS 24.229 [7].
If the SC UE receives any SIP 4xx, SIP 5xx, or SIP 6xx response to the SIP REFER request or if the SC UE receives a SIP NOTIFY request containing a message/sipfrag body of any SIP 4xx, SIP 5xx or SIP 6xx response, then the inter UE transfer has not completed successfully. If the SC UE receives SIP 497 response with warning header in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx], the SC UE may provide an indication of the reason for the failure to the upper layers.
[bookmark: _Toc454525446]* * * Next Change * * * *
[bookmark: _Hlk95291894]10.3.2	Inter UE transfer request authorization in services defining only originating session set up in UE
Upon receiving a SIP REFER requests due to inter UE transfer, the SCC AS shall:
1.	reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps if:
A.	the media streams of the session, one leg of which is identified by the dialog identifier in:
a.	the Replaces URI header field of the URI in the Refer-To header field; or
b.	the Target-Dialog URI header field of the URI in the Refer-To header field;
	are delivered to two or more UEs of the same user subscription; or
B.	at least one media stream of the session identified by the dialog identifier in:
a.	the Replaces URI header field of the URI in the Refer-To header field; or
b.	the Target-Dialog URI header field of the URI in the Refer-To header field
	is delivered to a UE other than the UE identified by the GRUU in the Contact header field;
2.	insert a Record-Route header field with SCC AS own address; and
3.	forward the SIP REFER request in any manner conformant with 3GPP TS 24.229 [7].
The SCC AS shall forward the SIP response to the SIP REFER request, the associated SIP NOTIFY request, and the SIP response to the NOTIFY request conformant with 3GPP TS 24.229 [7].

* * * Next Change * * * *
[bookmark: _Toc454525448]10.3.3.1	Procedures for inter-UE transfer in services defining only originating session set up in UE
Upon receiving a SIP INVITE request due to inter UE transfer, the SCC AS shall:
1.	if:
A.	the SCC AS is not aware of a subscription created by a SIP REFER request with the dialog identifiers:
a.	in the Replaces header field of the received SIP INVITE request and in the Replaces URI header field of the URI in the Refer-To header field of the SIP REFER request are equal; or
b.	in the Target-Dialog header field of the received SIP INVITE request and in the Target-Dialog URI header field of the URI in the Refer-To header field of the SIP REFER request are equal; and
B.	the SCC AS does not authorize the request on behalf of the served user participating in the session indicated in the Replaces header field;
	then reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps;
2.	associate the received SIP INVITE request with an ongoing SIP dialog by matching the dialog identifier in the Replaces header field or the Target-Dialog header field. By an ongoing SIP dialog, it is meant a dialog for which a SIP 2xx response to the initial SIP INVITE request has been sent or received;
3.	if a dialog identifier is not included in either in the Replaces header field or in the Target-Dialog header field or if the included dialog identifier does not identify an existing ongoing dialog, send a SIP 480 (Temporarily Unavailable) response to reject the SIP INVITE request and not processes the remaining steps;
4.	identify the Source Access Leg by the dialog identifier present in the Replaces or the Target-Dialog header field of the SIP INVITE request;
5.	if a media type used in the Source Access Leg session is not offered in the SDP offer of the SIP INVITE request then reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps;
6.	if the SIP INVITE request contains a Replaces header field:
A.	follow the procedures defined in IETF RFC 3891 [35] for replacing the Source Access Leg with the SIP request received on the Target Access Leg, including terminating the Source Access Leg by sending a SIP BYE towards the SC UE in accordance with 3GPP TS 24.229 [7]; and
7.	send a SIP re-INVITE request towards the remote UE using the existing established dialog. The SCC AS shall populate the SIP re-INVITE request as follows:
A.	include a new SDP offer including the media characteristics as received in the SIP INVITE request, by following the rules of the 3GPP TS 24.229 [7]; and
B.	set the Contact header field to the Contact header field value recieved in the SIP INVITE request.
Upon receiving the SIP ACK request originated from the SC UE, the SCC AS shall initiate release of the Source Access Leg by sending a SIP BYE towards the SC UE in accordance with 3GPP TS 24.229 [7].

* * * Next Change * * * *
[bookmark: _Toc454525458]11.2.2.1	Controller UE procedures
The controller UE may establish a collaborative session with a new media at anytime while it has an ongoing IMS established session according to 3GPP TS 24.229 [7] with a remote UE.
The controller UE shall add the new media by sending a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [32] as updated by RFC 6665 [48] and IETF RFC 7647 [54], and include:
1)	the Request-URI set to the Inter UE Transfer SCC AS URI;
2)	the Refer-To header field set as follows:
a)	the SIP URI of the controllee UE;
NOTE 1:	The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.
b)	the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:
-	media lines that are not being transferred with the port number set to zero;
-	media line(s )that are to be added containing the media type(s) to be added and the discard port number "9"; and
NOTE 2:	The discard port number "9" indicates that this port number should be ignored.
c)	if the controller UE also wishes to transfer control of the collaborative session to the controller UE then the SIP URI additionally containing the XML body specified for the Refer-To URI in subclause 18.2.1;
3)	the Accept header field containing the MIME type "message/sipfrag";
4)	the Target-Dialog header field containing the dialog parameters for the dialog of the existing session
5)	the Contact header field containing:
-	the g.3gpp.iut-controller media feature tag as described in annex C; and
-	the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive" if the controller UE does not wish to be the controller of the collaborative session; and
6)	the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [7] and IETF RFC 3515 [32] as updated by RFC 6665 [48]. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.
If error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.
If the error response received for the SIP REFER includes a 497 response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt. If SIP 497 response is received with warning header, the SC UE may provide an indication of the reason for the failure to the upper layers.
The controller UE may also receive SIP NOTIFY requests as the results from the SIP SUBSCRIBE request to the dialog event package between itself and the SCC AS as described in clause 15. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.


* * * Next Change * * * *
[bookmark: _Toc454525558]20.2.1	SC UE
In order to replicate an existing session, the UE shall send a SIP INVITE request to the SCC AS. The SIP INVITE request shall include:
NOTE 1:	Before requesting replication, the UE discovers the ongoing collaborative session with the replicated media and gets information about its media flows by subscribing to the dialog event package.
1)	the Request-URI set to the SIP URI of the controller UE in the ongoing collaborative session with transferred media;
NOTE 2: The SIP URI of the controller UE needs to be a GRUU if multiple UEs share the same public user identity.
2)	the Accept-Contact header field containing the g.3gpp.iut-focus media feature tag with explicit and require tags;
3)	the Target-Dialog header field containing the dialog parameters for the dialog of the ongoing collaborative session with the replicated media; and
4)	SDP information as follows:
a)	for the replicated media component(s), containing the port numbers of the UE and the "a= 3gpp. iut.replication" attribute which indicates that the replication request is sent from the controllee UE and it uses the network based solution;
b)	for the media component(s) served by the UE itself, containing the port numbers of the UE; and
c)	for the media component(s) not served by the UE, containing the port numbers set to zero.
Upon receiving the SIP 2xx response for the INVITE request from the SCC AS, the UE shall send a SIP ACK request to the SCC AS.
Upon receiving the SIP 497 response for the INVITE request from the SCC AS in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx], the UE shall shall terminate the call pull procedure. If SIP 497 response is received with warning header, the SC UE may provide an indication of the reason for the failure to the upper layers.
* * * Next Change * * * *
[bookmark: _Toc454525559]20.2.2	SCC AS serving the collaborative session
On receiving the SIP INVITE request, the SCC AS authorizes the request and sends information to the MRF to allocate the media resource for the media to be replicated. The MRF is requested to provide mixup functionality to support it.
If the SIP INVITE request has been authorized, the SCC AS shall send a SIP re-INVTE request to the controller UE to update the access leg on the controller UE for the replicated media flow with the MRF. The SIP re-INVITE request includes the SDP offer with the "a= 3gpp.iut.replication" attribute.
Incase of any error, the SCC AS sends Response code 497 with warning header in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx]. The SIP 497 response with warning header and code will be used to convey the call transfer failure reason:
  381. Local Receive-only state
  382. Local Transmit-only state
  383. Remote Receive-only state
  384. Remote Transmit-only state
  385. Hold state
  386. Mortal state
  387. Conference call
  388. Emergency call
  389. Video call
  390. Real Time Text call
  391. Circuit Switch call
  392. Non existing call
  393. Single Radio Voice Call Continuity in progress
Upon receiving a SIP 200 (OK) response with the SDP answer from the controller UE, the SCC AS shall send a SIP ACK request to the controller UE. After that, the SCC AS shall send a SIP re-INVITE request on the dialog for the remote leg to the remote UE to update the remote leg to communicate media with the MRF.
Upon receiving a SIP 200 (OK) response with the SDP answer on the remote leg, the SCC AS shall send a SIP ACK request on the remote leg.

* * * Next Change * * * *
[bookmark: _Toc454525562]20.3.2	SCC AS serving the collaborative session
Upon receiving a SIP REFER request due to session replication, the SCC AS shall:
1)	if not authorized, reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps; 
2)	send information to the MRF to allocate the media resource for the media to be replicated; and
3)	send a SIP INVITE request to the controllee UE including:
a)	the Request-URI with the SIP URI from the Refer-To header field of the received SIP REFER request; and
b)	the SDP information as follows:
-	the media type(s) that are to be replicated from the media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request and the "a= 3gpp.iut.replication" attribute.
Upon receiving a SIP 200 (OK) response with the SDP answer from the controllee UE, the SCC AS shall send a SIP ACK request to the controllee UE. After that, the SCC AS shall send a SIP re-INVITE request to controller UE to update the access leg for the replicated media flow with the MRF.


* * * Next Change * * * *
[bookmark: _Toc454525575]21.2.3.2	Providing playback state on request of other UE
Upon receiving a SIP REFER request for providing playback state, the SCC AS shall:
1.	if not authorized, reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps; and
2.	forward the SIP REFER request in any manner conformant with 3GPP TS 24.229 [7].

* * * Next Change * * * *
[bookmark: _Toc454525585]21.3.3.2	Session replication from the served UE
Upon receiving a SIP REFER request due to session replication, the SCC AS shall:
1.	if not authorized, reject the SIP request with a SIP 403 (Forbidden) response or SIP 497 (Call Transfer Failure) in accordance with draft-khatri-sipcore-call-transfer-fail-response-02 [xx] and do not process the remaining steps; and
2.	forward the SIP REFER request in any manner conformant with 3GPP TS 24.229 [7].

* * * End of Changes * * * *


