

	
3GPP TSG-CT WG1 Meeting #134-e	C1-221786
E-meeting, 17-25 February 2022
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	24.379
	CR
	0780
	rev
	1
	Current version:
	17.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Additional private call rejection reasons

	
	

	Source to WG:
	Motorola Solutions, BDBOS, Erillisverkot, Airbus, Sepura Ltd, Leonardo, FirstNet

	Source to TSG:
	C1

	
	

	Work item code:
	eMCCI_CT
	
	Date:
	[bookmark: _GoBack]2022-02-22

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
...
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	A user may require to only receive private calls with floor control, and to reject requests for private calls without floor control, or conversely may require private calls without floor control and reject requests for private call with floor control. Additional warning texts are required to achieve this. This functionality is also required for interworking with TETRA.

Additional warning texts are also required to support interworking scenarios where a call is requested with or without LMR codec and/or end-to-end encryption, and where the called party rejects the call due to a mismatch in the need for LMR E2EE. These warning texts can be defined in 3GPP TS 29.379, but a set of warning texts for interworking use needs to be reserved in the warning texts defined in this specification.

	
	

	Summary of change:
	Add additional warning texts to subclause 4.4 for use in the cases of mismatched floor control and for interworking call scenarios, separating interworking specific texts into a separate numbering range.


	
	

	Consequences if not approved:
	The call rejection scenarios described in the reason for change cannot be achieved.

	
	

	Clauses affected:
	2, 4.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


** FIRST CHANGE **
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT) over LTE; Stage 1".
[3]	3GPP TS 23.379: "Functional architecture and information flows to support mission critical communication services; Stage 2".
[4]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[5]	3GPP TS 24.380: "Mission Critical Push To Talk (MCPTT) floor control Protocol specification".
[6]	IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)".
[7]	IETF RFC 4028 (April 2005): "Session Timers in the Session Initiation Protocol (SIP)".
[8]	Void .
[9]	IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services".
[10]	IETF RFC 3550 (July 2003): "RTP: A Transport Protocol for Real-Time Applications".
[11]	Void.
[12]	IETF RFC 4566 (July 2006): "Session Description Protocol".
[13]	IETF RFC 3605 (October 2003): "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)".
[14]	IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".
[15]	IETF RFC 5626 (October 2009): "Managing Client-Initiated Connections in the Session Initiation Protocol (SIP)".
[16]	IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".
[17]	IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer Answer Protocols".
[18]	IETF RFC 5373 (November 2008): "Requesting Answering Modes for the Session Initiation Protocol (SIP)".
[19]	Void.
[20]	IETF RFC 5366 (October 2008): "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)".
[21]	IETF RFC 2046 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types".
[22]	IETF RFC 4488 (May 2006): "Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription".
[23]	IETF RFC 4538 (June 2006): "Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)".
[24]	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".
[25]	IETF RFC 3515 (April 2003): "The Session Initiation Protocol (SIP) Refer Method".
[26]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[27]	IETF RFC 7647 (September 2015): "Clarifications for the use of REFER with RFC6665".
[28]	3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".
[29]	IETF RFC 4412 (February 2006): "Communications Resource Priority for the Session Initiation Protocol (SIP)".
[30]	IETF RFC 4575 (August 2006): "A Session Initiation Protocol (SIP) Event Package for Conference State".
[31]	3GPP TS 24.481: "Mission Critical Services (MCS) group management Protocol specification".
[32]	IETF RFC 4483 (May 2006): "A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages.
[33]	IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".
[34]	IETF RFC 4964 (October 2007): "The P-Answer-State Header Extension to the Session Initiation Protocol for the Open Mobile Alliance Push-to-talk over Cellular".
[35]	IETF RFC 7614 (August 2015): "Explicit Subscriptions for the REFER Method".
[36]	IETF RFC 5318 (December 2008): "The Session Initiation Protocol (SIP) P-Refused-URI-List Private-Header (P-Header)".
[37]	IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) Extension for Event State Publication".
[38]	IETF RFC 5368 (October 2008): "Referring to Multiple Resources in the Session Initiation Protocol (SIP)".
[39]	IETF RFC 5761 (April 2010): "Multiplexing RTP Data and Control Packets on a Single Port".
[40]	3GPP TS 23.003: "Numbering, addressing and identification".
[41]	3GPP TS 23.203: "Policy and charging control architecture".
[42]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".
[43]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[44]	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)".
[45]	3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".
[46]	Void.
[47]	IETF RFC 4567 (July 2006): "Key Management Extensions for Session Description Protocol (SDP) and Real Time Streaming Protocol (RTSP)".
[48]	IETF RFC 8101 "IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority Namespace for Mission Critical Push To Talk service".
[49]	3GPP TS 24.482: "Mission Critical Services (MCS) identity management Protocol specification.
[50]	3GPP TS 24.484: "Mission Critical Services (MCS) configuration management Protocol specification".
[51]	IETF RFC 3856 (August 2004): "A Presence Event Package for the Session Initiation Protocol (SIP)".
[52]	IETF RFC 3863 (August 2004): "Presence Information Data Format (PIDF)".
[53]	IETF RFC 7519 (May 2015): "JSON Web Token (JWT)".
[54]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[55]	IETF RFC 4354 (January 2006): "A Session Initiation Protocol (SIP) Event Package and Data Format for Various Settings in Support for the Push-to-Talk over Cellular (PoC) Service".
[56]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[57]	3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".
[58]	3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".
[59]	3GPP TS 29.199-9: "Open Service Access (OSA); Parlay X Web Services; Part 9: Terminal location".
[bookmark: _PERM_MCCTEMPBM_CRPT00830000___5][60]	W3C: "XML Encryption Syntax and Processing Version 1.1", https://www.w3.org/TR/xmlenc-core1/.
[61]	W3C: "XML Signature Syntax and Processing (Second Edition)", http://www.w3.org/TR/xmldsig-core/.
[62]	IETF RFC 2392 (August 1998): "Content-ID and Message-ID Uniform Resource Locators".
[63]	IETF RFC 4661 (September 2006): "An Extensible Markup Language (XML)-Based Format for Event Notification Filtering".
[64]	IETF RFC 6086 (January 2011): "Session Initiation Protocol (SIP) INFO Method and Package Framework".
[65]	IETF RFC 3891 (September 2004): "The Session Initiation Protocol (SIP) Replaces Header".
[66]	3GPP TS 24.216: "Communication continuity managed object".
[67]	IETF RFC 4122 (July 2005): "A Universally Unique IDentifier (UUID) URN Namespace".
[68]	IETF RFC 2045 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[69]	3GPP TS 26.179: "Mission Critical Push To Talk (MCPTT) Codecs and media handling".
[70]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[71]	IETF RFC 4648 (October 2006): "The Base16, Base32, and Base64 Data Encodings".
[72]	IETF RFC 5627 (October 2009): "Obtaining and Using Globally Routable User Agent URIs (GRUUs) in the Session Initiation Protocol (SIP)".
[73]	3GPP TS 29.283: "Diameter Data Management Applications".
[74]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[75]	IETF RFC 6509 (February 2012): "MIKEY-SAKKE: Sakai-Kasahara Key Encryption in Multimedia Internet KEYing (MIKEY)".
[76]	3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".
[77]	IETF RFC 7462 (March 2015): "URNs for the Alert-Info Header Field of the Session Initiation Protocol (SIP)".
[78]	3GPP TS 33.180: "Security of the mission critical service".
[79]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[80]	IETF RFC 5795: "The Robust Header Compression (ROHC) Framework".
[81]	IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed".
[82]	3GPP TS 23.280: "Technical Specification Group Services and System Aspects; Common functional architecture to support mission critical services; Stage 2".
[83]	IETF RFC 5288: "AES Galois Counter Mode (GCM) Cipher Suites for TLS".
[84]	3GPP TS 24.281: "Mission Critical Video (MCVideo) signalling control; Protocol specification".
[85]	3GPP TS 24.282: "Mission Critical Data (MCData) signalling control; Protocol specification".
[86]	IETF RFC 5576: "Source-Specific Media Attributes in the Session Description Protocol (SDP)".
[87]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[x]	3GPP TS 29.379: "Mission Critical Push To Talk (MCPTT) call control interworking with Land Mobile Radio (LMR) systems; Stage-3".

** NEXT CHANGE **
4.4.2	Warning texts
The text string included in a Warning header field consists of an explanatory text preceded by a 3-digit text code, according to the following format in Table 4.4.2-1.
Table 4.4.2-1 ABNF for the Warning text

warn-text      =/  DQUOTE mcptt-warn-code SP mcptt-warn-text DQUOTE
mcptt-warn-code = DIGIT DIGIT DIGIT 
mcptt-warn-text = *( qdtext | quoted-pair )


Table 4.4.2-2 defines the warning texts that are defined for the Warning header field when a Warning header field is included in a response to a SIP INVITE request as specified in clause 4.4.1.
Table 4.4.2-2: Warning texts defined for the Warning header field
	Code
	Explanatory text
	Description

	100
	function not allowed due to <detailed reason>
	The function is not allowed to this user.
The <detailed reason> will be either "group definition", "access policy", "local policy", "user authorisation" or "pre-established session not supported", or can be a free text string.

	101
	service authorisation failed
	The service authorisation of the MCPTT ID against the IMPU failed at the MCPTT server.

	102
	too many simultaneous affiliations
	The MCPTT user already has N2 maximum number of simultaneous affiliations (see <MaxAffiliationsN2> element of user profile configuration document).

	103
	maximum simultaneous MCPTT group calls reached
	The number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded.

	104
	isfocus not assigned
	A controlling MCPTT function has not been assigned to the MCPTT session.

	105
	subscription not allowed in a broadcast group call
	Subscription to the conference event package rejected during a group call initiated as a broadcast group call.

	106
	user not authorised to join chat group
	The MCPTT user is not authorised to join this chat group.

	107
	user not authorised to make private calls
	The MCPTT user is not authorised to make private calls.

	108
	user not authorised to make chat group calls
	The MCPTT user is not authorised to make chat group calls.

	109
	user not authorised to make prearranged group calls
	The MCPTT user is not authorised to make group calls to a prearranged group.

	110
	user declined the call invitation
	The MCPTT user declined to accept the call.

	111
	group call proceeded without all required group members
	The required members of the group did not respond within the acknowledged call time, but the call still went ahead.

	112
	group call abandoned due to required group members not part of the group session
	The group call was abandoned, as the required members of the group did not respond within the acknowledged call time.

	113
	group document does not exist
	The group document requested from the group management server does not exist.

	114
	unable to retrieve group document
	The group document exists on the group management server but the MCPTT server was unable to retrieve it.

	115
	group is disabled
	The group has the <disabled> element set to "true" in the group management server.

	116
	user is not part of the MCPTT group
	The group exists on the group management server but the requesting user is not part of this group.

	117
	the group identity indicated in the request is a prearranged group
	The group id that is indicated in the request is for a prearranged group, but did not match the request from the MCPTT user.

	118
	the group identity indicated in the request is a chat group
	The group id that is indicated in the request is for a chat group, but did not match the request from the MCPTT user.

	119
	user is not authorised to initiate the group call
	The MCPTT user identified by the MCPTT ID is not authorised to initiate the group call.

	120
	user is not affiliated to this group
	The MCPTT user is not affiliated to the group.

	121
	user is not authorised to join the group call
	The MCPTT user identified by the MCPTT ID is not authorised to join the group call.

	122
	too many participants
	The group call has reached its maximum number of participants.

	123
	MCPTT session already exists
	Inform the MCPTT user that the group call is currently ongoing. 

	124
	maximum number of private calls reached
	The maximum number of private calls allowed at the MCPTT server for the MCPTT user has been reached.

	125
	user not authorised to make private call with automatic commencement
	The MCPTT user is not authorised to make a private call with automatic commencement.

	126
	user not authorised to make private call with manual commencement
	The MCPTT user is not authorised to make a private call with manual commencement.

	127
	user not authorised to be called in private call
	The called MCPTT user is not allowed to be part of a private call.

	128
	isfocus already assigned
	The MCPTT server owning an MCPTT group received a SIP INVITE request destined to the MCPTT group from another MCPTT server already assigned as the controlling MCPTT function and the MCPTT server owning the MCPTT group does not support mutual aid or supports trusted mutual aid but does not authorise trusted mutual aid.

	136
	authentication of the MIKEY-SAKKE I_MESSAGE failed
	The MCPTT client's application of the procedures of 3GPP TS 33.180 [78] to authenticate the received I_MESSAGE fails. 

	137
	the indicated group call does not exist
	The participating MCPTT function cannot find an ongoing group session associated with the received MCPTT session identity.

	138
	subscription of conference events not allowed
	The controlling MCPTT function could not allow the MCPTT user to subscribe to the conference event package.

	139
	integrity protection check failed
	The integrity protection of an XML MIME body failed.

	140
	unable to decrypt XML content
	The XML content cannot be decrypted.

	141
	user unknown to the participating function
	The participating function is unable to associate the public user identity with an MCPTT ID.

	142
	unable to determine the controlling function
	The participating function is unable to determine the controlling function for the group call or private call.

	143
	not authorised to force auto answer
	The calling user is not authorised to force auto answer on the called user.

	144
	user not authorised to call this particular user
	The calling user is not authorised to call this particular called user.

	145
	unable to determine called party
	The participating function was unable to determine the called party from the information received in the SIP request.

	146
	T-PF unable to determine the service settings for the called user
	The service settings have not been uploaded by the terminating client to the terminating participating server.

	147
	user is authorized to initiate a temporary group call
	The non-controlling MCPTT function has authorized a request from the controlling MCPTT function to authorize a user to initiate an temporary group session.

	148
	group is regrouped
	The group hosted by a non-controlling function is part of a temporary group session as the result of the group regroup function.

	149
	SIP-INFO request pending
	The MCPTT client needs to wait for a SIP-INFO request with specific content, before taking further action.

	150
	invalid combinations of data received in MIME body
	The MCPTT client included invalid combinations of data in the SIP request.

	151
	user not authorised to make a private call call-back request
	The MCPTT user is not authorised to make a private call call-back request.

	152
	user not authorised to make a private call call-back cancel request
	The MCPTT user is not authorised to make a private call call-back cancel request.

	153
	user not authorised to call any of the users requested in the first-to-answer call
	All users that were invited in the first-to-answer call cannot be involved in a private call with the inviting user.

	154
	user not authorised to make ambient listening call
	The MCPTT user is not authorised to make an ambient listening call.

	155
	user not authorised to change user's selected group
	The MCPTT user is not authorised to change the selected group of the targeted user.

	156
	user not authorised to originate a first-to-answer call
	The MCPTT user is not authorised to make a first-to-answer call.

	157
	user not authorised to request a remotely initiated group call
	The MCPTT user is not authorised to request a remotely initiated group call.

	158
	user not authorised to request a remotely initiated private call
	The MCPTT user is not authorised to request a remotely initiated private call.

	159
	user not authorised to be called by this originating user
	The called user is not authorised to receive a call by this originating user.

	160
	user not authorised to request creation of a regroup
	The user is not authorised to request creation of a regroup.

	161
	user not authorised to request removal of a regroup
	The user is not authorised to request removal of a regroup.

	162
	group call abandoned due to required group members not affiliated
	The group call was abandoned as the required number of affiliated group members is not met or some required members are not affiliated.

	163
	the group identity indicated in the request does not exist
	The server determines that the group identity indicates a user or group regroup based on a preconfigured group that does not exist.

	164
	maximum number of service authorizations reached
	The number of maximum simultaneous service authorizations for the MCPTT user has been reached.

	165
	group ID for regroup already in use
	The group ID proposed by the client for the user/group regroup based on a preconfigured group is already in use.

	166
	constituent group is in an emergency call state
	The proposed constituent group cannot be added to the temporary group because there is a call on the constituent group that is in an emergency state.

	167
	call is not allowed on the preconfigured group
	Calls are not allowed on this group that is administratively designated for preconfigured group use only.

	168
	alert is not allowed on the preconfigured group
	Alerts are not allowed on this group that is administratively designated for preconfigured group use only.

	169
	user is not authorised to remove regroup in an emergency state
	The MCPTT user is not authorised to remove a regroup that is in an in-progress emergency state.

	170
	user not authorised to make a private call transfer request
	The MCPTT user is not authorised to make a private call transfer request.

	171
	functional alias not allowed to call this particular functional alias
	The calling user is not authorised to call this particular functional alias by using this activated functional alias

	172
	functional alias not allowed to be called from this functional alias
	The called functional alias is not authorised to receive a call from the originating user using this particular Functional Alias

	173
	user not authorised to make a private call forwarding request
	The MCPTT user is not authorized to use MCPTT private call forwarding

	174
	maximum number of allowed forwardings exceeded
	The maximum number of allowed call forwardings has been exceeded

	175
	call is forwarded
	The MCPTT private call that is requested to be established is released, and a new MCPTT private call is originated to the target of the call forwarding

	176
	user not authorized to request for binding/unbinding of a functional alias with the MCPTT group(s) for the MCPTT user
	The function is not allowed to this user.


	177
	unable to determine target functional alias or group for creating/removing a binding information for the MCPTT user
	The MCPTT server is unable to determine the targeted functional alias or group for creating/removing an binding information for the MCPTT user

	178
	MCPTT group binding already exists with other functional alias for the MCPTT user
	The requested functional alias binding with MCPTT group already exist with other functional alias for the MCPTT user 

	179
	service not authorized with the partner system
	The MCPTT service is not authorized between the primary and the partner system and is rejected in the primary system

	180
	Service not authorized by the partner system
	The MCPTT service is not authorized between the primary and the partner system and is rejected by the partner system

	181
	called user requires to use floor control
	The called user has rejected the call request because floor control is required to be used.

	182
	called user requires to not use floor control
	The called user has rejected the call request because floor control is required not to be used.

	183
	MCPTT codec required
	The call requires an MCPTT defined codec to be used.

	301-350
	
	Value allocated for use in interworking (see NOTE)

	NOTE:	Usage of these values are described in 3GPP TS 29.379 [x]




** END CHANGEs **


