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1. Introduction

CT1 received an LS from GSMA in C1-221021 on the need to support a Short Message Service to an emergency centre. The LS indicates the new regulatory requirements related to enhancements to the roaming scenario of the SMS sent to emergency centre, which already exist in some countries and which may become more broadly required in near or a little bit further future.
GSMA highlights in particular the issue related to the proper routing of an SMS towards the local PSAP in the visited country, particularly in the case the SMS to emergency centre is being sent by the UE as the SMSoIP via IMS in case a home routed (and not local breakout) approach is being used for IMS-based communication services.
This discussion paper analyses the possible impacts of introducing the support for SMSoIP being used as an emergency service. It also proposes a way forward in order to specify the SMS to emergency centre.

2. Assumptions

This document assumes that only the SMSoIP via IMS is to be impacted by specifying SMS to emergency centre.
In the case of SMSoNAS, the proper routing of SMS to the PSAP within the country of UE location can be ensured by configuration of the network.
[bookmark: _Hlk95317494]In the case of SMSoIP, if the home routed model is used, the SMS is always routed to the IP-SM-GW/SMSC in the home country of the user. In this case, it would not be straightforward to route the SMS back to the appropriated PSAP in the country of current UE location. Therefore, it is assumed that for the SMS to emergency centre, the local breakout model shall be used.

3. Discussion

3.1 IMS registration for SMS to emergency centre.
For emergency calls, it is defined by 3GPP TS 24.229 in clause 5.1.6 under which circumstances and whether or not the initial emergency registration is needed to be performed.
It is proposed that the same rules shall also be apply by the UE in case of the SMS to emergency centre. In this case, depending on the local regulations, it should be possible to enforce that the local IMS nodes in the visited country handle the SMS to emergency centre, allowing to route it to the local PSAP in that country.
Proposal 1: the rules regarding emergency registration defined by 3GPP TS 24.229 in clause 5.1.6 shall also apply in case of SMS to emergency centre.

3.2 PSI of the SC of the IP-SM-GW
According to 3GPP TS 24.341 clause 5.3.1.2, the UE (SM-over-IP sender entity) shall include in the SIP MESSAGE request the Public Service Identity (PSI) of the SC of the IP-SM-GW in the Request-URI and in the From header. The PSI of the SC of the IP-SM-GW can be either provided by the user or obtained from the UICC in the UE. This means that, the PSI of the SC of the IP-SM-GW is of a static nature, and it is assumed that only a single value of PSI of the SC of the IP-SM-GW is to be configured and used by the UE. For SMS to emergency centre in roaming case, it would however be needed that another IP-SM-GW entity, in the visited network, handles the SMS to emergency centre.
The LS from GSMA indicates that in the case of SMS to emergency centre in 2G/3G, the specific SMSC number in a following format:
SMSC = <visited_CC>+<UE detected emergency number> (112 or 911)
A similar approach could also be taken for SMS to emergency centre, and a dedicated, specific PSI of the SC of the IP-SM-GW could also be used for SMS to emergency centre.
Proposal 2: for SMS to emergency centre, the UE shall use the PSI of the SC of the IP-SM-GW in the specific format, identifying the local IP-SM-GW/SMSC connected to the local PSAP, e.g., "<visited_CC> + <UE detected emergency number>".

3.3 UAC
3GPP NAS assumes that for emergency services, a specific access category is used.
Proposal 3: the same Access Category as in the case of IMS based emergency call shall also be used for SMS to emergency centre.

3.4 SMS to emergency centre in case of UE in limited service state and no UICC in the UE
Depending on local regulations / operator policy, it can be possible for the UE in limited service state to perform emergency call. Local regulations also determine whether or not an anonymous emergency call is possible, in case of no UICC inside of the UE.
Proposal 4: it is proposed that the same rules regarding the possibility to access SMS to emergency centre in case of UE in limited service state and the UE with no UICC inside shall apply as for emergency calls, i.e., depending on local regulations / operator policy.

3.5 Emergency number detection by the UE
In the LS from GSMA, it is highlighted that it is particularly needed that 112 and 911 are supported. These numbers are quite well detected by the UEs today as emergency numbers already. However, there is a possibility that in a given country, local emergency numbers are used. There are different ways to provide that numbers to the UE (cf. 3GPP TS 22.101), e.g., via NAS during UE attachment to the network.
Nowadays, it is not clear if only for some of these numbers it would be needed to be able to support SMS to emergency centre.
Therefore, it is proposed that for SMS to emergency centre, the same list of emergency numbers applies, as for emergency calls. Also, the same methods of providing the UE with the list of emergency numbers apply.
Proposal 5: the same emergency numbers and the same methods of providing the emergency numbers to the UE as for emergency calls apply as well to the SMS to emergency centre.

3.6 UE undetected SMS to emergency centre
In case of a call to emergency number undetected by the UE, the network can either proceed with handling the call or can instruct the UE (by sending SIP 380 Alternative Service response) about the attempt to perform a call to the emergency number. However, SIP 380 can be a response to SIP INVITE, and not SIP MESSAGE. Therefore, no similar mechanism as for emergency call is possible in SMS to emergency centre case to make the UE aware of performing an attempt to send an SMS to emergency centre.
Observation 1: there is no mechanism to make the UE aware of performing an attempt to send an undetected SMS to emergency centre.

3.7 Translation of emergency numbers to emergency service URN
In the case of emergency call, the initial SIP INVITE request contains in the Request-URI the emergency service URN (e.g., "urn:service:sos"), which is further taken into account by E-CSCF to select appropriate PSAP to handle the emergency call.
However, in case of SMS to emergency centre as SMSoIP via IMS, the SIP MESSAGE request contains in the Request-URI the PSI of the SC of the IP-SM-GW, and not the URI of the entity being the recipient. Instead, the information about the recipient is included inside of the XML document, in the <short-message-info> element (see 3GPP TS 24.341, Annex C).
Another difference for SMS to emergency centre is that the E-CSCF is not involved in handling the SMS to emergency centre.
Therefore, the following options can be considered:
1) Option 1: UE does not include emergency service URN, but only the emergency number inside of the SMS 
In this case, the IP-SM-GW could forward the SMS to emergency centre via the SMSC, and the SMSC would be responsible for PSAP selection (as in 2G/3G case, as described in the LS from GSMA)
2) Option 2: UE includes the emergency service URN in the SMS
In this case, the IP-SM-GW would be responsible for a mapping from the emergency service URN to the emergency number before forwarding the SMS to emergency centre via the SMSC. 
Since option 2 would impact the IP-SM-GW, option 1 seems to be more preferred.
Proposal 6: UE does not include the emergency service URN, but only the emergency number in the SMS to emergency centre.

3.8 Location information inside of the SMS to emergency centre
In emergency call case, the SIP INVITE request contains information about UE location. This information can be user provided or network provided, and it can be provided in different ways (e.g., in the P-ANI header field, in the PIDF-LO format). This information is particularly used for selection of appropriate PSAP (e.g., the closest to the user location). In case of emergency call, this selection of PSAP based on UE location is done by the E-CSCF.
Depending on local regulations, it may as well be required that the location information is also provided to the PSAP by the operator.
There exists AML (Advanced Mobile Location) solution to provide the user location to the PSAP via SMS.
In SMS to emergency centre case, since the E-CSCF is not involved in handling the SMS, there is no similar possibility to select PSAP depending on UE location, as neither IP-SM-GW, nor SMSC have such abilities.
Also, the relationship between SMS to emergency centre and AML solution requires further clarifications, as the AML message can be sent inside or in the company of the SMS to emergency centre.
Proposal 6: The SMS to emergency centre does not contain UE location information.

3.9 PSAP selection
As already described above, in emergency call case, the E-CSCF is responsible for selection of the proper PSAP to handle the request. This selection is done particularly based on the information about the type of the emergency service requested by the user, as well as based on the information about the user location. This allows e.g., to select the PSAP in the vicinity of the user, and provide it with quick help if needed.
However, the E-CSCF is not involved in handling the SMS to emergency centre. With no architectural changes (to make E-CSCF involved) or no functional changes to IP-SM-GW (so that it has some abilities of E-CSCF), it is impossible to ensure similar mechanism to select the PSAP depending on user location.
Proposal 7: it is proposed to have only a single default PSAP of given type to which all the SMS to emergency centre for given emergency number would be forwarded.

3.10 Charging
Similar approach regarding charging of SMS to emergency centre should apply as in the case of emergency calls. i.e., the user shall not be charged for SMS to emergency centre.
Proposal 8: No charges shall apply for SMS to emergency centre.

4. Conclusion

This paper has provided the analyses of possible impacts of introducing the support for SMSoIP being used as an emergency service, allowing to send an SMS to emergency centre.

Based on this  discussion, the following observation was provided:
Observation 1: there is no mechanism to make the UE aware of performing an attempt to send an undetected SMS to emergency centre.

The following proposals were also provided for SMS to emergency center via SMSoIP:
Proposal 1: the rules regarding emergency registration defined by 3GPP TS 24.229 in clause 5.1.6 shall also apply in case of SMS to emergency centre.

Proposal 2: for SMS to emergency centre, the UE shall use the PSI of the SC of the IP-SM-GW in the specific format, identifying the local IP-SM-GW/SMSC connected to the local PSAP, e.g., "<visited_CC> + <UE detected emergency number>".

Proposal 3: the same Access Category as in the case of IMS based emergency call shall also be used for SMS to emergency centre.

Proposal 4: it is proposed that the same rules regarding the possibility to access SMS to emergency centre in case of UE in limited service state and the UE with no UICC inside shall apply as for emergency calls, i.e., depending on local regulations / operator policy.

Proposal 5: the same emergency numbers and the same methods of providing the emergency numbers to the UE as for emergency calls apply as well to the SMS to emergency centre.

Proposal 6: UE does not include the emergency service URN, but only the emergency number in the SMS to emergency centre.

Proposal 7: it is proposed to have only a single default PSAP of given type to which all the SMS to emergency centre for given emergency number would be forwarded.

From these observation and proposals, it can be seen that there exist some gaps in the specifications allowing to provide SMS to emergency center, particularly in case of UE being in roaming. Some of these aspects are covered by the CRs in C1-221282, C1-221724 (CRs against 3GPP TS 24.229) and C1-221725 (CR against 3GPP TS 24.341).
As highlighted by GSMA, supporting SMS to the emergency center is already required in some countries, and may become more and more required in near or a little bit further future.
Therefore, as a way forward, in order to have required functionalities being specified and implemented allowing SMS to be sent properly to the emergency center also in case of UE being in roaming, it is proposed to agree these 3 abovementioned CRs still for Rel-17.
As an alternative approach, having in mind in particular the upcoming completion of work on Rel-17 in CT1, a new Work Item could be proposed for Rel-18

[bookmark: _GoBack]It is also proposed to reply to GSMA NRG notifying them about the conclusions of this discussion in CT1 and potentially about the agreed CRs. The proposal of reply LS out is provided in C1-221726.

