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1. Introduction
This discussion paper provides options for implementing EAS Discovery Request service operation.

2. Background
In clause 8.5.2.2 of 3GPP TS 23.558, the request-response model for EAS discovery has been specified. Clause 8.5.2.3.2 and clause 8.5.2.3.3 of 3GPP TS 23.558 together illustrate the EAS discovery procedure based on Subscribe/Notify model. 
It is to be noted that to obtain information about EAS and their available services, based on specified criteria of interest, the EEC can use any of the model (i.e. request-response or subscribe-notify) as required.

In CT1, 3GPP TS 24.558 has defined EAS discovery API in clause 6.3. In clause 6.1, CT1 already agreed to define EAS discovery request operation with HTTP GET method on "EAS Profiles" resource. However, while specifying the service operation description, the comments were given to use different model to define EAS discovery request operation.
Further, in order to properly understand the different options, it is required to understand the safe method as defined in RFC 7231.
2.1	Safe method
Following definition of the safe method is specified in clause 4.2.1 of RFC 7231
	Request methods are considered "safe" if their defined semantics are
   essentially read-only; i.e., the client does not request, and does
   not expect, any state change on the origin server as a result of
   applying a safe method to a target resource.  Likewise, reasonable
   use of a safe method is not expected to cause any harm, loss of
   property, or unusual burden on the origin server.
This definition of safe methods does not prevent an implementation
   from including behavior that is potentially harmful, that is not
   entirely read-only, or that causes side effects while invoking a safe
   method.  What is important, however, is that the client did not
   request that additional behavior and cannot be held accountable for
   it. 

<..snip..>
When a resource is constructed such that parameters within the
   effective request URI have the effect of selecting an action, it is
   the resource owner's responsibility to ensure that the action is
   consistent with the request method semantics.  For example, it is
   common for Web-based content editing software to use actions within
   query parameters, such as "page?do=delete".  If the purpose of such a
   resource is to perform an unsafe action, then the resource owner MUST
   disable or disallow that action when it is accessed using a safe
   request method.  Failure to do so will result in unfortunate side
   effects when automated processes perform a GET on every URI reference
   for the sake of link maintenance, pre-fetching, building a search
   index, etc.



The HTTP GET method is considered as safe method (i.e. read-only semantics) according to RFC 7231.

3. Implementation options for request-response model
3.1	Querying a Set of Resources using HTTP GET method (Option 1)
In this option, in order to obtain information about EAS and their available services, the EEC sends HTTP GET request along with EAS discovery filters. Upon receiving the request from the EEC, the EES checks whether the EEC is authorized to discover the requested EAS(s). If the EEC is authorized, then the EES determines the requested EAS(s) based on provided discovery filters, UE location (if available) and ECSP policies.
The existing specification in clause 6.3.2.4.3.1 of 3GPP TS 24.558, is based on the guidance provided in clause 4.6.1.1.2.2 of 3GPP TS 29.501. Figure 4.6.1.1.2.2-1 of 3GPP TS 29.501 is shown below:



Figure 4.6.1.1.2.2-1: Query of a collection of resources by using query parameters.
As specified clause 4.6.1.1.2.2 of 3GPP TS 29.501, procedures that allow a service consumer NF (client) to querying a set of resources from the server shall be specified to use HTTP GET method towards a resource modelled as Collection or Store archetype. Query parameters may be provided when querying a set of resources.

It is to be noted that the EAS discovery operation using HTTP GET is safe operation. The EES may perform additional procedure upon receiving the request – however what is important is that the EEC did not requested that additional behaviour (refer to clause 2.1 with pink highlighted text).

Observation 1: The EES may perform additional procedure upon receiving the request, however, the EEC did not requested that additional behaviour.

Further, as per clause 8.4.3.2.2 of 3GPP TS 23.558, the EAS discovery service operation uses the EAS registration information. Quote:
	Upon successful authorization, the EES stores the EAS Profile for later use (e.g. for serving EAS discovery requests received from EECs, etc.) and replies to the EAS with an EAS registration response



Further, as per clause 5.2.2.2.2 of 3GPP TS 29.558, upon successful registration, the EES creates a new resource for the EAS registration. Quote:
	a.  store the EAS profile and create a new resource with the EAS registration information as specified in clause 8.1.2.1;



Observation 2: The EAS discovery request service operation utilizes the EAS registration information and works on the resource created during the EAS registration operation.

3.2	Use custom operation to fetch the information (Option 2)
In this option, in order to obtain information about EAS and their available services, the EEC sends HTTP POST request along with custom operation parameters containing EAS discovery filters. The EES performs similar operation as specified above in option 1). 
Figure 4.6.1.2-1 of 3GPP TS 29.501 illustrates the use of a custom operation related to a resource as shown below:


Figure 4.6.1.2-1: Custom Operation on a Resource using HTTP POST
3.3	Use subscribe-notify with immediate and one-time reporting (Option 3)
In this option, in order to obtain information about EAS and their available services, the EEC sends subscription request (HTTP POST) along with one-time reporting and immediate reporting indication. Upon receiving the request from the EEC, the EES checks whether the EEC is authorized to discover the requested EAS(s). If the EEC is authorized, then the EES sends subscription response and determines the requested EAS(s) based on provided discovery filters, UE location (if available) and ECSP policies. The EES immediately sends Notify message with requested EAS(s) and immediately terminates the subscriptions.

Figure below is shown for illustration purpose.




It is to be noted that this option is based on subscribe notify model, however, the procedure defined in clause 8.5.2.2 of 3GPP TS 23.558 is request response model. There are example APIs available where request-response model is implemented as subscribe-notify model by setting immediate and one-time reporting indication. However, the usage of subscribe-notify model for EAS discovery request service operation will not be aligned with stage#2 specification 3GPP TS 23.558.
Observation 3: The usage of subscribe-notify model for EAS discovery request service operation will not be aligned with stage#2 specification 3GPP TS 23.558.

Most importantly, the usage of subscribe-notify model to implement request-response model breaks the semantics of the request-response model. That is, usage of subscribe-notify model, will unnecessary create a subscription at the server side which will be terminated after sending notification message. Further, the number of message exchanges in the subscribe-notify model is more compared to the request-response model.

Observation 4: The usage of subscribe-notify model breaks the semantics of the request-response model.

The EAS discovery request service operation is defined between EEC (on the UE side) and the EES (network side). There will be numerous applications available in the market with millions of application developers. It may be fine to define subscribe-notify model for request-response operation for interfaces within core network, however, for interface towards UE which can be used by many 3rd party application developers, it is better to keep the request-response semantics as it is and do not specify as a subscribe-notify model. Otherwise, the application developers may get confused due to inconsistent semantics between stage#2 and stage#3, and may reduce the standard specification adoption.

[bookmark: _GoBack]Observation 5: For the interface towards UE, it is required to keep request-response semantics as it is for easy understanding of the standard specification by numerous application developers.

4. Conclusion
Based on the observations discussed in clause 3, the authors of this paper proposes to specify EAS discovery request service operation using HTTP GET method (i.e. option 1).
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