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* * * First Change * * * *
[bookmark: _Toc20147310][bookmark: _Toc27489186][bookmark: _Toc27491192][bookmark: _Toc35957878][bookmark: _Toc45204427][bookmark: _Toc51927934][bookmark: _Toc51929947][bookmark: _Toc91610462]4.7.1	Introduction
The need for support of emergency servicescalls in the IM CN subsystem is determined by national regulatory requirements.
* * * Next Change * * * *
[bookmark: _Toc20147311][bookmark: _Toc27489187][bookmark: _Toc27491193][bookmark: _Toc35957879][bookmark: _Toc45204428][bookmark: _Toc51927935][bookmark: _Toc51929948][bookmark: _Toc91610463]4.7.2	Emergency calls services generated by a UE
If the UE cannot detect the emergency call service attempt, the UE initiates the request as per normal procedures as described in subclause 5.1.2A. Depending on network policies, for a non-roaming UE or for a roaming UE where the P-CSCF is in the same network where the UE is roaming an emergency call service attempt can succeed even if the UE did not detect that an emergency session service is being requested, otherwise the network rejects the request indicating to the UE that the attempt was for an emergency service.
The UE procedures for UE detectable emergency calls service are defined in subclause 5.1.6.
The P-CSCF, S-CSCF, IBCF, and E-CSCF procedures for emergency service are described in subclause 5.2.10, 5.4.8, 5.10.3.2 and 5.11, respectively.
Access dependent aspects of emergency service (e.g. whether the access technology defines emergency bearers, emergency registration support and location provision) are defined in the access technology specific annexes for each access technology.
There are a number of variants within these procedures and which variant gets used depends on a number of issues. These conditions are defined more specifically in 3GPP TS 23.167 [4B] and, where appropriate, in the access technology specific annex, but are summarised as follows:
a)	if the UE knows that it is in its own home network, then an existing registration is permitted to be used for signalling the emergency callservice, except where item c) applies. The access technology specific annexes define the mechanism by which home network determination is made;
b)	if emergency calls services are permitted without security credentials (or additionally where the authentication is not possible or has failed), then the emergency servicecall is made directly without use of any security association created by a registration, and therefore without the registration; and
c)	where the access technology defines emergency bearers for the support of emergency callsservices, a new emergency registration is required so that these emergency bearers can be used for both signalling and media, unless an existing emergency registration exists on those emergency bearers.
* * * Next Change * * * *
[bookmark: _Toc20147312][bookmark: _Toc27489188][bookmark: _Toc27491194][bookmark: _Toc35957880][bookmark: _Toc45204429][bookmark: _Toc51927936][bookmark: _Toc51929949][bookmark: _Toc91610464]4.7.3	Emergency calls services generated by an AS
In certain circumstances an AS can identify that a request is for an emergency servicecall. This may relate to a request received from a UE (or subscription-based business trunking), or may be a call request generated by an AS on behalf of a UE as far as the IM CN subsystem operation is concerned. These applications are outside the scope of this document to define.
Procedures in support of an AS initiating emergency calls services are provided in subclause 5.7.1.14.
* * * Next Change * * * *
[bookmark: _Toc20147313][bookmark: _Toc27489189][bookmark: _Toc27491195][bookmark: _Toc35957881][bookmark: _Toc45204430][bookmark: _Toc51927937][bookmark: _Toc51929950][bookmark: _Toc91610465]4.7.4	Emergency calls services received from an enterprise network
An IBCF can also route emergency calls services received from an enterprise network (peering-based business trunking) to an E-CSCF.
[bookmark: _Toc20147314][bookmark: _Toc27489190][bookmark: _Toc27491196][bookmark: _Toc35957882][bookmark: _Toc45204431][bookmark: _Toc51927938][bookmark: _Toc51929951][bookmark: _Toc91610466]* * * Next Change * * * *
4.7.5	Location in emergency callsservices
A number of mechanisms also exist for providing location in support of emergency callsservices, both for routeing to a PSAP, and for use by the PSAP itself, in the IM CN subsystem:
a)	by the inclusion by the UE of the Geolocation header field containing a location by reference or by value (see RFC 6442 [89]);
b)	by the inclusion by the UE of a P-Access-Network-Info header field, which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;
c)	by the inclusion by the P-CSCF of a P-Access-Network-Info header field based on information supplied by either the PCRF or the NASS, and which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;
d)	by the allocation of a location reference that relates to the call by the LRF. Location is then supplied to the recipient over the Le interface (see 3GPP TS 23.167 [4B] for a definition of the Le interface) along with other call information. The LRF can obtain the location from entities outside the IM CN subsystem, e.g. by the e2 interface from the NASS (see ETSI TS 283 035 [98] or from the Gateway Mobile Location Centre (GMLC); and
e)	by the inclusion by the S-CSCF of a P-Access-Network-Info header field based on information supplied by HSS, and which contains a location identitifier, which is subsequently mapped, potentially by the recipient, into a real location.
Mechanisms also exist for providing emergency-related information to a PSAP, in requests subsequent to routeing an initial request to a PSAP, in the IM CN subsystem:
a)	by the inclusion by the UE of the Geolocation header field containing a location by reference or by value (see RFC 6442 [89]);
b)	by the inclusion by the UE of a P-Access-Network-Info header field, which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;
c)	by the inclusion by the P-CSCF of a P-Access-Network-Info header field based on information supplied by either the PCRF or the NASS, and which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;
d)	by the inclusion by the UE of the emergency-related information as specified in subclause 5.1.6.10;
e)	by the inclusion by the S-CSCF of a P-Access-Network-Info header field based on information supplied by HSS, and which contains a location identitifier, which is subsequently mapped, potentially by the recipient, into a real location; and
f)	by LRF requesting the location from the UE via E-CSCF as specified in subclause 5.12.3.2, subclause 5.11.4.3, subclause 5.11.4.4, subclause 5.11.5 and subclause 5.1.6.12.
The E-CSCF routes such a subsequent request to the PSAP using normal SIP procedures.
NOTE 1: Mechanisms independent from SIP for providing the emergency related information to a PSAP after session setup exist and are not listed. The use of such mechanisms is not precluded.
Which means of providing location is used depends on local regulatory and operator requirements. One or more mechanisms can be used. Location can be subject to privacy constraints.
NOTE 2:	A similar variety of mechanisms also exists for normal callsservices, where location can be made use of by the recipient or by an intermediate AS, again subject to privacy constraints. The LRF is not involved in a normal callservice, but an AS can obtain location from the e2 interface from the NASS (see ETSI TS 283 035 [98] or from the Gateway Mobile Location Centre (GMLC).
* * * Next Change * * * *
[bookmark: _Toc20147421][bookmark: _Toc27489297][bookmark: _Toc27491303][bookmark: _Toc35957989][bookmark: _Toc45204538][bookmark: _Toc51928045][bookmark: _Toc51930058][bookmark: _Toc91610573]5.1.6.1	General
A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency servicecall attempt. If the CS domain is selected, the UE shall attempt an emergency call service setup using appropriate access technology specific procedures.
NOTE 1:	For CS systems based on 3GPP TS 24.008 [8], clause B.5 applies.
The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) or to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN) by applying access technology specific procedures described in the access technology specific annexes.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call service as described in subclause 5.1.6.8.4.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call service as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is not currently registered, the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call service as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is attached to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN), the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call service as described in subclause 5.1.6.8.3.
If the UE supports the emerg-reg timer defined in table 7.8.1, the UE shall start the emerg-reg timer when the UE decides that an emergency call service is to be established via the IM CN subsystem. The UE shall stop the timer when the UE determines that an initial emergency registration, as described in subclause 5.1.6.2, is not required or upon receipt of any final SIP response during the initial emergency registration. When the emerg-reg timer expires, the UE shall:
1)	if the initial REGISTER request for the initial emergency registration has been sent, consider that the emergency registration attempt for this P-CSCF has failed. The UE may retry registration on a different P-CSCF and if the UE has no more available P-CSCFs the UE considers the emergency registration to have failed and applies the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 6.1; and
2)	if the initial REGISTER request for the initial emergency registration has not been sent, consider that the attempt to set up the emergency servicecall via the the IM CN subsystem has failed, abort any ongoing IP-CAN procedures for the emergency registration, and apply the procedures for domain selection as defined in 3GPP TS 23.167 [4B] clause H.5.
The UE may support being pre-configured for the Emerg-reg timer using one or more of the following methods:
a)	the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C];
b)	the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and
c)	the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G].
If the UE is configured with both the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G] and the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Timer_Emerg-reg leaf of the EFIMSConfigData file shall take precedence.
NOTE 2:	Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].
If the IM CN subsystem is selected and the UE has no credentials the UE can make request an emergency call service without being registered. The UE shall attempt an emergency call service as described in subclause 5.1.6.8.2.
An IP-CAN can, dependent on the IP-CAN capabilities, provide local emergency numbers (including information about emergency service categories or information about emergency service URNs) to the UE which has that capability, in order for the UE to recognize these numbers as emergency callservice.
* * * End of Changes * * * *
