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* * * * * * FIRST CHANGE * * * * * *
[bookmark: _Toc83123931]6.2.1.2	SIP INVITE request
The MCData client needs to distinguish between the following initial SIP INVITE requests for terminations:
-	SIP INVITE request routed to the terminating MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds" or "group-sds" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as " SIP INVITE request for standalone SDS over media plane for terminating MCData client";
-	SIP INVITE request routed to the terminating MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds-session" or "group-sds-session" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as " SIP INVITE request for SDS session for terminating MCData client";
-	SIP INVITE request routed to the terminating MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-fd" or "group-fd" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as " SIP INVITE request for file distribution for terminating MCData client"; and
-	SIP INVITE request routed to the terminating MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-ipconn" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as " SIP INVITE request for IP Connectivity session for terminating MCData client".
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20215595][bookmark: _Toc27496062][bookmark: _Toc36107803][bookmark: _Toc44598555][bookmark: _Toc44602410][bookmark: _Toc45197587][bookmark: _Toc45695620][bookmark: _Toc51851076][bookmark: _Toc83124134]9.2.3.2.4	MCData client terminating procedures
Upon receipt of a "SIP INVITE request for standalone SDS over media plane for terminating MCData client" request, the MCData client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [5] with the clarifications below.
The MCData client:
1)	may reject the SIP INVITE request if either of the following conditions are met:
a)	MCData client does not have enough resources to handle the call; or
b)	any other reason outside the scope of this specification;
and skip the rest of the steps after step 2;
2)	if the SIP INVITE request is rejected in step 1), shall respond toward participating MCData function either with appropriate reject code as specified in 3GPP TS 24.229 [5] and warning texts as specified in clause 4.9 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this clause;
3)	if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:
a)	shall extract the MCData ID of the originating MCData user from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [26];
b)	shall convert the MCData ID to a UID as described in 3GPP TS 33.180 [26];
c)	shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.180 [26];
d)	if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [45], and include warning text set to "136 authentication of the MIKEY-SAKKE I_MESSAGE failed" in a Warning header field as specified in clause 4.9 and not continue with rest of the steps in this clause; and
e)	if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:
i)	shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.180 [26]; and
ii)	shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.180 [26];
NOTE:	With the PCK successfully shared between the originating MCData client and the terminating MCData client, both clients are able to create an end-to-end secure session.
3A)	may display to the MCData user the MCData ID of the inviting MCData user and the type of SDS request;
4)	shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
5)	shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
6)	shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [38]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
7)	shall include the g.3gpp.mcdata.sds media feature tag in the Contact header field of the SIP 200 (OK) response;
8)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in the Contact header field of the SIP 200 (OK) response;
9)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the clarifications given in clause 9.2.3.2.2; and
10)	shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5].
On receipt of an SIP ACK message to the sent SIP 200 (OK) message, the MCData client shall:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.1.1.3.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc27496095][bookmark: _Toc36107836][bookmark: _Toc44598588][bookmark: _Toc44602443][bookmark: _Toc45197620][bookmark: _Toc45695653][bookmark: _Toc51851109][bookmark: _Toc83124167]9.2.5.2	Initiating one-to-one SDS communication
9.2.5.2.0	General
The procedures in this clause are used to initiate one-to-one standalone SDS using media plane or one-to-one SDS session within the pre-established session.
[bookmark: _Toc27496096][bookmark: _Toc36107837][bookmark: _Toc44598589][bookmark: _Toc44602444][bookmark: _Toc45197621][bookmark: _Toc45695654][bookmark: _Toc51851110][bookmark: _Toc83124168]9.2.5.2.1	MCData client procedures
[bookmark: _Toc27496097][bookmark: _Toc36107838][bookmark: _Toc44598590][bookmark: _Toc44602445][bookmark: _Toc45197622][bookmark: _Toc45695655][bookmark: _Toc51851111][bookmark: _Toc83124169]9.2.5.2.1.1	Client originating procedures
Upon receiving a request from an MCData user to initiate one-to-one standalone SDS using media plane or one-to-one SDS session within the pre-established session:
If the MCData user has requested the origination of an MCData emergency one-to-one communication or the MCData emergency state is already set, but this is an unauthorised request for an MCData emergency one-to-one communication as determined by the procedures of clause 6.2.8.3.1.1, the MCData client should indicate to the MCData user that they are not authorised to initiate an MCData emergency one-to-one communication and shall exit the procedure.
The MCData client shall generate a SIP REFER request outside a dialog as specified in IETF RFC 3515 [51] as updated by IETF RFC 6665 [36] and IETF RFC 7647 [52], and in accordance with the UE procedures specified in 3GPP TS 24.229 [5].
The MCData client:
1)	shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;
1a)	If the MCData user has requested the origination of an MCData emergency one-to-one communication or the MCData emergency state is already set:
a)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the SIP REFER request; and
b)	shall execute the procedures in clause 6.2.8.3.2;
2)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [51] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [18], and with the Content-ID header field set to this "cid" URL;
3)	if an end-to-end security context needs to be established and the security context does not exist or if the existing security context has expired, then:
i)	if necessary, shall instruct the key management client to request keying material from the key management server as described in 3GPP TS 33.180 [26];
ii)	shall use the keying material to generate a PCK as described in 3GPP TS 33.180 [26];
iii)	shall use the PCK to generate a PCK-ID with the four most significant bits set to "0001" to indicate that the purpose of the PCK is to protect one-to-one communications and with the remaining twenty eight bits being randomly generated as described in 3GPP TS 33.180 [26];
iv)	shall encrypt the PCK to a UID associated to the MCData client using the MCData ID of the invited user and a time related parameter as described in 3GPP TS 33.180 [26];
v)	shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.180 [26];
vi)	shall add the MCData ID of the originating MCData user to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [26]; and
vii)	shall sign the MIKEY-SAKKE I_MESSAGE using the originating MCData user's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.180 [26];
4)	shall include in the application/resource-lists MIME body a single <entry> element containing a "uri" attribute set to MCData ID of the called user, extended with the following parameters in the headers portion of the SIP URI:
NOTE:	Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
a)	an hname "body" parameter populated with:
i)	an application/sdp MIME body containing an SDP offer with media attributes specified in clause 9.2.3.2.1, if a one-to-one standalone SDS message is requested;
ii)	an application/vnd.3gpp.mcdata-info MIME body with:
A)	if a one-to-one standalone SDS message is requested, the <request-type> element set to a value of "one-to-one-sds". If a one-to-one SDS session is requested, the <request-type> element set to a value of "one-to-one-sds-session"; 
B)	the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
C)	if the MCData client is aware of active functional aliases and if an active functional alias is to be included in the SIP REFER request, the <functional-alias-URI> element set to the URI of the used functional alias;
5)	shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), according to IETF RFC 6050 [7];
6)	may include a P-Preferred-Identity header field in the SIP REFER request containing a public user identity as specified in 3GPP TS 24.229 [5];
7)	shall include the following according to IETF RFC 4488 [53]:
a)	the option tag "norefersub" in the Supported header field; and
b)	the value "false" in the Refer-Sub header field;
8)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [54] identifying the pre-established session;
9)	shall include the g.3gpp.mcdata.sds media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16]; and
10)	shall send the SIP REFER request according to 3GPP TS 24.229 [5].
On receiving a final SIP 2xx response to the SIP REFER request, the MCData client:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request for an MCData emergency one-to-one communication:
1)	if the MCData emergency private communication state is set to "MDEPC 2: emergency-pc-requested", the MCData client shall perform the actions specified in clause 6.2.8.3.5; and
2)	shall skip the remaining steps.
On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, the MCData client:
1)	if the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re-INVITE request is set to a value of "establish-success":
i)	shall notify the MCData user about the successful MCData communication establishement;
2)	if the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re-INVITE request is set to a value of "establish-fail":
i)	shall notify the MCData user about the MCData communication establishement failure, restore the state variables to the values they held prior to the processing of the origination attempt and exit the procedure; 
3)	if the sent SIP REFER request was a request for an MCData emergency one-to-one communication:
[bookmark: _Hlk87877272]a)	if the MCData emergency private communication state is set to "MDEPC 2: emergency-pc-requested" or "MDEPC 3: emergency-pc-granted":
i)	shall set the MCData emergency private priority state of the communication to "MDEPP 2: in-progress" if it was not already set;
ii)	shall set the MCData emergency private communication state to "MDEPC 3: emergency-pc-granted"; and
iii)	if the MCData private emergency alert state is set to "MDPEA 2: emergency-alert-confirm-pending":
A)	if the received SIP re-INVITE request contains an <alert-ind> element set to a value of "true" or does not contain an <alert-ind> element, shall set the MCData private emergency alert state to "MDPEA 3: emergency-alert-initiated"; and
B)	if the received SIP re-INVITE request contains an <alert-ind> element set to a value of "false", shall set the MCData private emergency alert state to "MDPEA 1: no-alert "; and
4)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
On communication release, if the sent SIP REFER request was a request for an MCData emergency one-to-one communication, the MCData client shall perform the procedures specified in clause 6.2.8.1.18.
[bookmark: _Toc27496098][bookmark: _Toc36107839][bookmark: _Toc44598591][bookmark: _Toc44602446][bookmark: _Toc45197623][bookmark: _Toc45695656][bookmark: _Toc51851112][bookmark: _Toc92224715]9.2.5.2.1.2	Client terminating procedures
Upon receiving a SIP re-INVITE request within a pre-established session, the MCData client:
Editor’s note: The ability of the terminating client to determine if there is an associated session or not needs to be verified.
1)	if the pre-established session has an associated MCData one-to-one communication session, shall execute the procedure in clause 6.2.8.4.2; or
2)	if the pre-established session does not have an associated MCData session and the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re-INVITE request is set to a value of "establish-request":
i)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re‑INVITE request is set to a value of "one-to-one-sds", shall follow the procedures in clause 9.2.3.2.4; and
ii)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re‑INVITE request is set to a value of "one-to-one-sds-session", shall follow the procedures in clause 9.2.4.2.4.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc27496100][bookmark: _Toc36107841][bookmark: _Toc44598593][bookmark: _Toc44602448][bookmark: _Toc45197625][bookmark: _Toc45695658][bookmark: _Toc51851114][bookmark: _Toc83124172]9.2.5.2.2.1	Originating procedures
Editor’s note:	Clarifications on the identity of the pre-established session may be necessary.
Upon receiving a SIP REFER request, with:
1)	the Request-URI set to a public service identity identifying the pre-established session on the participating MCData function;
2)	the Refer-To header field containing a Content-ID ("cid") URL as specified in IETF RFC 2392 [33] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [18] containing one or more <entry> element(s) with a "uri" attribute containing a SIP URI set to the MCData ID of the called user(s);
3)	an hname "body" parameter in the headers portion of the SIP URI specified above containing an application/vnd.3gpp.mcdata-info MIME body with the <request-type> element set to "one-to-one-sds" or "one-to-one-sds-session"; and
4)	a Content-ID header field set to the "cid" URL;
the participating function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP REFER request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
[bookmark: _Hlk83543152]NOTE 1:	If the application/vnd.3gpp.mcdata-info MIME body included in the SIP REFER request contains an <emergency-ind> element or <imminentperil-ind> element set to a value of "true", and this is an authorised request for originating a priority communication, as determined by clause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and skip the rest of the steps;
4)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications, as follows:
i)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the SIP REFER request with a SIP 403 (Forbidden) response with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
ii)	if the MCData user is not allowed to initiate emergency MCData communications, as determined in clause 6.7.3.2.6, shall reject the SIP request with a SIP 403 (Forbidden) response including warning text set to "233 user not authorised to initiate emergency communication" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
5)	if the received SIP REFER request does not contain an application/resource-lists MIME body referenced by a "cid" URL in the Refer-To header field, shall reject the SIP REFER request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and skip the rest of the steps;
6)	if the received SIP REFER request contains an application/resource-lists MIME body referenced by a "cid" URL in the Refer-To header field with more than one <entry> element each with an application/vnd.3gpp.mcdata-info MIME body with the <request-type> element set to "one-to-one-sds" or "one-to-one-sds-session", determine that the communication type is one-to-one standalone SDS or one-to-one SDS session;
7)	shall determine the public service identity of the controlling MCData function associated with the originating user's MCData ID;
i)	if the participating MCData function is unable to identify the controlling MCData function, it shall reject the REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and skip the rest of the steps;
NOTE 2:	How the participating MCData function discovers the public service identity of the controlling MCData function is out of the scope of the present document.
8)	if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [5], IETF RFC 3515 [51] as updated by IETF RFC 6665 [36], and IETF RFC 4488 [53] without establishing an implicit subscription;
9)	shall generate a final SIP 200 (OK) response to the SIP REFER request according to 3GPP TS 24.229 [5];
NOTE 3:	In accordance with IETF RFC 4488 [53], the participating MCData function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
10)	shall send the response to the SIP REFER request towards the MCData client according to 3GPP TS 24.229 [5];
11)	shall generate SIP INVITE request as described in clause 9.2.5.1.1;
12)	if the communication is a one-to-one communication and if the received SIP REFER request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body, then shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall set the Request-URI of the SIP INVITE request to the public service identity of the controlling MCData function serving the calling MCData user as determined above in step 7); and
14)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request, the participating MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
2)	if the received SIP 2xx response does not contain a Warning header field as specified in clause 4.9 with the warning text containing the mcdata-warn-code set to "149":
a)	shall generate a SIP re-INVITE request as specified in clause 9.2.5.1.2 and set the Request-URI to a public service identity identifying the pre-established session;
b)	shall send the SIP re-INVITE request towards the originating MCData client according to 3GPP TS 24.229 [5];
c)	upon receipt of a SIP 2xx response to the SIP re-INVITE, shall interact with the media plane as specified in 3GPP TS 24.582 [15]; and
d) shall skip the remaining steps of the procedure; and
3)	if the received SIP 2xx response contains a Warning header field as specified in clause 4.9 with the warning text containing the mcdata-warn-code set to "149", shall wait for the receipt of a SIP INFO request from the controlling MCData function, and
a)	Upon receipt of a SIP INFO request from the controlling MCData function within the dialog of the SIP INVITE request for an MCData emergency one-to-one communication, the participating MCData function:
i)	shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5] to be sent within the SIP dialog of the pre-established session;
ii)	shall include in the SIP re-INVITE request an SDP offer based upon the previously negotiated SDP for the pre-established session;
iii)	shall include in the SIP re-INVITE request a Resource-Priority header field with the contents set as in the Resource-Priority header field included in the SIP INVITE request sent to the controlling MCData function;
iv)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body containing an <alert-ind> element, if also included in the application/vnd.3gpp.mcdata-info+xml MIME body contained in the received SIP INFO request, set to the value of the <alert-ind> in the SIP INFO request; and
v)	send the SIP re-INVITE request towards the originating MCData client according to 3GPP TS 24.229 [5] and wait for the response; and
b)	Upon receiving a SIP 200 (OK) response from the originating MCData client for the SIP re-INVITE request, the participating MCData function:
i)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
* * * * * * NEXT CHANGE * * * * * * 
9.2.5.3	Initiating group SDS communication
9.2.5.3.0	General
The procedures in this clause are used to initiate group standalone SDS using media plane or group SDS session within the pre-established session.
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Upon receiving a request from an MCData user to initiate group SDS session within the pre-established session, the MCData client shall determine whether the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element. If a <preconfigured-group-use-only> element exists and is set to the value "true", then the MCData client:
1)	should indicate to the MCData user that SDS sessions are not allowed on the indicated group; and
2)	shall skip the remainder of this procedure.
Upon receiving a request from an MCData user to initiate group SDS session within the pre-established session, the MCData client shall generate a SIP REFER request outside a dialog as specified in IETF RFC 3515 [51] as updated by IETF RFC 6665 [36] and IETF RFC 7647 [52], and in accordance with the UE procedures specified in 3GPP TS 24.229 [5], with the clarifications given below.
The MCData client:
1)	shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;
2)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [51] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [18], and with the Content-ID header field set to this "cid" URL;
3)	shall include in the application/resource-lists MIME body a single <entry> element containing a "uri" attribute set to the MCData group identity, extended with the following parameters in the headers portion of the SIP URI:
NOTE:	Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
a)	an hname "body" parameter populated with:
i)	an application/sdp MIME body containing an SDP offer with media attributes specified in clause 9.2.3.2.1, if a group standalone SDS message is requested;
ii)	an application/vnd.3gpp.mcdata-info MIME body with:
A)	if a group standalone SDS message is requested, the <request-type> element set to a value of "group-sds". If a group SDS session is requested, the <request-type> element set to a value of "group-sds-session";
B)	the <mcdata-request-uri> element set to the MCData group identity;
C)	the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
D)	if the MCData client is aware of active functional aliases and if an active functional alias is to be included in the SIP REFER request, the <functional-alias-URI> element set to the URI of the used functional alias;
3A)	if the MCData user has requested the origination of an MCData emergency group communication or is originating an MCData group communication and the MCData emergency state is already set:
a)	if this is an authorised request for an MCData emergency group communication as determined by the procedures of clause 6.2.8.1.8, shall execute the procedures in clause 6.2.8.1.1; and
b)	if this is an unauthorised request for an MCData emergency group communication as determined in step a) above, should indicate to the MCData user that they are not authorised to initiate an MCData emergency group communication;
3B)	if the MCData client emergency group state for this group is set to "MDEG 2: in-progress" or "MDEG 4: confirm-pending", shall include the Resource-Priority header field and execute the procedures in clause 6.2.8.1.2;
3C)	if the MCData user has requested the origination of an MCData imminent peril group communication:
a)	if this is an authorised request for an MCData imminent peril group communication as determined by the procedures of clause 6.2.8.1.8, shall execute the procedures in clause 6.2.8.1.9; and
b)	if this is an unauthorised request for an MCData imminent peril group communication as determined in step a) above, should indicate to the MCData user that they are not authorised to initiate an MCData imminent peril group communication;
3D)	if the MCData client imminent peril group state for this group is set to "MDIG 2: in-progress" or "MDIG 4: confirm-pending", shall include the Resource-Priority header field and execute the procedures in clause 6.2.8.1.12;
4)	shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), according to IETF RFC 6050 [7];
5)	may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];
6)	shall include the following according to IETF RFC 4488 [53]:
a)	the option tag "norefersub" in the Supported header field; and
b)	the value "false" in the Refer-Sub header field;
7)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [54] identifying the pre-established session;
8)	shall include the g.3gpp.mcdata.sds media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16]; and
9)	shall send the SIP REFER request according to 3GPP TS 24.229 [5].
On receiving a final SIP 2xx response to the SIP REFER request, the MCData client:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request:
1)	if the MCData emergency group communication state is set to "MDEGC 2: emergency-communication-requested" or "MDEGC 3: emergency-communication-granted" or	if the MCData imminent peril group communication state is set to "MDIGC 2: imminent-peril-communication-requested" or "MDIGC 3: imminent-peril-communication-granted", the MCData client shall perform the actions specified in clause 6.2.8.1.5 and shall skip the remaining steps.
On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, the MCData client:
0)	if the sent SIP REFER request was a request for an MCData emergency group communication or an MCData imminent peril group communication, the MCData client:
a)	shall perform the actions specified in clause 6.2.8.1.16;
b)	shall check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [5]; 
c)	shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
d)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [5], based upon the parameters already negotiated for the pre-established session; and
e)	shall send the SIP 200 (OK) response towards the participating MCData function according to rules and procedures of 3GPP TS 24.229 [5].
1)	if the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "establish-success":
i)	shall notify MCData user about successful the MCData communication establishement;
2)	if the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "establish-fail":
i)	shall notify MCData user about the MCData communication establishement failure; and
3)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
On communication release by interaction with the media, if the sent SIP REFER request was a request for an MCData emergency group communication or an MCData imminent peril group communication, the MCData client shall perform the procedures specified in clause 6.2.8.1.17.
On receiving a SIP INFO request where the Request-URI contains an MCData session ID identifying an ongoing group session, the MCData client shall perform the procedures specified in clause 6.2.8.1.13.
* * * * * * NEXT CHANGE * * * * * * 
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This clause describes the participating MCData function and the MCData client procedure for:
1)	MBMS bearer announcements;
2)	MBMS bearer listening status; and
3)	MBMS bearer suspension status.
This clause contains references to the MBMS Subchannel control messages Map Group To Bearer and Unmap Group To Bearer defined in 3GPP TS 24.582 [15].
* * * * * * NEXT CHANGE * * * * * * 
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The <location-info> element is the root element of the XML document. The <location-info> element contains the <Configuration>, <Request> and <Report> subelements, of which only one can be present.
<Configuration> element has a <ConfigScope> attribute that can assume the values "Full" and "Update". The value "Full" means that the Configuration> element contains the full location configuration which replaces any previous location configuration. The value "Update" means that the location configuration is in addition to any previous location configuration. To remove configuration elements a "Full" configuration is needed. The <Configuration> element contains the following child elements:
1)	<NonEmergencyLocationInformation>, an optional element that specifies the location information requested in non-emergency situations. The <NonEmergencyLocationInformation> has the subelements:
a)	<ServingEcgi>, an optional element specifying that the serving E-UTRAN Cell Global Identity (ECGI) needs to be reported;
b)	<NeighbouringEcgi>, an optional element that can occur multiple times, specifying that neighbouring ECGIs need to be reported;
c)	<MbmsSaId>, an optional element specifying that the serving MBMS Service Area Id needs to be reported;
d)	<MbsfnArea>, an optional element specifying that the MBSFN area Id needs to be reported;
e)	<GeographicalCoordinate>, an optional element specifying that the geographical coordinate specified in clause 6.1 in 3GPP TS 23.032 [47]  needs to be reported; and
f)	<minimumIntervalLength>, a mandatory element specifying the minimum time the MCData client needs to wait between sending location reports. The value is given in seconds;
2)	<EmergencyLocationInformation>, an optional element that specifies the location information requested in emergency situations. The <EmergencyLocationInformation> has the subelements:
a)	<ServingEcgi>, an optional element specifying that the serving ECGI needs to be reported;
b)	<NeighbouringEcgi>, an optional element that can occur multiple times, specifying that neighbouring ECGIs need to be reported;
c)	<MbmsSaId>, an optional element specifying that the serving MBMS Service Area Id needs to be reported;
d)	<MbsfnArea>, an optional element specifying that the MBSFN area Id needs to be reported;
e)	<GeographicalCoordinate>, an optional element specifying that the geographical coordinate specified in clause 6.1 in 3GPP TS 23.032 [47]  needs to be reported; and
f)	<minimumIntervalLength>, a mandatory element specifying the minimum time the MCData client needs to wait between sending location reports. The value is given in seconds; 
3)	<TriggeringCriteria>, a mandatory element specifying the triggers for the MCData client to perform reporting in non emergency status. The <TriggeringCriteria> element contains the following sub-elements:
a)	<CellChange>, an optional element specifying what cell changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyCellChange>, an optional element. The presence of this element specifies that any cell change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificCell>, an optional element specifying an ECGI which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
III)	<ExitSpecificCell>, an optional element specifying an ECGI which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
b)	<TrackingAreaChange>, an optional element specifying what tracking area changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyTrackingAreaChange>, an optional element. The presence of this element specifies that any tracking area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificTrackingArea>, an optional element specifying a Tracking Area Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
III)	<ExitSpecificTrackingArea>, an optional element specifying a Tracking Area Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
c)	<PlmnChange>, an optional element specifying what PLMN changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyPlmnChange>, an optional element. The presence of this element specifies that any PLMN change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificPlmn>, an optional element specifying a PLMN Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
III)	<ExitSpecificPlmn>, an optional element specifying a PLMN Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
d)	<MbmsSaChange>, an optional element specifying what MBMS changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyMbmsSaChange>, an optional element. The presence of this element specifies that any MBMS SA change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificMbmsSa>, an optional element specifying an MBMS Service Area Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
III)	<ExitSpecificMbmsSa>, an optional element specifying an MBMS Service Area Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
e)	<MbsfnAreaChange>, an optional element specifying what MBSFN changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyMbsfnAreaChange>, an optional element. The presence of this element specifies that any MBSFN area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificMbsfnArea>, an optional element specifying an MBSFN area which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
III)	<ExitSpecificMbsfnArea>, an optional element specifying an MBSFN area which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
f)	<PeriodicReport>, an optional element specifying that periodic location reports shall be sent. The value in seconds specifies the reporting interval. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
g)	<TravelledDistance>, an optional element specifying that the travelled distance shall trigger a report. The value in metres specified the travelled distance. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
h)	<McdataSignallingEvent>, an optional element specifying what signalling events triggers a location report. The <McdataSignallingEvent> element has the following sub-elements:
I)	<InitialLogOn>, an optional element specifying that an initial log on triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<GroupCallNonEmergency>, an optional element specifying that a non-emergency group call triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
III)	<PrivateCallNonEmergency>, an optional element specifying that a non-emergency private call triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
IV)	<LocationConfigurationReceived>, an optional element specifying that a received location configuration triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
i)	<GeographicalAreaChange>, an optional element specifying what geographical area changes trigger location reporting. Consists of the following sub-elements:
I)	<AnyAreaChange>, an optional element. The presence of this element specifies that any geographical area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<EnterSpecificArea>, an optional element specifying a geographical area which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string. The <EnterSpecificArea> element has the following sub-elements:
A)	<GeographicalArea>, an optional element containing a <TriggerId> attribute and the following two subelements:
x1)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [47]; and
x2)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [47]; and
III)	<ExitSpecificAreaType>, an optional element specifying a geographical area which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
4)	the <anyExt> shall be included with the following element not declared in the XML schema:
a)	<EmergencyTriggeringCriteria>, a mandatory element specifying the triggers for the MCData client to perform reporting in emergency status. The <TriggeringCriteria> element contains the following sub-elements:
I)	<CellChange>, an optional element specifying what cell changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyCellChange>, an optional element. The presence of this element specifies that any cell change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificCell>, an optional element specifying an ECGI which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
C)	<ExitSpecificCell>, an optional element specifying an ECGI which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
II)	<TrackingAreaChange>, an optional element specifying what tracking area changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyTrackingAreaChange>, an optional element. The presence of this element specifies that any tracking area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificTrackingArea>, an optional element specifying a Tracking Area Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
C)	<ExitSpecificTrackingArea>, an optional element specifying a Tracking Area Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
III)	<PlmnChange>, an optional element specifying what PLMN changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyPlmnChange>, an optional element. The presence of this element specifies that any PLMN change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificPlmn>, an optional element specifying a PLMN Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
C)	<ExitSpecificPlmn>, an optional element specifying a PLMN Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
IV)	<MbmsSaChange>, an optional element specifying what MBMS changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyMbmsSaChange>, an optional element. The presence of this element specifies that any MBMS SA change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificMbmsSa>, an optional element specifying an MBMS Service Area Id which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
C	<ExitSpecificMbmsSa>, an optional element specifying an MBMS Service Area Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
V)	<MbsfnAreaChange>, an optional element specifying what MBSFN changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyMbsfnAreaChange>, an optional element. The presence of this element specifies that any MBSFN area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificMbsfnArea>, an optional element specifying an MBSFN area which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
C)	<ExitSpecificMbsfnArea>, an optional element specifying an MBSFN area which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
VI)	<PeriodicReport>, an optional element specifying that periodic location reports shall be sent. The value in seconds specifies the reporting interval. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
VII)	<TravelledDistance>, an optional element specifying that the travelled distance shall trigger a report. The value in metres specified the travelled distance. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
VIII)	<McdataSignallingEvent>, an optional element specifying what signalling events triggers a location report. The <McdataSignallingEvent> element has the following sub-elements:
A)	<InitialLogOn>, an optional element specifying that an initial log on triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<GroupCallNonEmergency>, an optional element specifying that a non-emergency group call triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
C)	<PrivateCallNonEmergency>, an optional element specifying that a non-emergency private call triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
D)	<LocationConfigurationReceived>, an optional element specifying that a received location configuration triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string; and
IX)	<GeographicalAreaChange>, an optional element specifying what geographical area changes trigger location reporting. Consists of the following sub-elements:
A)	<AnyAreaChange>, an optional element. The presence of this element specifies that any geographical area change is a trigger. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
B)	<EnterSpecificArea>, an optional element specifying a geographical area which when entered triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string. The <EnterSpecificArea> element has the following sub-elements:
x1)	<GeographicalArea>, an optional element containing a <TriggerId> attribute and the following two subelements:
	i1)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [47]; and
	i2)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [47]; and
C)	<ExitSpecificAreaType>, an optional element specifying a geographical area which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string.
<Request> is an element with a <RequestId> attribute. The <Request> element is used to request a location report. The value of the <RequestId> attribute is returned in the corresponding <ReportId> attribute in order to correlate the request and the report.
<Report> is an element used to include the location report. It contains a <ReportId> attribute and a <ReportType> attribute. The <ReportId> attribute is used to return the value in the <RequestId> attribute in the <Request> element. The <ReportType> attribute has two values "Emergency" and "NonEmergency" used to inform whether the client is sending the report in an emergency situation or not. The <Report> element contains the following sub-elements:
1)	<TriggerId>, an optional element which can occur multiple times that contain the value of the <TriggerId> attribute associated with a trigger that has fired; and
2)	<CurrentLocation>, a mandatory element that contains the location information. The <CurrentLocation> element contains the following sub-elements:
a)	<CurrentServingEcgi>, an optional element containing the ECGI of the serving cell;
b)	<NeighbouringEcgi>, an optional element that can occur multiple times. It contains the ECGI of any neighbouring cell the MCData client can detect;
c)	<MbmsSaId>, an optional element containing the MBMS Service Area Id the MCData client is using;
d)	<MbsfnArea>, an optional element containing the MBSFN area the MCData is located in; 
e)	<CurrentCoordinate>, an optional element containing:
i)	the longitude and latitude coded as in clause 6.1 in 3GPP TS 23.032 [47]; and
ii)	an optional <anyExt> element containing:
A)	an <altitude> element coded as in clause 6.3 in 3GPP TS 23.032 [47]; 
B)	an optional <horizontalaccuracy> element where the <onebyteunsignedhalfrange> subelement is coded as in clause 6.2 in 3GPP TS 23.032 [47], which describes the uncertainty for latitude and longitude; and
C)	an optional <verticalaccuracy> element where the <onebyteunsignedhalfrange> subelement is coded as in clause 6.2 in 3GPP TS 23.032 [47], which describes the uncertainty for altitude; and
f)	<anyExt>, an optional element containing:
i)	an optional <locTimestamp> element containing the date and time the location measurement was made.
The contents of the subelements in the <CurrentLocation> subelement of the <Report> element can be encrypted. The following rules are applied when any of these elements are included:
1)	if confidentiality protection is not required, then: 
a)	the "type" attributes associated with the <CurrentServingEcgi>, <NeighbouringEcgi>, <MbmsSaId>, and <MbsfnArea> elements of the <Report> element have the value "Normal" and
ii)	the <Ecgi> subelement of the <CurrentServingEcgi> element contains the unencrypted value of the ECGI of the serving cell;
iii)	the <Ecgi> subelement of the <NeighbouringEcgi> element contains the unencrypted value of the ECGI of any neighbouring cell;
iv)	the <SaId> subelement of the <MbmsSaId> element contains the unencrypted value of the MBMS Service Area Id the MCData client is using; and
v)	the <MbsfnAreaId> subelement of the <MbsfnArea>, element contains the unencrypted value of the MBSFN area the MCData is located in; and
b)	the "type" attributes associated with the <longitude>, <latitude>, <altitude>, <horizontalaccuracy>, and <verticalaccuracy> subelements of the <CurrentCoordinate> element have the value "Normal" and the <three-bytes> subelements of <longitude> and <latitude> subelements, the <twobytes> subelement of the <altitude> subelement, the <onebyteunsignedhalfrange> subelement of the <horizontalaccuracy>, and the <onebyteunsignedhalfrange> subelement of the <verticalaccuracy> subelement contain the unencrypted value of longitude, latitude, altitude, horizontalaccuracy, and verticalaccuracy respectively; and
2)	if confidentiality protection is required, then:
a)	the "type" attributes associated with the <CurrentServingEcgi>, <NeighbouringEcgi>, <MbmsSaId>, and <MbsfnArea> elements have the value "Encrypted";
b)	the "type" attributes associated with the <longitude>, <latitude>, <altitude>, <horizontalaccuracy>, and <verticalaccuracy> subelements of the <CurrentCoordinate> element have the value "Encrypted"; and
c)	for each of the elements described in 2a) and subelements described in 2b) above, the <xenc:EncryptedData> element from the "http://www.w3.org/2001/04/xmlenc#" namespace is included and:
i)	can have a "Type" attribute can be included with a value of "http://www.w3.org/2001/04/xmlenc#Content";
ii)	can include an <EncryptionMethod> element with the "Algorithm" attribute set to value of "http://www.w3.org/2009/xmlenc11#aes128-gcm";
iii)	can include a <KeyInfo> element with a <KeyName> element containing the base 64 encoded XPK-ID; and
iv)	includes a <CipherData> element with a <CipherValue> element containing the encrypted data.
NOTE:	When the optional attributes and elements are not included within the <xenc:EncryptedData> element, the information they contain is known to sender and the receiver by other means.
The recipient of the XML ignores any unknown element and any unknown attribute.
* * * * * * END OF CHANGES * * * * * *
