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	Omitted allow-request-affiliated-groups MO
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	Category:
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	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
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Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
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Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Remotely initiated group call client procedures in clause 10.1.5.2.1 of TS 24.379 specify that the MCPTT client shall check if a user is authorised to request the affiliation status of other MCPTT users based on the <allow-request-affiliated-groups> element of user profile. 

However, the semantics of <allow-request-affiliated-groups> in TS.24484 specify that the originating participating MCPTT function is responsible for the authorization check.

In addition, no MO is specified for the specific element. 

To maintain Backwards compatibility (since this was added in rel-14 C1-175217) it is proposed to preserve that authorization check happens at the client side and simply fix the configuration semantics and add the missing MO.

Notice that Stage-2 in TS 23.379 states that this info is not available at UE side.
	[R-6.4.2-006] of 3GPP TS 22.280 [17]
	Authorisation of an MCPTT user to request a list of which groups an MCPTT user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],
[R-6.4.6.1-003] of 3GPP TS 22.280 [17]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001], 
[R-6.4.6.2-002] of 3GPP TS 22.280 [17]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y



The very same issue appears for "allow-request-to-affiliate-other-users".


	
	

	Summary of change:
	Fix the configuration semantics not to mention server side and add the  missing MO.


	
	

	Consequences if not approved:
	The implementation is not clear due to conflicting spec descriptions

	
	

	Clauses affected:
	5.2.48W0 (new)
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Table 5.2.48W0.1: /<x>/<x>/OnNetwork/AllowedRequestAffiliatedGroups
	<x>/OnNetwork/AllowedRequestAffiliatedGroups

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether the MCPTT user is authorised to request the list of MCPTT groups to which a specified MCPTT user is affiliated.



When set to "true" the MCPTT user is authorised to request the affiliation information of another MCPTT user.
When set to "false" the MCPTT user is not authorised to request the affiliation information of another MCPTT user.

