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* * * First Change * * * *

[bookmark: _Toc25306446][bookmark: _Toc26192769][bookmark: _Toc34137028][bookmark: _Toc34137342][bookmark: _Toc34138490][bookmark: _Toc34138733][bookmark: _Toc34395070][bookmark: _Toc45264300][bookmark: _Toc51933189]6.2.1.x	Authenticated identity in CoAP request
Upon receiving an CoAP request, the SCM-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [5], and if authentication is successful, the SCM-S shall use the identity of the sender of the CoAP request as an authenticated identity.

* * * End of Changes * * * *
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