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1. Introduction
Solution #3 and solution y are proposed in TR 23.700-10 to address scenario 1 of Key Issue #1 Network Slicing and IMS to support each 5GC network slice being associated with a separate and distinct IMS network.
This contribution proposes to evaluate the solutions for this scenario.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-10 v0.4.0.
* * * First Change * * * *

7
Overall Evaluation

For Key Issue #1:

Scenario 1

1. Solution #3

Solution #3 identifies 3 cases of this scenario:

Case #1：The third party application uses its own IMS network, for which the existing traffic descriptors in URSP can be reused to match proper 5GC slice, e.g. the specific DNN or app ID can be allocated and condigured in third party application. No further normative work is required
Case #2: 
In this case, the IMS network and services are provided by operator. As discussed in C1-216999, operators may have IMS DNN shared by different IMS networks, e.g. VoLTE and RCS, or other IMS services supporting roaming. In this case, two solutions are proposed:

· URSP based subsolution defines new traffic descriptor home network domain name to help the UE matching proper 5GC slice. 

· UE local configuration subsolution reuses UE Local Configuration to configure S-NSSAI per IMS service or applications. No further normative work is required.

Case#3:
This case is similar to case#1 with addition that the third party application does not need to preconfigure IMS network domain information. Operator network will provide IMS network domain information to application in URSP NSSP to help the application to further connect to a proper IMS network.

2. Solution y

The solution y uses APN/DNN to differentiate different IMS networks/services and matches to proper 5GC slice. With the assumption that no IMS networks or applications share same APN/DNN, it uses existing URSP mechanism. No further normative work is required if this solution is selectd. 
As discussed in C1-216999, operators may have IMS DNN shared by different IMS networks for different IMS services. Solution y does not apply to such scenario.
Scenario 2

Editor's note:
The evaluation for Scenario 2 is FFS.

Scenario 3
Editor's note:
The evaluation for Scenario 3 is FFS.
For Key Issue #2, there is no solution to evaluate.

For Key Issue #3, there is no solution to evaluate.

For Key Issue #4, there is no solution to evaluate.

* * * End of Change * * * *

