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Table 10.1.X-1: +CAIC parameter command syntax
	Command
	Possible response(s)

	+CAIC=[<Access_Identity>]
	+CME ERROR: <err>

	+CAIC?
	+CAIC: <Access_Identity>

	+CAIC=?
	+CAIC: (list of supported <Access_Identity>s)



Description
The set command is used to control access identity usage for multimedia priority service (MPS) and mission control service (MCS). The conditions under which the UE is configured to use MPS or MCS and the validity of applicable access identity are specified in the USIM file EFUAC_AIC or when the UE receives the 5GS network feature support IE with either the MPS indicator bit set to "Access identity 1 valid" or the MCS indicator bit set to "Access identity 2 valid" from the RPLMN or the RSNPN (see 3GPP TS 24.501 [161], subclause 5.5.1.2.4, subclause 5.5.1.3.4, Table 4.5.2.1 and Table 4.5.2A.1). Upper layers request the use of MPS and MCS services by setting the value of access identity using this command.
The read command returns the currently selected value of access identity.
Test command returns values supported as compound values.
Defined values
<Access_Identity>: integer type; indicates the access identity of the UE to be used, see 3GPP TS 24.501 [161], clause 4.52, clause 4.5.2A and Table 4.5.2.1.
0	indicates that UE is not configured with any parameter from Table 4.5.2.1 in 3GPP TS 24.501 [161]
1	indicates that UE is configured for multimedia priority service (MPS)
2	indicates that UE is configured for mission critical service (MCS)

Implementation
Optional.
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