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[bookmark: _Toc20155605][bookmark: _Toc27500760][bookmark: _Toc36048885][bookmark: _Toc45209648][bookmark: _Toc51860473][bookmark: _Toc83391976][bookmark: _Toc27496111][bookmark: _Toc36107852][bookmark: _Toc44598604][bookmark: _Toc44602459][bookmark: _Toc45197636][bookmark: _Toc45695669][bookmark: _Toc51851125][bookmark: _Toc75249857]6.3.7.1.17	Processing of an incoming SIP re-INVITE request by the terminating participating function
This subclause applies to the terminating participating function and is part of processing of an in-progress emergency communication cancellation or an upgrade of an ongoing communication. The incoming SIP re‑INVITE request is sent by the controlling MCData function, and the outgoing SIP re‑INVITE is sent towards the MCData client.
On receipt of an incoming SIP re-INVITE request, the terminating participating MCData function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5] and further:
1) if the incoming SIP re-INVITE request contained an application/sdp MIME body, shall copy the application/sdp MIME body;
2) if the incoming SIP re-INVITE request contained a MIME application/resource-lists body, shall copy the MIME application/resource-lists body;
3) if the incoming SIP re‑INVITE request contained a Resource-Priority header field, shall include in the outgoing SIP re‑INVITE request a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5], set to the value indicated in the Resource-Priority header field of the received SIP re‑INVITE request;
4)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body;
5)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-location-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-location-info+xml MIME body; and
6)	shall send the SIP re‑INVITE request according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20156145][bookmark: _Toc27501302][bookmark: _Toc36049428][bookmark: _Toc45210194][bookmark: _Toc51861019][bookmark: _Toc75451383]6.3.7.1.18	Receipt of SIP re-INVITE for MCData one-to-one communication from the served user
This subclause covers both on-demand sessions and pre-established sessions.
Upon receipt of a SIP re-INVITE request for an existing MCData one-to-one communication session, the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion, may reject the SIP request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error);
NOTE:	If the SIP re-INVITE request contains an emergency indication, the participating MCData function can choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP re-INVITE request;
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, shall reject the SIP re‑INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5], and proceed as follows:
a)	if the incoming SIP re-INVITE request contained a MIME application/resource-lists body with the MCData ID of the invited MCData user, shall copy the MIME application/resource-lists body into the generated SIP re‑INVITE;
b)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body into the generated SIP re‑INVITE; and
c)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-location-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-location-info+xml MIME body into the generated SIP re‑INVITE;
5)	shall set the <mcdata-calling-user-id> element in an application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re-INVITE request to the MCData ID of the calling user;
6)	if the received SIP re‑INVITE request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body, then shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the generated SIP re-INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
7)	shall include in the SIP re-INVITE request an SDP consistent with the SDP currently used by the existing session;
8)	shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field, if included in the SIP re-INVITE request from the MCData client; and
9)	shall forward the SIP re-INVITE request, according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response, the participating MCData function:
1)	shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer consistent with the SDP currently used by the existing session;
3)	if the received SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body into the generated SIP 200 (OK) response;
4)	if the received SIP 200 (OK) included Warning header field(s), shall copy the Warning header field(s) into the generated SIP 200 (OK) response;
5)	shall include the P-Asserted-Identity header field, if received in the incoming SIP 200 (OK) response, into the outgoing SIP 200 (OK) response;
6)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
[bookmark: _Toc20156151][bookmark: _Toc27501308][bookmark: _Toc36049434][bookmark: _Toc45210200][bookmark: _Toc51861025][bookmark: _Toc75451389]7)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
6.3.7.1.19	Controlling MCData function receiving a SIP re-INVITE for upgrade to emergency one-to-one communication 
In the procedures in this subclause:
1)	emergency indication in an incoming SIP re-INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
2)	alert indication in an incoming SIP re-INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body.
Upon receiving a SIP re-INVITE request with an emergency indication set to a value of "true", the controlling MCData function:
1)	shall validate that the received SDP is acceptable by the controlling MCData function and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
2)	shall validate the request as described in subclause 6.3.7.1.9, and if invalid, shall skip the rest of the steps;
3)	if the SIP re-INVITE request contains an unauthorised request for an MCData emergency one-to-one communication as determined by subclause 6.3.7.2.6:
a)	shall reject the SIP re-INVITE request by generating a SIP 403 (Forbidden) response and applying the procedure in subclause 6.3.7.2.7; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
4)	if a Resource-Priority header field is included in the received SIP re-INVITE request and if the Resource-Priority header field is set to the value indicated for emergency communications, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps if neither of the following conditions are true:
a)	the SIP re-INVITE request contains an authorised request for an MCData emergency communication as determined in step 2 above; or
b)	the originating MCData user is in an in-progress emergency private communication state with the targeted MCData user;
5)	if the SIP re-INVITE request contains an emergency indication set to a value of "true" and the originating MCData user is not in an in-progress emergency private communication state with the targeted MCData user:
a)	shall cache the information that the MCData user is in an in-progress emergency private communication state with the targeted MCData user; and
b)	if the SIP re-INVITE request contains an alert indication set to "true" and this is an authorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall cache the information that the MCData user has sent an MCData emergency alert to the targeted user; and
6)	shall send a SIP re-INVITE invite towards the MCData user listed in the MIME resource-lists body of received SIP re-INVITE request as specified in subclause 6.3.7.1.21.
Upon receiving a SIP 200 (OK) response for the SIP re-INVITE request and if the SIP response has not yet been sent to the inviting MCData client, the controlling MCData function:
1)	shall generate a SIP 200 (OK) response to the SIP re-INVITE request;
2)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP re-INVITE request consistent with the current parameters used by the existing session;
3)	if the received SIP re-INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9.
NOTE:	When a SIP 200 (OK) response sent to the originator as a response to a SIP INVITE or a SIP re‑INVITE request that contained authorised request(s) for an MCData emergency one-to-one communication and optionally an MCData emergency alert, the originator will consider a SIP 200 (OK) response populated in this manner as confirmation that its request(s) for an upgrade to an MCData emergency one-to-one communication and optionally an MCData emergency alert were accepted by the controlling function.
4)	shall interact with the media plane as specified in 3GPP TS 24.582 [15]; and
5)	shall send the SIP 200 (OK) response towards the inviting MCData client according to 3GPP TS 24.229 [5].
[bookmark: _Toc20156152][bookmark: _Toc27501309][bookmark: _Toc36049435][bookmark: _Toc45210201][bookmark: _Toc51861026][bookmark: _Toc75451390]Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCData client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9, the controlling MCData function shall follow the procedures in subclause 6.3.7.1.10.
6.3.7.1.20	Controlling MCData function receiving a SIP re-INVITE for cancellation of emergency one-to-one communication 
In the procedures in this subclause:
1)	emergency indication in an incoming SIP re-INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
2)	alert indication in an incoming SIP re-INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body.
Upon receiving a SIP re-INVITE request with an emergency indication set to a value of "false", the controlling MCPTT function:
1)	shall validate the request as described in subclause 6.3.7.1.9, and if invalid, shall skip the rest of the steps;
2)	if the SIP re-INVITE request contains an unauthorised request for an MCData emergency private (one-to-one) communication cancellation, as determined by subclause 6.3.7.2.3:
a)	shall generate a SIP 403 (Forbidden) response to reject the SIP re-INVITE request;
b)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in annex D.1, with an <emergency-ind> element set to a value of "true";
c)	if the SIP re-INVITE request contains an alert indication set to "false" and this is an unauthorised request for an MCData emergency alert cancellation as specified in subclause 6.3.7.2.2, shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body with an <alert-ind> element set to "true; and
d)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
4)	shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response if a Resource-Priority header field is included in the received SIP re-INVITE request set to the value configured for emergency communications, and skip the remaining steps; and
5	if the SIP re-INVITE request contains an authorised request for an MCData emergency private communication cancellation as determined by subclause 6.3.7.2.3:
a)	shall clear the cache of the MCData ID of the originator of the MCData emergency private communication that is no longer in an in-progress emergency private communication state with the targeted MCData user; and
b)	if the SIP re-INVITE request contains an alert indication set to "false" and this is an authorised request for an MCData emergency alert cancellation meeting the conditions specified in subclause 6.3.7.2.2:
i)	if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall clear the cache of the MCData ID of MCData user identified by the <originated-by> element as having an outstanding MCData emergency alert; and
ii)	if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, clear the cache of the MCData ID of the sender of the SIP re-INVITE request, as having an outstanding MCData emergency alert;
6)	shall send a SIP re-INVITE request towards the MCData user listed in the MIME resource-lists body of received SIP re-INVITE request as specified in subclause 6.3.7.1.22.
Upon receiving a SIP 200 (OK) response for the SIP re-INVITE request and if the SIP response has not yet been sent to the inviting MCData client, the controlling MCData function:
1)	shall generate a SIP 200 (OK) response to the SIP re-INVITE request;
2)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP re-INVITE;
3)	if the received SIP re-INVITE request contains an alert indication set to a value of "false" and this is an unauthorised request for an MCData emergency alert cancellation as specified in subclause 6.3.7.2.2, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9.
NOTE:	When a SIP 200 (OK) response sent to the originator as a response to a SIP re-INVITE request that contained authorised request(s) for an MCData emergency private communication cancellation and optionally an MCData emergency alert cancellation, the originator will consider a SIP 200 (OK) response populated in this manner as confirmation that its request(s) for cancellation of an MCData emergency private communication and optionally an MCData emergency alert were accepted by the controlling function.
4)	shall interact with the media plane as specified in 3GPP TS 24.582 [15]; and
5)	shall send the SIP 200 (OK) response towards the inviting MCData client according to 3GPP TS 24.229 [5].
[bookmark: _Toc20156153][bookmark: _Toc27501310][bookmark: _Toc36049436][bookmark: _Toc45210202][bookmark: _Toc51861027][bookmark: _Toc75451391]Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCData client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9, the controlling MCData function shall follow the procedures in subclause 6.3.7.1.10.
6.3.7.1.21	Controlling MCData function sending a SIP re-INVITE for upgrade to emergency one-to-one communication
This subclause describes the procedures for the controlling MCData function sending a re-INVITE request to an MCData user in an MCData private (one-to-one) communication for the purpose of upgrading the session to an emergency private communication session. The procedure is initiated by the controlling MCData function as the result of receiving a SIP re-INVITE request, as described in subclause 6.3.7.1.19.
The controlling MCData function:
1)	shall generate a SIP re-INVITE request as specified in subclause 6.3.7.1.13;
2)	if the received SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP re-INVITE request;
3)	if the received SIP re-INVITE request contains an authorised request for an MCData emergency one-to-one communication, as determined by subclause 6.3.7.2.6:
a)	shall set the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP re-INVITE request to a value of "true";
b)	if the received SIP re-INVITE request contains an alert indication set to a value of "true" and this is an authorised request for an MCData emergency alert meeting the conditions specified in subclause 6.3.7.2.1, perform the procedures specified in subclause 6.3.7.1.3; and
c)	if the received SIP re-INVITE request did not contain an alert indication or contains an alert indication set to a value of "true" and is not an authorised request for an MCData emergency alert meeting the conditions specified in subclause 6.3.7.2.1, shall set the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body to a value of "false";
4)	shall include a Resource-Priority header field populated with the values for an MCData emergency communication as specified in subclause 6.3.7.1.4, if the received SIP re-INVITE request contains an authorised request for an MCData emergency private communication as determined in subclause 6.3.7.2.6; and
5)	shall send the SIP re-INVITE request towards the core network according to 3GPP TS 24.229 [5].
Upon receiving SIP 200 (OK) response for the SIP re-INVITE request, the controlling MCData function:
1)	shall cache the contact received in the Contact header field.
[bookmark: _Toc20156154][bookmark: _Toc27501311][bookmark: _Toc36049437][bookmark: _Toc45210203][bookmark: _Toc51861028][bookmark: _Toc75451392]6.3.7.1.22	Controlling MCData function sending a SIP re‑INVITE for cancellation of emergency one-to-one communication
This subclause describes the procedures for the controlling MCData function sending a re-INVITE request to an MCData user in an MCData emergency private (one-to-one) communication for the purpose of downgrading the session to a normal priority private communication session. The procedure is initiated by the controlling MCData function as the result of receiving a SIP re-INVITE request, as described in subclause 6.3.7.1.20.
The controlling MCData function:
1)	shall generate a SIP re-INVITE request as specified in subclause 6.3.7.1.13;
2)	if the received SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP re-INVITE request.
3)	if the received SIP re-INVITE request contains an authorised request for an MCData emergency private communication cancellation as determined by subclause 6.3.7.2.3:
a)	shall set the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body to a value of "false";
b)	if the received SIP INVITE request contains an alert indication set to a value of "false" and this is an authorised request for an MCData emergency alert cancellation, meeting the conditions specified in subclause 6.3.7.2.2:
i)	shall set the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body to a value of "false"; and
ii)	if the received SIP request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP re-INVITE request; and
c)	if the received SIP INVITE request contains an alert indication set to a value of "false" and is not an authorised request for an MCData emergency alert cancellation meeting the conditions specified in subclause 6.3.7.2.3, shall set the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body to a value of "true";
4)	shall include a Resource-Priority header field populated with the values for a normal MCData private communication as specified in subclause 6.3.7.1.4, if the received SIP re-INVITE request contains an authorised request for an MCData emergency private communication cancellation as determined in subclause 6.3.7.2.3; and
5)	shall send the SIP re-INVITE request towards the core network according to 3GPP TS 24.229 [5].
Upon receiving SIP 200 (OK) response for the SIP re-INVITE request, the controlling MCData function:
1)	shall cache the contact received in the Contact header field.
* * * * * * NEXT CHANGE* * * * * *
9.2.5.2.1.3	MCData client initiates cancellation for an in-progress emergency SDS communication using pre‑established session
The MCData client shall execute the procedure in subclause 6.2.8.4.3.
9.2.5.2.1.4	MCData client initiates upgrade for an ongoing SDS communication using pre‑estalished session
The MCData client shall execute the procedure in subclause 6.2.8.4.4.
9.2.5.2.1.5	Terminating procedures for MCData client using pre-established session to upgrade or cancel an existing one‑to‑one SDS emergency communication
The MCData client shall execute the procedure in subclause 6.2.8.4.2.
* * * * * * NEXT CHANGE * * * * * *
9.2.5.2.2.3	Processing of request from the served user to upgrade or cancel one-to-one emergency communication 
The participating MCData function shall execute the procedure in subclause 6.3.7.1.18.
9.2.5.2.2.4	Processing of request from controlling MCData function to upgrade or cancel one-to-one emergency communication 
The participating MCData function shall execute the procedure in subclause 6.3.7.1.17.
* * * * * * NEXT CHANGE * * * * * *
9.2.5.2.3	Controlling MCData function procedures
9.2.5.2.3.1	Originating controlling MCData function procedures
The controlling MCData function shall execute the procedure in subclause 9.2.4.4.3. 
9.2.5.2.3.2	Terminating controlling MCData function procedures
The controlling MCData function shall execute the procedure in subclause 9.2.4.4.4.
9.2.5.2.3.3	Controlling MCData function receiving a request for upgrade to emergency one‑to‑one communication
The controlling MCData function shall execute the procedure in subclause 6.7.3.1.19.
9.2.5.2.3.4	Controlling MCData function receiving a request for cancellation of emergency one‑to‑one communication
The controlling MCData function shall execute the procedure in subclause 6.7.3.1.20.
9.2.5.2.3.5	Controlling MCData function sending a request for upgrade to emergency one‑to‑one communication
The controlling MCData function shall execute the procedure in subclause 6.7.3.1.21.
9.2.5.2.3.6	Controlling MCData function sending a request for cancellation of emergency one‑to‑one communication
The controlling MCData function shall execute the procedure in subclause 6.7.3.1.22.
* * * * * * END OF CHANGES * * * * * *
