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*** First Change ***
[bookmark: _Toc34309546][bookmark: _Toc43231162][bookmark: _Toc43296093][bookmark: _Toc43400210][bookmark: _Toc43400827][bookmark: _Toc45216652][bookmark: _Toc51938204][bookmark: _Toc51938739][bookmark: _Toc68190428][bookmark: _Toc83059398]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.003: "Numbering, addressing and identification".
[3]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[4]	3GPP TS 23.286: "Application layer support for V2X services; Functional architecture and information flows".
[5]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[6]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[7]	3GPP TS 24.385: "V2X services Management Object (MO)".
[8]	3GPP TS 24.386: "User Equipment (UE) to V2X control function; protocol aspects; Stage 3".
[9]	3GPP TS 24.544: "Group Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[10]	3GPP TS 24.545: "Location Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[11]	3GPP TS 24.546: "Configuration Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[12]	3GPP TS 24.547: "Identity Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[13]	3GPP TS 24.548: "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[14]	3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point".
[15]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".
[16]	3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRAN); Overall description; Stage 2".
[17]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC) protocol specification".
[18]	ETSI TS 102 965: "Intelligent Transport Systems (ITS); Application Object Identifier (ITS-AID); Registration".
[19]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content ".
[20]	ISO TS 17419: "Intelligent Transport Systems - Cooperative systems - Classification and management of ITS applications in a global context".
[21]	3GPP TS 23.285: "Architecture enhancements for V2X services".
[22]	3GPP TS 29.486: "V2X Application Enabler (VAE) Services; Stage 3".
[23]	ETSI TS 102 894-2 (V1.2.1): "Intelligent Transport Systems (ITS); Users and applications requirements; Part 2: Applications and facilities layer common data dictionaryMultimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[nr0]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

*** Next Change ***
[bookmark: _Toc1063774][bookmark: _Toc34309550][bookmark: _Toc43231166][bookmark: _Toc43296097][bookmark: _Toc43400214][bookmark: _Toc43400831][bookmark: _Toc45216656][bookmark: _Toc51938208][bookmark: _Toc51938743][bookmark: _Toc68190432][bookmark: _Toc83059402]4	General description
The UE can contain a VAE client (VAE-C). The VAE-C communicates with the VAE server (VAE-S) over the V1-AE interface (see 3GPP TS 23.286 [4]). Furthermore, the VAE-C of a UE can communicate with the VAE-C of another UE over the V5-AE interface (see 3GPP TS 23.286 [4]). Both the VAE-C and the VAE-S can act as an HTTP client or an HTTP server (see IETF RFC 7230 [nr0]IETF RFC 2616 [19]). The HTTP protocol interactions are described in detail in clause 6 and 7.
The VAE layer supports UEs in the LTE-Uu communication range assigning a ProSe Layer-2 Group ID for application layer V2X dynamic group formation (on-network dynamic group creation procedure as defined in clause 6.10).
Additionally, the VAE layer supports UEs in assigning a ProSe Layer-2 Group ID for application layer V2X dynamic group formation (off-network dynamic group creation procedure as defined in clause 6.10).
By means of using the V1-AE interface:
a)	V2X UE registration and de-registration towards the VAE-S can be provided as defined by clause 6.2 and 6.3;
b)	application level location tracking can be provided as defined by clause 6.4;
c)	V2X message delivery can be provided as defined by clause 6.5;
d)	V2X service discovery information can be provided as defined by clause 6.6;
e)	V2X service continuity can be provided as defined by clause 6.7;
f)	dynamic local service information for V2X service continuity can be obtained as defined by clause 6.8;
g)	network monitoring by the V2X UE can be provided as defined by clause 6.9;
h)	V2X USD provisioning can be provided as defined by clause 7.2; and
i)	PC5 parameters provisioning can be provided as defined by clause 7.3.

*** Next Change ***
[bookmark: _Toc34309555][bookmark: _Toc43231171][bookmark: _Toc43296102][bookmark: _Toc43400219][bookmark: _Toc43400836][bookmark: _Toc45216661][bookmark: _Toc51938213][bookmark: _Toc51938748][bookmark: _Toc68190437][bookmark: _Toc83059407]6.2.1	Client procedure
Upon receiving a request from a V2X application to register for receiving V2X messages from the V2X AS, the VAE-C shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <registration-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE which requests the registration;
2)	shall include a <reception-uri> element set to the URI for subsequent messages to the VAE-C; and
3)	shall include one or more <V2X-service-id> element(s), each element set to the V2X service ID which the V2X UE is interested in receiving; and
d)	shall send the HTTP POST request towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc51938214][bookmark: _Toc51938749][bookmark: _Toc68190438][bookmark: _Toc83059408]6.2.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <registration-info> element in the <VAE-info> root element
the VAE-S:
a)	shall store the received registration information;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <VAE-info> root element:
i)	shall include a <registration-info> element with a <result> child element set to the value "success" or "failure" indicating success or failure of the registration; and
ii)	if success and if the V2X service IDs as present in the <registration-info> element of the received HTTP POST request is not fully acceptable to the VAE-S, the VAE-S may change the V2X service IDs to a subset and shall include one or more  <V2X-service-id> child elements set to the identities of the new V2X service IDs; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc34309559][bookmark: _Toc43231174][bookmark: _Toc43296105][bookmark: _Toc43400222][bookmark: _Toc43400839][bookmark: _Toc45216664][bookmark: _Toc51938216][bookmark: _Toc51938751][bookmark: _Toc68190440][bookmark: _Toc83059410]6.3.1	Client procedure
Upon receiving a request from a V2X application to de-register for receiving certain V2X service-IDs from the V2X AS, the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <de-registration-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of a UE which requests the de-registration; and
2)	shall include one or more <V2X-service-id> child element(s), each element set to the V2X service ID that the UE is no longer interested in receiving; and
d)	shall send the HTTP POST request towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc51938217][bookmark: _Toc51938752][bookmark: _Toc68190441][bookmark: _Toc83059411]6.3.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <de-registration-info> element in the <VAE-info> element in the <VAE-info> element,
the VAE-S:
a)	shall remove the received V2X service IDs from registration information corresponding to the V2X UE;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <VAE-info> root element:
i)	shall include a <de-registration-info> element with a <result> child element set to the value "success" or "failure" indicating success or failure of the de-registration; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc34309562][bookmark: _Toc43231177][bookmark: _Toc43296108][bookmark: _Toc43400225][bookmark: _Toc43400842][bookmark: _Toc45216667][bookmark: _Toc51938219][bookmark: _Toc51938754][bookmark: _Toc68190443][bookmark: _Toc83059413]6.4.1	Client procedure
Upon entering a new geographical area if the V2X UE has been provisioned with geographical identifier groups (see clause 7) and the V2X UE has subscribed to a certain geographical area identifier group in order to receive V2X messages from the V2X AS for this area, the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <location-tracking-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE that subscribes to a geographical area;
2)	shall include a <geo-id> element set to the identity of the geographical area to be subscribed, i.e. the new geographical area where the UE entered; and
3)	shall include an <operation> element set to "subscribe".
Upon a successful subscription to a geographical area, the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
[bookmark: _Hlk45705468]c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <location-tracking-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE that unsubscribes to a geographical area;
2)	shall include a <geo-id> element set to the identity of the geographical area to be unsubscribed, i.e. the old geographical area where the UE exited; and
3)	shall include an <operation> element set to "unsubscribe".

*** Next Change ***
[bookmark: _Toc43231178][bookmark: _Toc43296109][bookmark: _Toc43400226][bookmark: _Toc43400843][bookmark: _Toc45216668][bookmark: _Toc51938220][bookmark: _Toc51938755][bookmark: _Toc68190444][bookmark: _Toc83059414]6.4.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <VAE-info> root element with a <location-tracking-info> element with a <V2X-UE-id> element and an <operation> element set to "subscribe",
the VAE-S:
a)	shall store the received geographical area information and associate this area with the UE identity provided in the <V2X-UE-id> element;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <location-tracking-info> element in the <VAE-info> root element:
i)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of the subscription; and
ii)	shall include an <operation> element set to "subscribe"; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
[bookmark: _Hlk45705429]b)	an application/vnd.3gpp.VAE-registration-+xml MIME body with a <VAE-info> root element with a <location-tracking-info> element with an <V2X-UE-id> element and an <operation> element set to "unsubscribe",
the VAE-S:
a)	shall remove the received geographical area information associated with the UE identity provided in the <V2X-UE-id> element;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <location-tracking-info> element in the <VAE-info> root element:
i)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of the unsubscription; and
ii)	shall include an <operation> element set to "unsubscribe"; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc34309568][bookmark: _Toc43231183][bookmark: _Toc43296114][bookmark: _Toc43400231][bookmark: _Toc43400848][bookmark: _Toc45216673][bookmark: _Toc51938225][bookmark: _Toc51938760][bookmark: _Toc68190449][bookmark: _Toc83059419]6.5.1.3	Sending of a V2X message reception report
In order to send a V2X message reception report, the VAE-C shall generate an HTTP 200(OK) response message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200(OK) message, the VAE-C:
a)	shall set the Request-URI to the URI included in the <message-reception-uri> element in the received HTTP POST request message for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <reception-report> element included in the <VAE-info> root element. In the <reception-report> element, the VAE-C:
1)	shall include  a <result> element set to a value "success" or "fail" indicating success or failure of the V2X message reception.

*** Next Change ***
[bookmark: _Toc34309569][bookmark: _Toc43231184][bookmark: _Toc43296115][bookmark: _Toc43400232][bookmark: _Toc43400849][bookmark: _Toc45216674][bookmark: _Toc51938226][bookmark: _Toc51938761][bookmark: _Toc68190450][bookmark: _Toc83059420]6.5.1.4	Sending of a V2X message
In order to send a V2X message, the VAE-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request message, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <message-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE which requests the sending of the V2X message;
2)	shall include a <V2X-service-id> element set to the identity of the V2X service which is interested in sending the V2X message;
3)	may include one or more <geo-id> element(s), each element set to the identity of the geographical area containing the location of the V2X UE;
4)	may include a <message-reception-ind> element to indicate to the VAE server that a reception report is required; and
5)	if a <message-reception-ind> element is included, shall include a <message-reception-uri> element set to the URI for a response to the VAE-C.

*** Next Change ***
[bookmark: _Toc34309573][bookmark: _Toc43231188][bookmark: _Toc43296119][bookmark: _Toc43400236][bookmark: _Toc43400853][bookmark: _Toc45216678][bookmark: _Toc51938230][bookmark: _Toc51938765][bookmark: _Toc68190454][bookmark: _Toc83059424]6.5.2.3	Sending of a V2X message reception report
In order to send a V2X message reception report, the VAE-S shall send a HTTP POST request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request message, the VAE-S:
a)	shall set the Request-URI to the URI included in the <message-reception-uri> element in the received HTTP POST request message for reception of a V2X message (see clause 6.5.2.1);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and a <result> element of the <message-info> element set to a value "success" or "fail".

*** Next Change ***
[bookmark: _Toc34309574][bookmark: _Toc43231189][bookmark: _Toc43296120][bookmark: _Toc43400237][bookmark: _Toc43400854][bookmark: _Toc45216679][bookmark: _Toc51938231][bookmark: _Toc51938766][bookmark: _Toc68190455][bookmark: _Toc83059425]6.5.2.4	Sending of a V2X message to target geographical areas
In order to send a V2X message received from a V2X application server to target geographical areas, the VAE-S shall send a HTTP POST request message to each VAE-C associated with the target geographical area according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In each HTTP POST request message, the VAE-S:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X UE registration  procedure (see clause 6.2) for the VAE-C identified by a <V2X-UE-id> element, determined by association from the target geographical area indicated by the V2X application server;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <message-info> element in the <VAE-info> root element:
1)	shall include a  <V2X-UE-id> element set to the identity of the UE to receive the V2X message, determined by association from the target geographical area indicated by the V2X application server;
2)	shall include a <V2X-service-id> element set to the identity of the V2X service which is interested in sending the V2X message;
3)	may include a <geo-id> element set to the identity of the geographical area containing the location of the V2X UE;
4)	may include a <message-reception-ind> element to indicate to the VAE server that a reception report is required; and
5)	if a <message-reception-ind> element is included, shall include a <message-reception-uri> element set to the URI for a response to the VAE-S.

*** Next Change ***
[bookmark: _Toc51938232][bookmark: _Toc51938767][bookmark: _Toc68190456][bookmark: _Toc83059426]6.5.2.5	Sending of a V2X message to a V2X group
In order to send a V2X message received from a V2X application server, the VAE-S shall send a HTTP POST request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19] to each VAE-C which has registered for the V2X message delivery service. In the HTTP POST request message, the VAE-S:
a)	shall set the Request-URI to the URI of each VAE-C registered for V2X message delivery service (see clause 6.2);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <message-info> root element:
1)	shall include a <V2X-group-id> child element set to the V2X group identity of the VAE-C to receive the V2X message, determined by registration with the identity of the V2X group indicated by the V2X application server;
2)	shall include a <V2X-service-id> element set to the identity of the V2X service which is interested in sending the V2X message;
3)	may include a <geo-id> element set to the identity of the geographical area applicable for the V2X message;
4)	may include a <message-reception-ind> element to indicate to the VAE-C that a reception report is required; and
5)	if a <message-reception-ind> element is included, shall include a <message-reception-uri> element set to the URI for a response to the VAE-C.

*** Next Change ***
[bookmark: _Toc34309577][bookmark: _Toc43231192][bookmark: _Toc43296123][bookmark: _Toc43400240][bookmark: _Toc43400857][bookmark: _Toc45216682][bookmark: _Toc51938234][bookmark: _Toc51938769][bookmark: _Toc68190458][bookmark: _Toc83059428]6.6.1	Client procedure
In order to discover V2X service information from a VAE-S (e.g. available VAE services identified by V2X service identities), the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI received in the VAE client UE configuration document via the SCM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <service-discovery-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE which requests the service discovery.

*** Next Change ***
[bookmark: _Toc34309578][bookmark: _Toc43231193][bookmark: _Toc43296124][bookmark: _Toc43400241][bookmark: _Toc43400858][bookmark: _Toc45216683][bookmark: _Toc51938235][bookmark: _Toc51938770][bookmark: _Toc68190459][bookmark: _Toc83059429]6.6.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <service-discovery-info> element in the <VAE-info> root element,
the VAE-S:
a)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <service-discovery-info> element in the <VAE-info> root element:
i)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of getting the service discovery information; and
ii)	if <result> element is set to "success", shall include a <service-discovery-data> element with one or more <V2X-service-map> element(s), each <V2X-service-map> element shall include:
A)	one or more <V2X-service-id> element(s) set to the identities of the available V2X service IDs; and
B)	a <V2X-AS-address> element set to the V2X AS address; and
b)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc34309580][bookmark: _Toc43231195][bookmark: _Toc43296126][bookmark: _Toc43400243][bookmark: _Toc43400860][bookmark: _Toc45216685][bookmark: _Toc51938237][bookmark: _Toc51938772][bookmark: _Toc68190461][bookmark: _Toc83059431]6.7.1	Client procedure
In order to obtaining dynamic local V2X service information from a VAE-S, the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body and in the <local-service-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE which requests the local service information; and
2)	shall include a <geo-id> element set to the identity of the geographical area for which the local service information is requested.

*** Next Change ***
[bookmark: _Toc34309581][bookmark: _Toc43231196][bookmark: _Toc43296127][bookmark: _Toc43400244][bookmark: _Toc43400861][bookmark: _Toc45216686][bookmark: _Toc51938238][bookmark: _Toc51938773][bookmark: _Toc68190462][bookmark: _Toc83059432]6.7.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with an <V2X-UE-id> element and a <geo-id> element in the <local-service-info> element in the <VAE-info> root element;
the VAE-S:
a)	shall determine the local service information (e.g. V2X server USD(s), V2X USD) corresponding to the geographical location information received in <geo-id>; and
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <local-service-info> element in the <VAE-info> root element:
i)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of getting the local service information; and
ii)	if the result is "success", the VAE-S shall include a <local-service-info-content> element which provides the local service information to the VAE-C; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc43231205][bookmark: _Toc43296136][bookmark: _Toc43400253][bookmark: _Toc43400870][bookmark: _Toc45216695][bookmark: _Toc51938241][bookmark: _Toc51938776][bookmark: _Toc68190465][bookmark: _Toc83059435]6.8.1.1	Server procedure
Upon receiving a Configure Dynamic Group request from a V2X application specific server (see 3GPP TS 29.486 [22]) the VAE-S shall assign a ProSe Layer-2 Group ID to the received dynamic group information from the available ProSe Layer-2 Group ID pool. Then the VAE-S shall generate an HTTP PUT request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP PUT request message, the VAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the VAE-C of the group leader;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info +xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <layer2-group-id-mapping> element in the <VAE-info> root element which shall include:
1)	a <dynamic-group-info> element which shall include:
i)	a <dynamic-group-id> element set to the identity of the dynamic group;
ii)	a <group-definition> element set to information about the V2X group; and
iii)	a <group-leader-id> element set to the identity of the group leader; and
2)	a <prose-layer2-group-id> element corresponding to the dynamic group information; and
d)	shall send the HTTP PUT request message towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231208][bookmark: _Toc43296139][bookmark: _Toc43400256][bookmark: _Toc43400873][bookmark: _Toc45216698][bookmark: _Toc51938244][bookmark: _Toc51938779][bookmark: _Toc68190468][bookmark: _Toc83059438]6.8.2.1	Client procedure
Once the on-network dynamic group is created as defined in clause 6.8.1, if the group changes (i.e. UE joins or leaves the group), the VAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall include a Request-URI set to the URI corresponding to the identity of the VAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info +xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with an <id-list-notification> element in the <VAE-info> root element which shall include:
1)	a <dynamic-group-id> element set to the identity of the dynamic group; and
2)	one or more <group-member-id> element(s), each of which contains a <V2X-UE-id> child element set to the identity of the joined or left V2X UE and a <group-scope> child element that has the value "joined" or "left"; and
d)	shall send the HTTP POST request message towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231209][bookmark: _Toc43296140][bookmark: _Toc43400257][bookmark: _Toc43400874][bookmark: _Toc45216699][bookmark: _Toc51938245][bookmark: _Toc51938780][bookmark: _Toc68190469][bookmark: _Toc83059439]6.8.2.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info +xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with an <id-list-notification> element in the <VAE-info> root element;
the VAE-S shall send Notify Dynamic Group request (see 3GPP TS 29.486 [22]) towards the V2X application specific server according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059441]6.8.3.1	Client procedure
In oder to update dynamic group information of an on-network V2X dynamic group, the VAE-C shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <dynamic-group-update-info> element included in the <VAE-info> root element which:
1)	shall include a <dynamic-group-info> element which shall include at least one of the followings;
i)	a <dynamic-group-id> element set to the identity of the dynamic group;
ii)	a <group-definition> element set to information about the V2X group; and
iii)	a <group-leader-id> element set to the identity of the new group leader; and
2)	shall include an <endpoint-info> element set to the end point information to which response has to be sent;
d)	shall send the HTTP POST request towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059442]6.8.3.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info +xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with an <dynamic-group-update-info> element in the <VAE-info> root element;
the VAE-S:
a)	shall check for the V2X user authorization to update the group information, and
 1)	if the authorization fails or if the updated group information is not valid, respond with a HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	if the update in group information requires consent from other group member(s), shall obtain the consent from the user as specified in clause 6.8.5;
c)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <dynamic-group-update-info> element in the <VAE-info> root element which:
i)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of the Dynamic group information update request;
Editor's note: Suggestions for the updated group information is FFS.
d)	shall send the HTTP 200 (OK) response towards the VAE-C; and
e)	shall update the group document as specified in clause 6.2.5.1 of TS 24.544 [9].

*** Next Change ***
[bookmark: _Toc83059445]6.8.4.2	Server procedure
In oder to update dynamic group information of an on-network V2X dynamic group, if the update in group information requires consent from the group member(s), the VAE-S shall obtain the consent from the user as specified in clause 6.8.5 and shall generate an HTTP POST request according to procedures specified in IETF RFC 7231 IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the VAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info +xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <dynamic-group-info-update-indication> element in the <VAE-info> root element which shall include:
1)	a <dynamic-group-info> element which shall include:
i)	a <dynamic-group-id> element set to the identity of the dynamic group;
ii)	a <group-definition> element set to information about the V2X group; and
iii)	a <group-leader-id> element set to the identity of the new group leader;
d)	shall send the HTTP POST request message towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19]; and
e)	shall update the group document as specified in clause 6.2.5.1 of TS 24.544 [9].

*** Next Change ***
[bookmark: _Toc83059448]6.8.5.2	Server procedure
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]If the update in group information requires consent from other group member(s), the VAE-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the VAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info +xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <dynamic-group-update-consent-info> element in the <VAE-info> root element which shall include:
1)	a <dynamic-group-info> element which shall include:
i)	a <dynamic-group-id> element set to the identity of the dynamic group;
ii)	a <group-definition> element set to information about the V2X group; and
iii)	a <group-leader-id> element set to the identity of the group leader; and
d)	shall send the HTTP POST request message towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231212][bookmark: _Toc43296143][bookmark: _Toc43400260][bookmark: _Toc43400877][bookmark: _Toc45216702][bookmark: _Toc51938248][bookmark: _Toc51938783][bookmark: _Toc68190472][bookmark: _Toc83059451]6.9.1.1	Client procedure
In order to subscribe for the network monitoring information from the VAE-S, the VAE-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the VAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <network-monitoring-subscription-info> element in the <VAE-info> root element:
1)	shall include a <V2X-UE-id> element set to the identity of the UE which requests the registration;
2)	shall include a <subscription-events> element with one or more <event> child element set to the network monitoring events (e.g. uplink degradation, congestion, overload, coverage) to be subscribed; and
3)	shall include a <triggering-criteria> element set to the criteria to indicate when the VAE-S sends the monitoring reports to the VAE-C.

*** Next Change ***
[bookmark: _Toc43231213][bookmark: _Toc43296144][bookmark: _Toc43400261][bookmark: _Toc43400878][bookmark: _Toc45216703][bookmark: _Toc51938249][bookmark: _Toc51938784][bookmark: _Toc68190473][bookmark: _Toc83059452]6.9.1.2	Server procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <network-monitoring-subscription-info> element in the <VAE-info> root element;
the VAE-S:
a)	shall store the received subscription information if the VAE-C is authorized and allowed to access the network monitoring information;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200 (OK) response message, the VAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
2)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <network-monitoring-subscription-info> element in the <VAE-info> root element:
i)	shall include a <V2X-UE-id> element set to the identity of the V2X UE subscribing the network monitoring information; and
ii)	shall include a <result> child element set to the value "success" or "failure" indicating success or failure of subscribing the network monitoring information; and
c)	shall send the HTTP 200 (OK) response towards the VAE-C.

*** Next Change ***
[bookmark: _Toc43231215][bookmark: _Toc43296146][bookmark: _Toc43400263][bookmark: _Toc43400880][bookmark: _Toc45216705][bookmark: _Toc51938251][bookmark: _Toc51938786][bookmark: _Toc68190475][bookmark: _Toc83059454]6.9.2.1	Server procedure
Based on the UE subscription for network monitoring information, the VAE-S shall generate an HTTP POST request message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the VAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info +xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <network-monitoring-info-notification> element in the <VAE-info> root element which shall include:
1)	a <V2X-UE-id> element set to the identity of the subscribed V2X UE;
2)	a <network-monitoring-info> element, which:
i)	shall include one or more <trigger-id> elements set to the identity of the triggering criteria that resulted in the VAE-S sending the monitoring report to the VAE-C;
ii)	may include an <uplink-quality-level> element set to the uplink quality level;
iii)	may include a <congestion-info> element set to the congestion value;
iv)	may include a <geographical-area> element which shall include at least one of the followings:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]A)	<cell-area>, an element specifying an NCGI which when entered triggers a request for a location report coded as specified in clause 19.6A in 3GPP TS 23.003 [2] for which the monitoring applies; and
B)	<tracking-area>, an element specifying a tracking area identity coded as specified in clause 19.4.2.3 in 3GPP TS 23.003 [2] for which the monitoring applies;
v)	may include a <time-validity> element set to the period for which the monitoring applies; and
vi)	may include an <MBMS-level> element, which may include:
A) an <MBMS-coverage-level> element set to the coverage level for MBMS; and
B)	an <MBMS-bearer-level-event> element set to the MBMS bearer level events; and
d)	shall send the HTTP POST request message towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059456]6.10.1	Client procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <PC5-provisioning-status-info> element;
the VAE-C shall generate an HTTP 200(OK) response message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200(OK) response, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <PC5-provisioning-status-info> element included in the <VAE-info> root element which:
1)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the PC5 provisioning status request; and
2)	shall include a <PC5-policy-status-report> corresponding to the PC5 policy status request; and
d)	shall send the HTTP 200(OK) response towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <multi-operator-PC5-provisioning-info> element;
the VAE-C shall generate an HTTP 200(OK) response message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200(OK) response, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <multi-operator-PC5-provisioning-info> element included in the <VAE-info> root element which:
1)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the multi-operator V2X provisioning request; and
d)	shall send the HTTP 200(OK) response towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059457]6.10.2	Server procedure
Upon receiving a V2X PC5 provisioning requirement from the V2X application specific server, the VAE-S:
a) may generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
1)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
3)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <PC5-provisioning-status-info> element in the <VAE-info> root element which:
A)	shall include a <VAE-server-id> element set to the identity of the VAE server which is requester of the PC5 parameters status;
B)	shall include a <V2X-service-id> element set to the identity of the V2X service for which the VAE server's request corresponds to; and
C)	may include a <PC5-provisioning-status-report-configuration> element set to the configuration of the VAE-client reporting related to the PC5 Policy status, and optionally PC5 events like PC5 unavailability, PQI load info; and
4)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19];
NOTE: if step a) is performed, the VAE-S shall wait the response of step a) from the VAE-C and then perform step b).
b)	shall determine the updated PC5 provisioning policies to be jointly used across the V2X-UEs within the multi-operator V2X service and shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
1)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
3)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <multi-operator-PC5-provisioning-info> element in the <VAE-info> root element which:
A)	shall include a <VAE-server-id> element set to the identity of the VAE server which is requester of the Multi-operator V2X provisioning request;
B)	shall include a <V2X-service-id> element set to the identity of the V2X service for which the VAE server's request corresponds to;
C)	shall include a <PC5-provisioning-policies> element set to the common provisioning parameters to be used by the V2X-UEs within the V2X service; and
D)	may include a <time-validity> element set to the time window for which the V2X provisioning applies; and
4)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059459]6.11.1	Client procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <subscribe-dynamic-info> element;
the VAE-C shall generate an HTTP 200(OK) response message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200(OK) response, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <subscribe-dynamic-info> element included in the <VAE-info> root element which:
1)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the subscribe dynamic information request; and
2)	shall include a <configuration-report> element corresponding to the <reporting-configuration> element; and
d)	shall send the HTTP 200(OK) response towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059460]6.11.2	Server procedure
In order to manage the dynamic UE location group, the VAE-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <subscribe-dynamic-info> element in the <VAE-info> root element which:
1)	shall include a <V2X-UE-id> element set to the identity of the UE who are part of the dynamic UE location group; and
2)	shall include a <reporting-configuration> element indicating which configuration the UE should report (e.g. frequency of reporting, event based); and
d)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059462]6.12.1	Client procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.vae-info+xml"; and
b)	an application/vnd.3gpp.vae-info+xml MIME body with a <V2X-groupcast/broadcast-configuration-info> element;
the VAE-C shall generate an HTTP 200(OK) response message according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP 200(OK) response, the VAE-C:
a)	shall set the Request-URI to the URI included in the received HTTP response for the V2X service discovery procedure (see clause 6.6);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <V2X-groupcast/broadcast-configuration-info> element included in the <VAE-info> root element which:
1)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the V2X groupcast/broadcast configuration request; and
d)	shall send the HTTP 200(OK) response towards the VAE-S according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc83059463]6.12.2	Server procedure
Upon receiving an V2V configuration requirement request from the V2X application specific server, the VAE-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <V2X-groupcast/broadcast-configuration-info> element in the <VAE-info> root element which:
1)	shall include a <V2X-server-id> element set to the identity of the VAE server which is requester of the V2X groupcast/broadcast configuration;
2)	shall include a <V2X-group-id> element set to the V2X group identity for which the V2X groupcast/broadcast configuration is requested;
3)	shall include a <V2X-service-id> element set to the V2X service ID for which the groupcast/broadcast configuration is requested;
4) shall include a <PC5-provisioning-policies> element indicating the PC5 provisioning policies/parameters to be used by the V2X-UEs within the V2X service;
5)	may include a <relay-V2X-UE-id-list> element which shall include one or more <V2X-UE-id> child element(s), each of which set to the identity of the V2X UE to serve as application layer relays; and
6)	may include a <minimum-number-of-transmissions> element set to the minimum number of allowed re-transmissions for the V2X message delivery; and
d)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231221][bookmark: _Toc43296152][bookmark: _Toc43400269][bookmark: _Toc43400886][bookmark: _Toc45216711][bookmark: _Toc51938257][bookmark: _Toc51938792][bookmark: _Toc68190481][bookmark: _Toc83059481]7.2.3	Server procedure
For each VAE-C that the VAE-S is sending a V2X USD announcement to, the VAE-S shall generate an HTTP POST request message request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an "application/vnd.3gpp.vae-info+xml" MIME body with a <V2X-USD-announcement> element associated with the MBMS bearer used to send V2X messages in the <VAE-info> root element which:
1)	shall include a <V2X-UE-id> element set to the identity of the V2X UE; and
2)	shall include a <V2X-USD-configuration-data> element set to the V2X USD configuration data as specified in 3GPP TS 23.285 [21] which:
i)	shall include a <TMGI> element set to a TMGI value;
ii)	shall include one or more MBMS service area IDs in <mbms-service-area-id> elements in the <mbms-service-areas> element;
iii)	if multiple carriers are supported, shall include the frequency to be used in the <frequency> element; and
iv)	shall include a <V2X-mbms-sdp> element set to the SDP configuration information applicable to MBMS bearer to use for sending V2X messages; and
d)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231225][bookmark: _Toc43296156][bookmark: _Toc43400273][bookmark: _Toc43400890][bookmark: _Toc45216715][bookmark: _Toc51938261][bookmark: _Toc51938796][bookmark: _Toc68190485][bookmark: _Toc83059485]7.3.3	Server procedure
For each VAE-C that the VAE-S is sending PC5 parameters to, the VAE-S shall generate an HTTP POST request message request according to procedures specified in IETF RFC 7231IETF RFC 2616 [19]. In the HTTP POST request, the VAE-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the V2X UE;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.vae-info+xml";
c)	shall include an application/vnd.3gpp.vae-info+xml MIME body with a <set-PC5-parameters-info> element in the <VAE-info> root element which:
1)	shall include a <V2X-UE-id> element set to the identity of the V2X UE;
2)	may include a <PC5-parameters-configuration-data> element set to the PC5 parameters configuration data as specified in 3GPP TS 23.285 [21] which shall include:
i)	an <expiration-time> set to the validity of the configuration parameters for V2X communication over PC5;
ii)	one or more <plmn-id> elements in the <plmn-list> element which indicate the PLMNs in which the UE is authorized to use V2X communication over PC5 when the UE is served by E-UTRAN for V2X communication;
iii)	an <authorized-when-not-served-by-E-UTRAN> element which indicates that the UE is authorized to use V2X communication over PC5 when the UE is not served by E-UTRAN; and
iv)	a <radio-parameters> element which shall include the following elements:
A)	one or more <radio-parameters-contents> elements set to the radio parameters for V2X communication over PC5 applicable when the UE is not served by E-UTRAN;
B)	a <geographical-area> element set to the geographical location where the radio parameters are applicable; and
C)	an <operator-managed> element which indicates that the radio parameters are "operator managed";
3)	may include one or more <V2X-service-id> elements and one or more <layer-2-id> elements in the <V2X-service-ids-list> element which indicate the V2X services authorized for V2X communication over PC5; and
4)	may include a <result> element set to either "success" or "failure" used to indicate success or failure of the PC5 parameters provisioning; and
d)	shall send the HTTP POST request towards the VAE-C according to IETF RFC 7231IETF RFC 2616 [19].

*** Next Change ***
[bookmark: _Toc43231233][bookmark: _Toc43296164][bookmark: _Toc43400281][bookmark: _Toc43400898][bookmark: _Toc45216723][bookmark: _Toc51938269][bookmark: _Toc51938804][bookmark: _Toc68190493][bookmark: _Toc83059493]8.5	Data semantics
The <VAE-info> element is the root element of the XML document. The <VAE-info> element contains the <registration-info>, <de-registration-info>, <location-tracking.info>, <message-info>, <service-discovery-info>, <local-service-info>, <V2X-USD-announcement>, <set-PC5-parameters-info>, <layer2-group-id-mapping>, <id-list-notification>, <network-monitoring-subscription-info> and <network-monitoring-info-notification>, <communication-status-info>, <V2V-communication-assistance-info>,<dynamic-group-update-info>, <dynamic-group-info-update-indication>, <dynamic-group-update-consent-info>, <PC5-provisioning-status-info>, <multi-operator-PC5-provisioning-info>, <subscribe-dynamic-info>, <V2X-groupcast/broadcast-configuration-info>, <session-oriented-termination-trigger-info>, <session-oriented-change-trigger-info> and <session-oriented-service-trigger-info>sub-elements.
<registration-info> element contains the following elements:
a)	<V2X-UE-id>, an element contains the identity of the V2X UE;
b)	<reception-uri>, an element that contains the URI of the V2X UE;
c)	one or more <V2X-service-id> elements. Each <V2X-service-id> element contains the V2X service ID which the V2X UE is interested in receiving (e.g. PSID or ITS AID of ETSI ITS DENM, ETSI ITS CAM);
d)	<result>, an element which indicates a value either "success" or "fail"; and
e)	<UE-supported-RATs-list>, an optional element contains the following elements:
1)	one or more <RAT-type> elements. Each <RAT-type> element contains the RAT type which the V2X UE supports (e.g. NR, E-UTRA).
<V2X-UE-id> is a mandatory element used to include the identity of a VAL client. The <V2X-UE-id> element contains the identity of the VAL client. (e.g. StationID as specified in ETSI TS 102 894-2 [23] or GPSI as specified in clause 28.8
<reception-uri> element indicates the destination URI of messages sent to the V2X UE, and includes a URI as specified in IETF RFC 7231IETF RFC 2616 [19].
<de-registration-info> element contains the following elements:
a)	<V2X-UE-id>, an element contains the identity of the V2X UE;
b)	one or more <V2X-service-id> elements. Each <V2X-service-id> element contains the V2X service ID which the V2X UE is no longer interested in receiving (e.g. PSID or ITS AID of ETSI ITS DENM, ETSI ITS CAM); and
c)	<result>, an element which indicates a value either "success" or "fail".
<location-tracking-info> element contains the following elements:
a)	a <V2X-UE-id> element set to the identity of the V2X UE that subscribes or unsubscribes to a geographical area;
b)	a <geo-id> element set to the identity of the geographical area to be subscribed or unsubscribed;
c)	an <operation> element which indicates a value either "subscribe" or "unsubscribe"; and
d)	a <result> element set to the value "success" or "failure" indicating success or failure of the subscription or unsubscription.
<message-info> element contains the following elements;
a)	<V2X-UE-id>, an optional element contains the identity of the V2X UE;
b)	<V2X-group-id>, an optional element contains the identity of the V2X group;
c)	<payload>, an optional element contains the payload of the V2X message (e.g. ETSI ITS DENM);
d)	<V2X-service-id>, an optional element contains the V2X service ID which the V2X message belongs to;
e)	<geo-id>, an optional element contains a geographical area identity representing a geographical area;
f)	<message-reception-ind>, an optional element used to indicate that a reception report is required to be sent;
g)	<message-reception-uri>, an optional element indicates the destination URI of a requested reception report, and includes a URI as specified in IETF RFC 7231IETF RFC 2616 [19]; or
h)	<result>, an optional element contains a string set to either "success" or "failure" used to indicate success or failure of the V2X message reception.
<service-discovery-info> is a mandatory element used to include the V2X service discovery response information. The <service-discovery-info> element contains the following elements:
a)	an <V2X-UE-id> sub-element;
b)	a <result> sub-element; and
c)	 <service-discovery-data> sub-element.
The <service-discovery-data> is an optional element which shall include one or more <V2X-service-map> elements.
The <V2X-service-map> element shall include following attributes:
a)	one or more <V2X-service-id> attributes that each contains a V2X service identifier as specified in ETSI TS 102 965 [18] and ISO TS 17419 [20]; and
b)	a <V2X-AS-address> attribute that contains a V2X application server address as specified in 3GPP TS 23.285 [21].
<local-service-info> element contains the following elements:
a)	a <V2X-UE-id> element and a <geo-id> element;
b)	a <result> element set to the value "success" or "failure" indicating success or failure of getting the local service information; and
c)	a <local-service-info-content> element which provides the local service information.
<geo-id> element contains a geographical area identity representing a geographical area.
<local-service-info-content> is an optional element and contains the following sub-elements:
a)	a <V2X-server-USD> element that specifying the information for V2X server USD and has the following sub-elements:
1)	a <TMGI> element;
2)	an <mbms-service-areas> element;
3)	a <frequency> element; and
4)	a <V2X-mbms-sdp> element;
b)	a <V2X-AS-address> element that contains a V2X application server address as specified in 3GPP TS 23.285 [21]; and
c)	a <V2X-USD> element that specifying the information for V2X USD and has the following sub-elements:
1)	a <TMGI> element;
2)	an <mbms-service-areas> element;
3)	a <frequency> element; and
4)	a <V2X-mbms-sdp> element.
<V2X-USD-announcement> is an element used to describe the V2X USD information that V2X UE received from the VAE server which contains the <V2X-UE-id> and <V2X-USD-configuration-data> sub-elements.
<V2X-USD-configuration-data> element is a mandatory element set to the V2X USD configuration data as specified in 3GPP TS 23.285 [21] which contains the <TMGI>, <mbms-service-areas>, <frequency> and <V2X-mbms-sdp> sub-elements.
<TMGI> is a mandatory element encoded as specified in 3GPP TS 24.008 [6] excluding the Temporary mobile group identity IEI and the length of Temporary mobile group identity IE contents.
<mbms-service-areas> is a mandatory element which contains one or more <mbms-service-area-id> elements. Each <mbms-service-area-id> contains a MBMS SAI, encoded as specified in 3GPP TS 23.003 [2].
<frequency> is an optional element encoded as specified in 3GPP TS 29.468 [15].
<V2X-mbms-sdp> is mandatory element which contains SDP configuration information encoded as specified in 3GPP TS 24.386 [8] clause 7.2.2.
<set-PC5-parameters-info> element contains the following elements:
a)	<V2X-UE-id>, an element contains the identity of the V2X UE;
b)	<PC5-parameters-configuration-data>, an optional element set to the PC5 parameters configuration data as specified in 3GPP TS 23.285 [21] contains the following elements:
1)	<expiration-time>, a mandatory element encoded as specified in 3GPP TS 24.385 [7] clause 5.5.2;
2)	<plmn-list>, a mandatory element which contains one or more <plmn-id> elements, each <plmn-id> element is encoded as specified in 3GPP TS 23.003 [2];
3)	<authorized-when-not-served-by-E-UTRAN>, a mandatory element encoded as specified in 3GPP TS 24.385 [7] clause 5.5.8;
4)	<radio-parameters>, a mandatory element contains the following elements:
i)	one or more <radio-parameters-content> elements, each <radio-parameters-content> element is encoded as specified in3GPP TS 36.331 [17] clause 9 for the SL-V2X-Preconfiguration;
ii)	<geographical-area>, a mandatory element specifying a geographical area and has the following sub-elements:
A)	<polygon-area>, an optional element specifying the area as a polygon specified in clause 5.2 of 3GPP TS 23.032 [3]; and
B)	<ellipsoid-arc-area>, an optional element specifying the area as an ellipsoid arc specified in clause 5.7 of 3GPP TS 23.032 [3]; and
iii)	<operator-managed>, a mandatory element encoded as specified in 3GPP TS 24.385 [7] clause 5.5.19; and
5)	<V2X-service-ids-list>, a mandatory element contains the following elements:
i)	one or more <V2X-service-id> elements. Each <V2X-service-id> element contains the V2X service ID which the V2X UE is no longer interested in receiving (e.g. PSID or ITS AID of ETSI ITS DENM, ETSI ITS CAM); and
ii)	one or more <layer2-id> elements. Each <layer2-id> element is encoded as the DestinationLayer2ID specified in 3GPP TS 36.300 [16]; and
c)	<result>, an optional element which indicates a value either "success" or "failure".
<layer2-group-id-mapping> element contains the following elements:
a)	<dynamic-group-info> element; and
b)	<prose-layer2-group-id>, an element contains the identity of the ProSe Layer-2 Group.
<dynamic-group-info> element contains the following elements:
a)	<dynamic-group-id>, an element contains the identity of the dynamic group;
b)	<group-definition>, an element containing dynamic group definition information; and
c)	<group-leader-id>, an element contains the identity of the group leader.
<id-list-notification> element contains the following sub-elements:
a)	<dynamic-group-id>, an element set to the identity of the dynamic group; and
b)	one or more <group-member-id> element(s), each <group-member-id> element contains the following sub-elements:
1)	a <V2X-UE-id> element, an element set to the identity of the joined or left V2X UE; and
2)	<group-scope>, an element that has the value "joined" or "left". The value "joined" means that the V2X UE joined the group. The value "left" means that the V2X UE left the group.
<network-monitoring-subscription-info> is an optional element which contains the <V2X-UE-id>, <subscription-events> and <triggering-criteria> sub-elements.
<subscription-events> is a mandatory element which contains one or more <events> sub-elements.
<event> element contains a string set to either "uplink degradation" or "congestion" or "overload" or "coverage".
<triggering-criteria>, a mandatory element which contains at least one of the following sub-elements:
a)	<cell-change>, an optional element specifying what cell changes trigger the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-cell-change>, an optional element. The presence of this element specifies that any cell change is a trigger. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-cell>, an optional element specifying an NCGI which when entered triggers a request for alocation report coded as specified in clause 19.6A in 3GPP TS 23.003 [2]. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<exit-specific-cell>, an optional element specifying an NCGI which when exited triggers the VAE-S to send monitoring reports to the VAE-C coded as specified in clause 19.6A in 3GPP TS 23.003 [2]. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
b)	<tracking-area-change>, an optional element specifying what tracking area changes trigger the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-tracking-area-change>, an optional element. The presence of this element specifies that any tracking area change is a trigger. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-tracking-area>, an optional element specifying a tracking area identity coded as specified in clause 19.4.2.3 in 3GPP TS 23.003 [2] which when entered triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<exit-specific-tracking-area>, an optional element specifying a tracking area identity coded as specified in clause 19.4.2.3 in 3GPP TS 23.003 [2] which when exited triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
c)	<plmn-change>, an optional element specifying what PLMN changes trigger the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-plmn-change>, an optional element. The presence of this element specifies that any PLMN change is a trigger. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-plmn>, an optional element specifying a PLMN id (MCC+MNC) coded as specified in 3GPP TS 23.003 [2] which when entered triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<exit-specific-plmn>, an optional element specifying a PLMN id (MCC+MNC) coded as specified in 3GPP TS 23.003 [2] which when exited triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
d)	<mbms-sa-change>, an optional element specifying what MBMS changes trigger the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-mbms-sa-change>, an optional element. The presence of this element specifies that any MBMS SA change is a trigger for the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-mbms-sa>, an optional element specifying an MBMS service area id which when entered triggers the VAE-S to send monitoring reports to the VAE-C. The MBMS service area id is coded as specified in clause 15.3 in 3GPP TS 23.003 [2] for service area identifier (SAI). This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<exit-specific-mbms-sa>, an optional element specifying an MBMS service area id which when exited triggers the VAE-S to send monitoring reports to the VAE-C. The MBMS service area id is coded as specified in clause 15.3 in 3GPP TS 23.003 [2] for service area identifier (SAI). This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
e)	<mbsfn-area-change>, an optional element specifying what MBSFN changes trigger a request for the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-mbsfn-area-change>, an optional element. The presence of this element specifies that any MBSFN area change is a trigger for the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-mbsfn-area>, an optional element specifying an MBSFN area which when entered triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<exit-specific-mbsfn-area>, an optional element specifying an MBSFN area which when exited triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
f)	<periodic-report>, an optional element specifying that periodic request for the VAE-S to send monitoring reports to the VAE-C shall be sent. The value in seconds specifies the reporting interval. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
g)	<travelled-distance>, an optional element specifying that the travelled distance shall trigger a request for the VAE-S to send monitoring reports to the VAE-C. The value in metres specified the travelled distance. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
h)	<vertical-application-event>, an optional element specifying what application signalling events triggers the VAE-S to send monitoring reports to the VAE-C. The <vertical-application-event> element has the following sub-elements:
1)	<initial-log-on>, an optional element specifying that an initial log on triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<location-configuration-received>, an optional element specifying that a received location configuration triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
3)	<any-other- event>, an optional element specifying that any other application signalling event than initial-log-on and location-configuration-received triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string; and
i)	<geographical-area-change>, an optional element specifying what geographical are changes trigger the VAE-S to send monitoring reports to the VAE-C. This element consists of the following sub-elements:
1)	<any-area-change>, an optional element. The presence of this element specifies that any geographical area change is a trigger. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string;
2)	<enter-specific-area>, an optional element specifying a geographical area which when entered triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string. The <enter-specific-area> element has the following sub-elements:
i)	<geographical-area>, an optional element containing a <trigger-id> attribute and the following two sub-elements:
A)	<polygon-area>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [3]; and
B)	<ellipsoid-arc-area>, an optional element specifying the area as an ellipsoid arc specified in clause 5.7 in 3GPP TS 23.032 [3]; and
3)	<exit-specific-area-type>, an optional element specifying a geographical area which when exited triggers the VAE-S to send monitoring reports to the VAE-C. This element contains a mandatory <trigger-id> attribute that shall be set to a unique string.
The <network-monitoring-info-notification> element contains the following sub-elements:
a)	<VAL-UE-id>, an element contains the identity of the V2X UE who subscribes the network monitoring information; and
b)	<network-monitoring-info>, an element contains one or more <trigger-id> attributes that identifies the triggering criteria that resulted in the VAE-S sending the monitoring report to the VAE-C. In addition, the <network-monitoring-info> contains the following sub-elements:
1)	<uplink-quality-level>, an optional element contains an integer used to indicate the uplink quality level;
2)	<congestion-info>, an optional element contains an integer used to indicate the congestion level that may be exact value for congestion status reported by NWDAF to NEF or abstracted value e.g. (High, Medium, Low) which can be reported by the NEF to the AF;
3)	<geographical-area>, an optional element contains the following elements:
i)	<cell-area>, an optional element specifying an NCGI which when entered triggers a request for a location report coded as specified in clause 19.6A in 3GPP TS 23.003 [2] for which the monitoring applies; and
ii)	<tracking-area>, an optional element specifying a tracking area identity coded as specified in clause 19.4.2.3 in 3GPP TS 23.003 [2] for which the monitoring applies;
4)	<time-validity>, an optional element specifies the period for which the monitoring applies; and
5)	<MBMS-level>, an optional element contains the following elements:
i)	<MBMS-coverage-level>, an optional element contains an integer used to indicate the MBMS coverage level; or
ii)	<MBMS-bearer-level-event>, an optional element contains a string used to indicate the MBMS bearer level events.
The <communication-status-info> element contains the following sub-elements:
a)	<V2X-UE-id>, a mandatory element contains the identity of the V2X UE;
b)	<V2V-communication-mode>, a mandatory element contains a string "LTE-PC5" or "NR-PC5" indicating which V2V communication mode supported by the V2X UE;
c)	<V2X-service-id>, an optional element contains the V2X service ID corresponding to the communication status;
d)	<cell-info>, an optional element contains a string "NR cell" or "E-UTRA cell" indicating the cell information of which the V2X UE is located; and
e)	<communication-link-status-info>, an optional element contains a string indicating the communication status of the V2X UE (e.g. uplink/downlink data rates, packet loss and etc.).
The <V2V-communication-assistance-info> element contains the following sub-elements:a)	<V2X-UE-id>, a mandatory element contains the identity of the V2X UE;
b)	<V2X-service-id>, an optional element contains the V2X service ID corresponding to the recommendation information; and
c)	<V2V-communication-assistance>, a mandatory element contains a string indicating the assistance information for V2V communication mode switching to the V2X UE (e.g. recommended V2V communication mode, location, V2X service type, time validity, V2X service status, V2X application requirement, etc.).
Editor's note: The detail of the <communication-link-status-info> element and the <V2V-communication-assistance> element is FFS.
The <dynamic-group-update-info> element contains the following sub-elements:
a)	<dynamic-group-info>, a mandatory element indicates the dynamic group information to update which shall include at least one of the followings:
1)	<dynamic-group-id>, an element contains a string set to the identity of the dynamic group;
2)	<group-definition>, an element contains a string set to information about the V2X group; and
3)	<group-leader-id>, an element contains a string set to the identity of the new group leader;
b)	<endpoint-info>, an element contains a URI set to the end point information to which response has to be sent; and
c)	a <result> element set to the value "success" or "failure" indicating success or failure of indicating success or failure of the Dynamic group information update request.
The <dynamic-group-info-update-indication> contains the following element:
a)	<dynamic-group-info>, an element contains the dynamic group information for which update request has been received.
The <dynamic-group-update-consent-info> element contains the following sub-elements:
a)	<dynamic-group-info>, a mandatory element indicates the dynamic group information update consent; and
b)	a <result> element set to the value "accept" or "reject" indicating acceptance or rejection of the request by the V2X user.
The <PC5-provisioning-status-info> element contains the following sub-elements:
a)	<VAE-server-id>, an element contains a string set to the identity of the VAE server which is requester of the PC5 parameters status:
b)	<V2X-service-id>, an element contains the V2X service ID for which the VAE server's request corresponds to;
c)	<PC5-provisioning-status-report-configuration>, an element contains a string used to indicate the configuration of the VAE-client reporting related to the PC5 Policy status, and optionally PC5 events like PC5 unavailability, PQI load info;
d)	<result>, an element set to the value "success" or "failure" indicating success or failure of the PC5 provisioning status request; and
e)	<PC5-policy-status-report>, an element contains a string corresponding to the PC5 policy status request.
The <multi-operator-PC5-provisioning-info> element contains the following sub-elements:
a)	<VAE-server-id>, an element contains a string set to the identity of the VAE server which is requester of the Multi-operator V2X provisioning request;
b)	<V2X-service-id>, an element contains the V2X service ID for which the VAE server's request corresponds to;
c)	<PC5-provisioning-policies>, an element contains a string used to indicate the common provisioning parameters to be used by the V2X-UEs within the V2X service; and
d)	<result>, an element set to the value "success" or "failure" indicating success or failure of the multi-operator V2X provisioning request.
The <subscribe-dynamic-info> element contains the following sub-elements:
a)	<V2X-UE-id>, an element contains a string set to the identity of the UE who are part of the dynamic UE location group:
b)	<reporting-configuration>, an element contains a string used to indicate which configuration the UE should report, e.g., frequency of reporting, event based;
c)	<result>, an element set to the value "success" or "failure" indicating success or failure of the subscribe dynamic information request; and
d)	<configuration-report>, an element contains a string corresponding to the reporting configuration request.
The <V2X-groupcast/broadcast-configuration-info> element contains the following sub-elements:
a)	<V2X-server-id>, an element contains a string set to the identity of the VAE server which is requester of the V2X groupcast/broadcast configuration:
b)	<V2X-group-id>, an element contains a string set to the V2X group identity for which the V2X groupcast/broadcast configuration is requested;
c)	<V2X-service-id>, an element contains a string set to the V2X service ID for which the groupcast/broadcast configuration is requested;
d)	<PC5-provisioning-policies>, an element contains a string used to indicate the PC5 provisioning policies/parameters to be used by the V2X-UEs within the V2X service;
e)	<relay-V2X-UE-id-list>, an element contains one or more <V2X-UE-id> child element(s), each of which set to the identity of the V2X UE to serve as application layer relays;
f)	<minimum-number-of-transmissions>, an element contains an integer used to indicate the minimum number of allowed re-transmissions for the V2X message delivery; and
g)	<result>, an element set to the value "success" or "failure" indicating success or failure of the V2X groupcast/broadcast configuration request.
The <session-oriented-termination-trigger-info> element contain the following sub-elements:
a)	<session-id>, an element contains a string set to the session identifier of the session-oriented service that is to be terminated; and
b)	<result>, an element contains a string set to the value "success" or "failure" indicating success or failure to terminate the session-oriented service.
The <session-oriented-change-trigger-info> element contain the following sub-elements:
a)	<session-id>, an element contains a string set to the session identifier of the session-oriented service;
b)	<V2X-application-QoS-requirements>, an element contains a string indicating the application QoS requirements (reliability, delay, jitter) for the session-oriented service that is to be updated; and
c)	<acknowledgement>, an element contains a string set to the value "yes" or "not" indicating the acknowledgement for the change request.
The <session-oriented-service-trigger-info> element contain the following sub-elements:
a)	<V2X-UE-id>, an element contains a string set to the identity of the V2X UE which is the remote vehicle;
b)	<V2X-service-id>, an element contains a string set to the V2X service ID for which application requirement corresponds to;
c)	<V2X-application-specific-server-id-info>, an element contains a string set to the identity information of the V2X application specific server;
d)	<session-id>, an element contains a string set to the session identifier to be used for the session-oriented service;
e)	<V2X-application-QoS-requirements>, an element contains a string indicating the application QoS requirements (reliability, delay, jitter) for the session-oriented service; and
f)	<acknowledgement>, an element contains a string set to the value "yes" or "not" indicating the acknowledgement for the request.
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Editor's note: The registration should be made after approval of the specification.
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.vae-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 7231IETF RFC 2616 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.486 "Vehicle-to-Everything (V2X) Application Enabler (VAE) layer; Protocol aspects; Stage 3" version 16.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the Vehicle-to-Everything (V2X) Application Enabler (VAE) layer as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>

*** End of Changes ***

