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* * * First Change * * * *
[bookmark: _Toc82895581]4.6.2.6	Session management based network slice admission control
A serving PLMN or the HPLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. The SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
Based on operator policy, the session management based network slice admission control is not applicable for the S-NSSAI included in the SMF emergency configuration data.
[bookmark: _Toc82895582]* * * Next Change * * * *
4.6.3	Session management aspects
[bookmark: _Toc20232435][bookmark: _Toc27746521][bookmark: _Toc36212701][bookmark: _Toc36656878][bookmark: _Toc45286539][bookmark: _Toc51947806][bookmark: _Toc51948898][bookmark: _Toc82895576]4.6.3.1	General
In order to enable PDU transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN) if there is no established PDU session adequate for the PDU transmission. The S-NSSAI included is part of allowed NSSAI of the serving PLMN or SNPN, which is an S-NSSAI value valid in the serving PLMN or SNPN, and in roaming scenarios the mapped S-NSSAI is also included for the PDU session if available. See subclause 6.4.1 for further details. The UE determines whether to establish a new PDU session or use one of the established PDU session(s) based on the URSP rules which include S-NSSAIs, if any (see subclause 6.2.9), or based on UE local configuration, as described in subclause 4.2.2 of 3GPP TS 24.526 [19].
* * * Next Change * * * *
4.6.3.x	Session management based network slice admission control
A serving PLMN or the HPLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. The SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
Based on operator policy, the session management based network slice admission control is not applicable for the S-NSSAI included in the SMF emergency configuration data.
* * * End of Change * * * *

