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- For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document *in the same Release as the present document*.
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\* \* \* Next Change \* \* \* \*

## 5.1 SEAL identity management client (SIM-C)

The SIM-C is a functional entity that acts as the application client for VAL user identity related transactions.

To be compliant with the HTTP procedures in the present document the SIM-C shall:

- support the user authentication procedure specified in clause 6.2.2; and

- support the token exchange procedure specified in clause 6.2.3.

To be compliant with the CoAP procedures in the present document the SIM-C:

- shall support the role of CoAP client as specified in IETF RFC 7252 [7252];

- should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [8323];

- shall support Internet draft ACE-OAUTH [oauth];

- shall support OSCORE profile of ACE-OAUTH [oscore];

- should support DTLS profile of ACE-OAUTH [dtls]; and

- shall support the procedures in clause 6.2.2.

\* \* \* Next Change \* \* \* \*

## 5.2 SEAL identity management server (SIM-S)

The SIM-S is a functional entity that authenticates the VAL user’s identity by verifying the credentials provided by the VAL user.

To be compliant with the HTTP procedures in the present document the SIM-S shall:

- support the user authentication procedure specified in clause 6.2.2; and

- support the token exchange procedure specified in clause 6.2.3.

To be compliant with the CoAP procedures in the present document the SIM-S:

- shall support the role of CoAP server as specified in IETF RFC 7252 [7252];

- should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [8323];

- shall support Internet draft ACE-OAUTH [oauth];

- shall support OSCORE profile of ACE-OAUTH [oscore];

- should support DTLS profile of ACE-OAUTH[dtls]; and

- shall support the procedures in clause 6.2.2.
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