
3GPP TSG-CT WG1 Meeting #133-e
C1-216986_revdraft1
E-meeting, 11-19 November 2021

Source:
Huawei, HiSilicon
Title:
Constrained UE Configuration
Spec:
3GPP TS 24.538 v0.1.0
Agenda item:
17.2.30
Document for:
Agreement
1. Introduction
This pCR is to propose the procedures of Constrained UE Configuration.
2. Reason for Change
Constrained device is showed as MSGin5G-2 in the architecture figure in TS 23.554, more descriptions are:
The MSGinUE-1 may be constrained devices and unconstrained devices with advanced capabilities, and can communicate with MSGin5G Server over MSGin5G-1 reference point. The MSGin5G UE-2 is a constrained device which does not have enough capability to communicate with MSGin5G Server. If allowed by configuration, the MSGin5G UE-1 may act as a UE Message Gateway to MSGin5G UE-2.
The Constrained device configuration is in the scope of CT1.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.538 v0.1.0.
* * * First Change * * * *

6.2.2
Constrained device Configuration

As specified in TS 23.554 [2], the Constrained device should interact with a Gateway MSGin5G UE to fulfill the Constrained device configuration.
6.2.2.1
Procedure at Gateway MSGin5G UE
Upon receiving the Contrained UE configuration request from the MSGin5G Client on the Constrained UE, the MSGin5G Client on the Gateway MSGin5G UE shall do protocol conversion, i.e. covert the received request from one protocol (e.g. CoAP) to a proper protocol which could be supported by SEAL Client, and send the request in new protocol to local Configuration management client function by SEAL-C interface. 
Upon receiving the Contrained UE configuration request, the local SEAL Configuration client function should perform the procedures in clause 6.2.1.1 on behalf the Constrained UE.
If the Contrained UE configuration request was sent from the SEAL Client on the constrained UE to the SEAL Client on the Gateway MSGin5G UE, upon receiving the Contrained UE configuration data from the SEAL Server, the SEAL Client on the Gateway MSGin5G UE should respond to the SEAL Client on the Constrained UE with the Constrained UE configuration data by PC5 interface.
Editor’s note: Whether any changes required in SEAL configuration procedure or not for SEAL client on constrained UE to send request to SEAL client on Gateway UE is FFS.

If the Contrained UE configuration request was sent from the local MSGin5G Client to the local SEAL Client, upon receiving the Contrained UE configuration data from the SEAL Server, the local SEAL Client on the Gateway MSGin5G UE should respond to the local MSGin5G Client with the Constrained UE configuration data. In this case, upon receiving the Contrained UE configuration data, the local MSGin5G Client on the Gateway MSGin5G UE should respond to the MSGin5G Client on the Constrained UE with the received Contrained UE configuration data.
* * * Next Change * * * *

6.2.2.2
Procedure at Constrained device

If there is a SEAL Client in the Constrained device, the SEAL Client in the Constrained device may interacts with the SEAL Client on the Gateway MSGin5G UE by PC5 interface to do Constrained UE configuration.

If there is not a SEAL Client in the Constrained device, the MSGin5G Client 1 in the Constrained device may send a Constrained UE Configuration request to another MSGin5G Client 2 on the Gateway MSGin5G UE by MSGin5G-6 interface.
In order to request the Constrained UE configuration, the MSGin5G Client 1 in the Constrained device may send a request to the MSGin5G Client 2 on the Gateway MSGin5G UE with its MSGin5G UE ID.






Upon receiving the response to the request for configuration, the MSGin5G Client in Constrained UE shall parse and store the informations received from the response, including MSGin5G UE Service ID, the address of MSGin5G Server and other available MSGin5G Service specific informations (e.g. segment size).
Upon receiving the configuration data from the SEAL Client on the Gateway MSGin5G UE by PC5 interface, the SEAL Client in the Constrained device shall send the configuration data to the local MSGin5G Client by SEAL-C interface, then the local MSGin5G Client shall store the configuration data.
* * * Next Change * * * *

* * * Next Change * * * *

