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* * * First Change * * * *
[bookmark: _Toc45204375][bookmark: _Toc51927882][bookmark: _Toc51929895][bookmark: _Toc75522205][bookmark: _Toc20147345][bookmark: _Toc27489221][bookmark: _Toc27491227][bookmark: _Toc35957913][bookmark: _Toc45204462][bookmark: _Toc51927969][bookmark: _Toc51929982][bookmark: _Toc75522293]3.2	Abbreviations
For the purposes of the present document, the following abbreviations apply:
1xx	A status-code in the range 101 through 199, and excluding 100
18x	A status-code in the range 180 through 189
2xx	A status-code in the range 200 through 299
3xx	A status-code in the range 300 through 399
4xx	A status-code in the range 400 through 499
5GC	5G Core Network
5GS	5G System
5G-AN	5G Access Network
5xx	A status-code in the range 500 through 599
6xx	A status-code in the range 600 through 699
AAA	Authentication, Authorization and Accounting
ANBR	Access Network Bitrate Recommendation
APN	Access Point
APN	Access Point Name
AS	Application Server
ATCF	Access Transfer Control Function
AUTN	Authentication TokeN
AVP	Attribute-Value Pair
B2BUA	Back-to-Back User Agent
BFCP	Binary Floor Control Protocol
BGCF	Breakout Gateway Control Function
c	conditional
BRAS	Broadband Remote Access Server
BSSID	Basic Service Set Identifier
CCF	Charging Collection Function
CDF	Charging Data Function
CDR	Charging Data Record
CH	Credentials Holder
CK	Ciphering Key
CN	Core Network
CPC	Calling Party's Category
CLF	Connectivity session Location and repository Function
CSCF	Call Session Control Function
DHCP	Dynamic Host Configuration Protocol
DNN	Data Network Name
DNS	Domain Name System
DOCSIS	Data Over Cable Service Interface Specification
DRVCC	Dual Radio Voice Call Continuity
DTD	Document Type Definition
DTLS	Datagram Transport Layer Security
DTMF	Dual Tone Multi Frequency
DVB	Digital Video Broadcast
DVB-RCS2	Second Generation DVB Interactive Satellite System
e2ae-security	End-to-access edge security
EATF	Emergency Access Transfer Function
EC	Emergency Centre
ECF	Event Charging Function
ECI	E-UTRAN Cell Identity
ECN	Explicit Congestion Notification
E-CSCF	Emergency CSCF
EF	Elementary File
eP-CSCF	P-CSCF enhanced for WebRTC
ePDG	Evolved Packet Data Gateway
EPS	Evolved Packet System
FAP	cdma2000® 1x Femtocell Access Point
FQDN	Fully Qualified Domain Name
GBA	Generic Bootstrapping Architecture
GBR	Guaranteed Bit Rate
GCID	GPRS Charging Identifier
GGSN	Gateway GPRS Support Node
GPON	Gigabit-capable Passive Optical Networks
GPRS	General Packet Radio Service
GRUU	Globally Routable User agent URI
GSTN	General Switched Telephone Network
HPLMN	Home PLMN
HSS	Home Subscriber Server
HTTP	HyperText Transfer Protocol
i	irrelevant
IARI	IMS Application Reference Identifier
IBCF	Interconnection Border Control Function
ICE	Interactive Connectivity Establishment
I-CSCF	Interrogating CSCF
ICS	Implementation Conformance Statement
ICID	IM CN subsystem Charging Identifier
ICSI	IMS Communication Service Identifier
ID	Identifier
IK	Integrity Key
IKEv2	Internet Key Exchange Protocol Version 2
IM	IP Multimedia
IMC	IMS Credentials
IMEI	International Mobile Equipment Identity
IMS	IP Multimedia core network Subsystem
IMS-AGW	IMS Access Gateway
IMS-ALG	IMS Application Level Gateway
IMSI	International Mobile Subscriber Identity
IMSVoPS	IMS Voice over PS Session
IOI	Inter Operator Identifier
IP	Internet Protocol
IP-CAN	IP-Connectivity Access Network
IPsec	IP security
IPv4	Internet Protocol version 4
IPv6	Internet Protocol version 6
ISC	IP Multimedia Subsystem Service Control
ISIM	IM Subscriber Identity Module
I-WLAN	Interworking – WLAN
IWF	Interworking Function
KMS	Key Management Service
LRF	Location Retrieval Function
m	mandatory
MAC	Message Authentication Code
MBR	Maximum guaranteed Bit Rate
MCC	Mobile Country Code
MCPTT	Mission Critical Push To Talk
MEID	Mobile Equipment IDentity
MGCF	Media Gateway Control Function
MGW	Media Gateway
MNC	Mobile Network Code
MRB	Media Resource Broker
MRFC	Multimedia Resource Function Controller
MRFP	Multimedia Resource Function Processor
MSC	Mobile-services Switching Centre
MSD	Minimum Set of emergency related Data
MSRP	Message Session Relay Protocol
n/a	not applicable
NAI	Network Access Identifier
NA(P)T	Network Address (and Port) Translation
NASS	Network Attachment Subsystem
NAT	Network Address Translation
NCC	Network Control Center
NCC_ID	Network Control Center Identifier
NID	Network Identifier
NP	Number Portability
o	optional
OCF	Online Charging Function
OLI	Originating Line Information
OMR	Optimal Media Routeing
PCC	Policy and Charging Control
PCF	Policy Control Function
PCO	Protocol Configuration Options
PCRF	Policy and Charging Rules Function
P-CSCF	Proxy CSCF
PDG	Packet Data Gateway
PDN	Packet Data Network
PDP	Packet Data Protocol
PDU	Protocol Data Unit
P-GW	PDN Gateway
PICS	Protocol Implementation Conformance Statement
PIDF-LO	Presence Information Data Format Location Object
PLMN	Public Land Mobile Network
PSAP	Public Safety Answering Point
PSI	Public Service Identity
PSTN	Public Switched Telephone Network
QCI	QoS Class Identifier
QoS	Quality of Service
RAND	RANDom challenge
RCS	Return Channel via Satellite
RCST	Return Channel via Satellite Terminal
RES	RESponse
RLOS	Restricted Local Operator Services
RTCP	Real-time Transport Control Protocol
RTP	Real-time Transport Protocol
SAC	Service Area Code
SAI	Service Area Identifier
SBA	Service Based Architecture
SBI	Service Based Interface
S-CSCF	Serving CSCF
SCTP	Stream Control Transmission Protocol
SDES	Session Description Protocol Security Descriptions for Media Streams
SDP	Session Description Protocol
SDU	Service Data Unit
SIP	Session Initiation Protocol
SLF	Subscription Locator Function
SNPN	Stand-alone Non-Public Network
SNR	Serial Number
SQN	SeQuence Number
SRVCC	Single Radio Voice Call Continuity
STUN	Session Traversal Utilities for NAT
SVN	Satellite Virtual Network
SVN-MAC	SVN Medium Access Control label
TAC	Type Approval Code
TFT	Traffic Flow Template
TP	Telepresence
TLS	Transport Layer Security
TRF	Transit and Roaming Function
TURN	Traversal Using Relay NAT
TWAG	Trusted WLAN Access Gateway
TWAN	Trusted WLAN
UA	User Agent
UAC	User Agent Client
UAS	User Agent Server
UDM	Unified Data Management
UDPTL	UDP Transport Layer
UDVM	Universal Decompressor Virtual Machine
UE	User Equipment
UICC	Universal Integrated Circuit Card
URI	Uniform Resource Identifier
URL	Uniform Resource Locator
URN	Uniform Resource Name
USAT	Universal Subscriber Identity Module Application Toolkit
USIM	Universal Subscriber Identity Module
VPLMN	Visited PLMN
WebRTC	Web Real-Time Communication
WIC	WebRTC IMS Client
WLAN	Wireless Local Area Network
x	prohibited
xDSL	Digital Subscriber Line (all types)
XGPON1	10 Gigabit-capable Passive Optical Networks
XMAC	expected MAC
XML	eXtensible Markup Language
* * * Next Change * * * *
4.17	3GPP PS data off
The UE and the network can support the 3GPP PS data off.
When 3GPP PS data off is supported and active, IP packets that are associated with services that are not a 3GPP PS data off exempt service are prevented from transport over EPS IP-CAN, GPRS IP-CAN and 5GS IP-CAN as specified in 3GPP TS 23.228 [7]. The UE may be configured by the HPLMN. or the EHPLMN or the subscribed SNPN with up to two indications whether a 3GPP IMS service is a 3GPP PS Data Off exempt service, one indication is valid for when the UE is in the HPLMN. or the EHPLMN, or a subscribed SNPN and the other indication is valid for when the UE is in the VPLMN or, if the UE supports access to an SNPN using credentials from a CH, a non-subscribed SNPN. When the UE is only configured with the indication valid for the UE camping in the the HPLMN. or the EHPLMN or a subscribed SNPN, the UE shall use this indication also when the UE is in the VPLMN or the non-subscribed SNPN.
When 3GPP PS data off is supported and active and the UE is configured, either as specified in 3GPP TS 24.167 [8G] or in 3GPP TS 31.102 [15C], with services that are 3GPP PS data off exempt, then the UE will not send uplink IP packets related to any services that are not 3GPP PS data off exempt over EPS IP-CAN, GPRS IP-CAN and 5GS IP-CAN. The UE informs the network about its 3GPP PS data off status by including a g.3gpp.ps-data-off media feature tag specified in subclauce 7.9.8 in all REGISTER requests sent over GPRS IP-CAN, EPS IP-CAN or 5GS IP-CAN. The UE reregisters over EPS IP-CAN, GPRS IP-CAN and 5GS IP-CAN every time the 3GPP PS data off status is changed or the UE is provided by the network with a new list of 3GPP PS data off exempt services while the 3GPP PS data off status is "active".
An AS handling a service is configured with information whether the service is a 3GPP PS data off exempt service. If the 3GPP PS data off status is active and the service is not a 3GPP PS data off exempt service, the AS prevents downlink IP packets of the service from reaching the UE over EPS IP-CAN, GPRS IP-CAN and 5GS IP-CAN. The AS shall be configured with up to two indications whether a 3GPP IMS service is a 3GPP PS Data Off exempt service, one indication is valid for non-roaming users, and the other indication is valid for users roaming in the various VPLMNs with whom roaming agreements exist or users accessing non-subscribed SNPNs. When the AS is only configured with the indication valid for the UE camping in the the HPLMN. or the EHPLMN or the subscribed SNPN, the AS shall use this indication also when the UE is in the VPLMN or non-subscribed SNPN.
[bookmark: _Toc20147421][bookmark: _Toc27489297][bookmark: _Toc27491303][bookmark: _Toc35957989][bookmark: _Toc45204538][bookmark: _Toc51928045][bookmark: _Toc51930058][bookmark: _Toc75522369]* * * Next Change * * * *
5.1.6.1	General
A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup using appropriate access technology specific procedures.
[bookmark: _Hlk507506160]NOTE 1:	For CS systems based on 3GPP TS 24.008 [8], clause B.5 applies.
The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) or to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN) by applying access technology specific procedures described in the access technology specific annexes.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call as described in subclause 5.1.6.8.4.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is not currently registered, the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call as described in subclause 5.1.6.8.3.
[bookmark: _Hlk86735314]If the IM CN subsystem is selected and the UE is attached to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN), the UE shall:
1)	perform an initial emergency registration, as described in subclause 5.1.6.2; and
2)	attempt an emergency call as described in subclause 5.1.6.8.3.
If the UE supports the emerg-reg timer defined in table 7.8.1, the UE shall start the emerg-reg timer when the UE decides that an emergency call is to be established via the IM CN subsystem. The UE shall stop the timer when the UE determines that an initial emergency registration, as described in subclause 5.1.6.2, is not required or upon receipt of any final SIP response during the initial emergency registration. When the emerg-reg timer expires, the UE shall:
1)	if the initial REGISTER request for the initial emergency registration has been sent, consider that the emergency registration has failed and apply the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 6.1; and
2)	if the initial REGISTER request for the initial emergency registration has not been sent, consider that the attempt to set up the emergency call via the the IM CN subsystem has failed, abort any ongoing IP-CAN procedures for the emergency registration, and apply the procedures for domain selection as defined in 3GPP TS 23.167 [4B] annex H.5.
The UE may support being pre-configured for the Emerg-reg timer using one or more of the following methods:
a)	the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C];
b)	the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and
c)	the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G].
If the UE is configured with both the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G] and the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Timer_Emerg-reg leaf of the EFIMSConfigData file shall take precedence.
NOTE 2:	Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].
If the IM CN subsystem is selected and the UE has no credentials the UE can make an emergency call without being registered. The UE shall attempt an emergency call as described in subclause 5.1.6.8.2.
An IP-CAN can, dependent on the IP-CAN capabilities, provide local emergency numbers (including information about emergency service categories or information about emergency service URNs) to the UE which has that capability, in order for the UE to recognize these numbers as emergency call.
[bookmark: _Hlk83672133]* * * Next Change * * * *
[bookmark: _Toc20147432][bookmark: _Toc27489308][bookmark: _Toc27491314][bookmark: _Toc35958000][bookmark: _Toc45204549][bookmark: _Toc51928056][bookmark: _Toc51930069][bookmark: _Toc75522380][bookmark: _Toc20147699][bookmark: _Toc27489575][bookmark: _Toc27491581][bookmark: _Toc35958267][bookmark: _Toc45204816][bookmark: _Toc51928323][bookmark: _Toc51930336][bookmark: _Toc75522648]5.1.6.8.3	Emergency session set-up within an emergency registration
After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A and 5.1.3 with the following additions:
1)	the UE shall insert in the INVITE request, a From header field that includes the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration, as described in subclause 4.2;
2)	the UE shall include a service URN in the Request-URI of the INVITE request in accordance with subclause 5.1.6.8.1;
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-URI;
4)	if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the P-Access-Network-Info header field shall contain a location identifier such as the cell id, line id or the identity of the WLAN access node, which is relevant for routeing the IMS emergency call;
NOTE 1:	The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.
5)	the UE shall insert in the INVITE request, one or two P-Preferred-Identity header field(s) that include the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration as described in subclause 4.2;
NOTE 2:	Providing two P-Preferred-Identity header fields is usually supported by UE acting as enterprise network.
6)	void;
7)	if the UE has its location information available, or a URI that points to the location information, then the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the URI that points to where the UE's location is stored, include the URI as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90] and RFC 5491 [267], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
NOTE 3:	If the location information is old or inaccurate, the UE does not consider location information to be available.
8)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
NOTE 4:	It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.
9)	if the UE has neither geographical location information available, nor a URI that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
10)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 5:	RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then the following treatment is applied:
1)	if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2), then the UE shall:
a)	if the CS domain is available to the UE, and no prior attempt using the CS domain for the current emergency call attempt has been made, attempt emergency call via CS domain using appropriate access technology specific procedures;
b)	if the CS domain is not available to the UE or the emergency call has already been attempted using the CS domain, then perform one of the following actions:
-	if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.6.3), perform an initial emergency registration using a different VPLMN or non-subscribed SNPN, if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause; or
-	perform implementation specific actions to establish the emergency call; and
2)	if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.
NOTE 6:	The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF. If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field values. The last entry of the Path header field value corresponding to the flow on which the 380 (Alternative Service) response was received is checked.
* * * Next Change * * * *
5.7.1.26	Procedures in the AS for 3GPP PS data off
An AS that supports 3GPP PS data off can receive in the message/SIP MIME body in a third party REGISTER request the REGISTER request sent by the UE. If this REGISTER request contains a "+g.3gpp.ps-data-off" Contact header field parameter the AS can determine that the UE supports 3GPP PS data off, and the value of the parameter indicates the 3GPP PS data off status. When the AS receives an initial request for a dialog or a standalone transaction destined to the served user, if:
-	the latest "+g.3gpp.ps-data-off" Contact header field parameter, specified in subclauce 7.9.8, that was received in a third party REGISTER request, as specified above, was set to "active" in the UE; and
-	the service the AS supports is not configured as a 3GPP PS data off exempt service to be used in the the HPLMN, or the EHPLMN or the subscribed SNPN, or the service the AS supports is not configured as a 3GPP PS data off exempt service to be used in the VPLMN or the non-subscribed SNPN;
the AS shall not send the request to the UE via GPRS IP-CAN, EPS IP-CAN or 5GS IP-CAN.
* * * Next Change * * * *
[bookmark: _Toc20149132][bookmark: _Toc27491008][bookmark: _Toc27493014][bookmark: _Toc35959700][bookmark: _Toc45206249][bookmark: _Toc51929761][bookmark: _Toc51931774][bookmark: _Toc75524105][bookmark: _Toc20149149][bookmark: _Toc27491025][bookmark: _Toc27493031][bookmark: _Toc35959717][bookmark: _Toc45206267][bookmark: _Toc51929779][bookmark: _Toc51931792][bookmark: _Toc75524123]U.2.2.6.1	General
For the purposes of this document, an emergency PDU session is the equivalent of emergency bearers; i.e. the 5GS defines emergency bearers for the support of emergency calls. Emergency PDU session is defined for use in emergency calls in 5GS and core network support of emergency PDU session is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency PDU session, the UE shall use emergency PDU session for both signalling and media for emergency calls made using the IM CN subsystem.
Some jurisdictions allow emergency calls to be made when the UE does not contain an UICC, or where the credentials are not accepted. Additionally, where the UE is in state 5GMM-REGISTERED.LIMITED-SERVICE or 5GMM-REGISTERED.PLMN-SEARCH, a normal registration in 5GS has been attempted but it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, subject to the lower layers indicating that the network does support emergency bearer services in limited service state (see 3GPP TS 36.331 [19F] or 3GPP TS 38.331 [19G]), the procedures for emergency calls without registration can be applied, as defined in subclause 5.1.6.8.2. If the 5GS primary authentication procedure has already succeeded during the latest normal or emergency registration procedure in 5GS, the UE shall perform an initial emergency registration, as described in subclause 5.1.6.2 before attempting an emergency call as described in subclause 5.1.6.8.3.
NOTE 1:	The UE can determine that 5GS primary authentication procedure has succeeded during the emergency registration procedure in 5GS when a non-null integrity protection algorithm (i.e. other than 5G-IA0 algorithm) is received in the NAS signalling SECURITY MODE COMMAND message.
To perform emergency registration, the UE shall request to establish an emergency PDU session as described in 3GPP TS 24.501 [258]. The procedures for PDU session establishment and P-CSCF discovery, as described in subclause U.2.2.1 of this specification apply accordingly.
In the present document, "EMS is Y" as described in 3GPP TS 23.167 [4B] refers to one of the following conditions:
a)	if the UE is in an NR cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMC is set to either "Emergency services supported in NR connected to 5GCN only" or "Emergency services supported in NR connected to 5GCN and E-UTRA connected to 5GCN" as described in 3GPP TS 24.501 [258]; or
b)	if the UE is in an E-UTRA cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMC is set to either "Emergency services supported in E-UTRA connected to 5GCN only" or "Emergency services supported in NR connected to 5GCN and E-UTRA connected to 5GCN" as described in 3GPP TS 24.501 [258].
In the present document, "EMS is N" as described in 3GPP TS 23.167 [4B] refers to one of the following conditions:
a)	if the UE is in an NR cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMC is set to either "Emergency services not supported" or "Emergency services supported in E-UTRA connected to 5GCN only" as described in 3GPP TS 24.501 [258]; or
b)	if the UE is in an E-UTRA cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMC is set to either "Emergency services not supported" or "Emergency services supported in NR connected to 5GCN only" as described in 3GPP TS 24.501 [258].
In the present document, "ESFB is Y" as described in 3GPP TS 23.167 [4B] refers to one of the following conditions:
a)	if the UE is in an NR cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMF is set to either "Emergency service fallback supported in NR connected to 5GCN only" or "Emergency service fallback supported in NR connected to 5GCN and E-UTRA connected to 5GCN" as described in 3GPP TS 24.501 [258]; or
b)	if the UE is in an E-UTRA cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMF is set to either "Emergency service fallback supported in E-UTRA connected to 5GCN only" or "Emergency service fallback supported in NR connected to 5GCN and E-UTRA connected to 5GCN" as described in 3GPP TS 24.501 [258].
In the present document, "ESFB is N" as described in 3GPP TS 23.167 [4B] refers to one of the following conditions:
a)	if the UE is in an NR cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMF is set to either "Emergency service fallback not supported" or "Emergency service fallback supported in E-UTRA connected to 5GCN only" as described in 3GPP TS 24.501 [258]; or
b)	if the UE is in an E-UTRA cell connected to 5GCN, the network indicates in the REGISTRATION ACCEPT message that EMF is set to either "Emergency service fallback not supported" or "Emergency service fallback supported in NR connected to 5GCN only" as described in 3GPP TS 24.501 [258].
Emergency services fallback is defined to direct or redirect the UE towards either E-UTRA connected to 5GCN or EPS and support of emergency service fallback is indicated to the UE in NAS signalling.
In order to find out whether the UE is attached to the home PLMN or to the a visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 2:	In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.
[bookmark: _Hlk506103534][bookmark: _Hlk530338173]If the UE selected an entry of the "list of subscriber data" in the SNPN access mode as specified in 3GPP TS 23.122 [4C], in order to find out whether the UE is attached to a subscribed SNPN or to a non-subscribed SNPN , the UE shall compare the SNPN identity of the selected entry of the "list of subscriber data" with the SNPN identity of the SNPN the UE is attached to. If the SNPN identity of the SNPN the UE is attached to does not match the SNPN identity of the selected entry of the "list of subscriber data", then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a non-subscribed SNPN.
If the UE selected the PLMN subscription in the SNPN access mode as specified in 3GPP TS 23.122 [4C], then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a non-subscribed SNPN.
If the dialled number is equal to a local emergency number stored in the Extended Local Emergency Number List (as defined in 3GPP TS 24.301 [8J]), then the UE shall recognize such a number as for an emergency call and:
-	if the dialled number is equal to an emergency number stored in the ME, or in the USIM, then the UE shall perform either procedures in the subclause U.2.2.6.1B or the procedures in subclause U.2.2.6.1A; and
-	if the dialled number in not equal to an emergency number stored in the ME, or in the USIM, then the UE shall perform procedures in the subclause U.2.2.6.1B.
If the dialled number is not equal to a local emergency number stored in the Extended Local Emergency Number List (as defined in 3GPP TS 24.301 [8J]) and:
-	if the dialled number is equal to an emergency number stored in the ME, in the USIM or in the Local Emergency Number List (as defined in 3GPP TS24.008 [8]), then the UE shall recognize such a number as for an emergency call and performs the procedures in subclause U.2.2.6.1A.
NOTE 3:	The UE verifies if a detected emergency number is still present in the Extended Local Emergency Number List after registering to a different PLMN. It is possible for the number to no longer be present in the Extended Local Emergency Number List if:
-	the PLMN attached to relies on the Local Emergency Number List for deriving a URN; or 
-	the previously received Extended Emergency Number List Validity field indicated "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received".
If the UE detected an emergency number, the UE subsequently performs a registration procedure or an emergency registration procedure with a different PLMN than the PLMN from which the UE received the last Extended Local Emergency Number List, the dialled number is not stored in the ME, in the USIM and in the Local Emergency Number List, and:
-	the REGISTRATION ACCEPT message received from the different PLMN contains the Extended Local Emergency Number List and the emergency number is present in the updated Extended Local Emergency Number List then the UE uses the updated Extended Local Emergency Number List when it performs the procedures in subclause U.2.2.6.1B; and
-	the REGISTRATION ACCEPT message received from the different PLMN contains no Extended Local Emergency Number List or the emergency number is no longer present in the updated Extended Local Emergency Number List then the UE shall attempt UE procedures for SIP that relate to emergency using emergency service URN "urn:service:sos".
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 
-	the 380 (Alternate Service) response contains a Contact header field;
-	the value of the Contact header field is a service URN; and
-	the service URN has a top-level service type of "sos";
then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].
If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:
1)	if the URN in the Contact header field matches an emergency service URN in table U.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table U.2.2.6.1; and
2)	if the URN in the Contact header field does not match any emergency service URN in table U.2.2.6.1, then the type of emergency service is not identified.
[bookmark: _Hlk507430506]NOTE 4:	In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available. The country specific URN is an example of a "emergency subservice type that does not map into an emergency service category for the CS domain".
When the emergency registration expires, the UE should disconnect the emergency PDU session.
Upon receiving a 3xx other than 380 (Alternative service), 4xx, 5xx or 6xx response to an INVITE request for a UE detectable emergency call, the UE shall perform domain selection as specified in 3GPP TS 23.167 [4B] annex H, to re-attempt the emergency call.
* * * Next Change * * * *
[bookmark: _Toc20149133][bookmark: _Toc27491009][bookmark: _Toc27493015][bookmark: _Toc35959701][bookmark: _Toc45206250][bookmark: _Toc51929762][bookmark: _Toc51931775][bookmark: _Toc75524106]U.2.2.6.1A	Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table U.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table U.2.2.6.1: Mapping between type of emergency service and emergency service URN
	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain



NOTE 1:	It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.
If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the UICC then:
-	if the UE is in the HPLMN or a subscribed SNPN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table U.2.2.6.1; and
-	if the UE is in the a VPLMN or a non-subscribed SNPN, the UE shall select "urn:service:sos".
If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:
-	if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the UICC for the dialled number; or
-	if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the UICC for the dialled number,
then the UE shall map any one of these emergency service types to an emergency service URN as specified in table U.2.2.6.1.
NOTE 2:	How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the core network, is implementation dependent.
* * * Next Change * * * *
U.3.1.2	Availability for calls
This subclause documents the minimal requirements for being available for voice communication services when using 5GS.
A UE shall perform an initial registration as specified in subclause 5.1.1.2 using a QoS flow for SIP signalling (see annex U.2.2.1), if all the following conditions are met:
1)	if the UE is operating in the "voice centric" way;
2)	if the UE is capable of receiving any (but not necessarily all) of the media types which the CS domain supports, such that the media type can also be used when accessing the IM CN subsystem using:
a)	the 5GS IP-CAN via NR;
b)	the 5GS IP-CAN via E-UTRA; or
NOTE 1:	The use of 5GS IP-CAN via E-UTRA can also be the result of an inter-RAT fallback during setup of the IMS voice call. This can occur, for example, when a UE not supporting the media type in 5GS IP-CAN via NR initiates an IMS voice call in 5GS IP-CAN via NR.
c)	the EPS IP-CAN;
NOTE 2:	EPS can be used as IP-CAN as the result of an EPS fallback during setup of the IMS voice call. This can occur, for example, when a UE not supporting the media type in 5GS IP-CAN via NR initiates an IMS voice call in 5GS IP-CAN via NR, or when a UE not supporting the media type in 5GS IP-CAN via E-UTRA initiates an IMS voice call in 5GS IP-CAN via E-UTRA.
3)	if:
a)	the media type of item 2 is an "audio" media type;
b)	the UE supports codecs suitable for (conversational) speech; and
c)	the "audio" media type is not restricted from inclusion in an SDP message according to the media type restriction policy as specified in subclause 6.1.1;
	and one of the following is true:
a)	3GPP PS data off status is "inactive";
b)	3GPP PS data off status is "active", the UE is in the the HPLMN, or the EHPLMN or a subscribed SNPN, and MMTEL voice is a 3GPP PS data off exempt service; or
c)	3GPP PS data off status is "active", the UE is in the a VPLMN or a non-subscribed SNPN, the UE is configured with an indication that MMTEL voice is a 3GPP PS data off exempt service in a VPLMN or a non-subscribed SNPN, and MMTEL voice is a 3GPP PS data off roaming exempt service;
4)	if the UE determines that its contact has not been bound to a public user identity using the IP-CAN, such that the contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to the media of item 2 and item 3;
5)	if the IMSVoPS indicator, provided by the lower layers indicates voice is supported;
6)	if the procedures to perform the initial registration are enabled (see 3GPP TS 24.305 [8T]); and
7)	if the PDU session used for IMS is:
a)	available; or
b)	not available, and the UE is allowed to send a PDU SESSION ESTABLISHMENT REQUEST message to establish a PDU session with 5GS QoS flow that is needed for performing the initial registration as described in U.2.2.1.
NOTE 3:	Regardless of any of the above conditions, a UE might attempt to register with the IM CN subsystem at any time.
EXAMPLE:	As an example of the note, a UE configured to preferably attempt to use the 5GS to access IM CN subsystem can perform an initial registration as specified in subclause 5.1.1.2, if the conditions in items 2, 3, 4, 5, 6 and 7 in this subclause, evaluate to true.
The UE indicates to the non-access stratum the status of being available for voice over PS when:
I)	the UE is capable of receiving any (but not necessarily all) of the media types which the CS domain supports, such that the media type can also be used when accessing the IM CN subsystem using:
a)	the 5GS IP-CAN via NR;
b)	the 5GS IP-CAN via E-UTRA; or
NOTE 4:	The use of 5GS IP-CAN via E-UTRA can also be the result of an inter-RAT fallback during setup of the IMS voice call. This can occur, for example, when a UE not supporting the media type in 5GS IP-CAN via NR initiates an IMS voice call in 5GS IP-CAN via NR.
c)	the EPS IP-CAN;
NOTE 5:	EPS can be used as IP-CAN as the result of an EPS fallback during setup of the IMS voice call. This can occur, for example, when a UE not supporting the media type in 5GS IP-CAN via NR initiates an IMS voice call in 5GS IP-CAN via NR, or when a UE not supporting the media type in 5GS IP-CAN via E-UTRA initiates an IMS voice call in 5GS IP-CAN via E-UTRA.
II)	if the media type of item I is an "audio" media type, the UE supports codecs suitable for (conversational) speech, the "audio" media type is not restricted from inclusion in an SDP message according to the media type restriction policy as specified in subclause 6.1.1; and:
a)	3GPP PS data off status is "inactive";
b)	3GPP PS data off status is "active", the UE is in the the HPLMN, or the EHPLMN or a subscribed SNPN, and MMTEL voice is a 3GPP PS data off exempt service; or
[bookmark: _Hlk83391964]c)	3GPP PS data off status is "active", the UE is in the a VPLMN or a non-subscribed SNPN, the UE is configured with an indication that MMTEL voice is a 3GPP PS data off exempt service in a VPLMN, and MMTEL voice is a 3GPP PS data off roaming exempt service; and
III)	the UE determines a contact has been bound to a public user identity using the IP-CAN, such that this contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to such media.
The UE indicates to the non-access stratum the status of being not available for voice over PS when:
I)	in response to receiving the IMSVoPS indicator indicating voice is supported, the UE:
-	initiated an initial registration as specified in subclause 5.1.1.2, received a final response to the REGISTER request sent, but the conditions for indicating the status of being available for voice over PS are not met; or
-	did not initiate an initial registration as specified in subclause 5.1.1.2 and, these conditions for indicating the status of being available for voice over PS are not met; or
II)	the conditions for indicating the status of being available for voice over PS are no longer met.
NOTE 6:	The status of being not available for voice over PS is used for domain selection for UE originating sessions / calls specified in 3GPP TS 23.501 [257] subclause 5.16.3.5.
* * * Next Change * * * *
[bookmark: _Toc20149153][bookmark: _Toc27491029][bookmark: _Toc27493035][bookmark: _Toc35959721][bookmark: _Toc45206271][bookmark: _Toc51929783][bookmark: _Toc51931796][bookmark: _Toc75524127]U.3.1.5	3GPP PS data off
If the 3GPP PS data off status is "active" the UE shall only send initial requests that:
1)	are associated with a 3GPP IMS service which enforces 3GPP PS data off;
NOTE 1:	These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)	are associated with an emergency service; or
3)	are associated with 3GPP PS data off exempt services configured in the UE using one or more of the following methods:
-	the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G], if the UE is in the HPLMN or the EHPLMN, or if the UE is in the VPLMN and the non_3GPP_ICSIs_roaming_exempt node specified in 3GPP TS 24.167 [8G] is not configured;
-	the non_3GPP_ICSIs_roaming_exempt node specified in 3GPP TS 24.167 [8G], if the UE is in the VPLMN;
-	the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], if the UE is in the HPLMN or the EHPLMN, or if the UE is in the VPLMN and the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] is not configured; or
-	the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], if the UE is in the VPLMN.
Editor's Note [WI eNPN, CR#6535]:	Condition related to the UE in an SNPN needs to be added once the UE configuration in TS 24.167 has been updated.
	If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.
	If the UE is configured with both the non_3GPP_ICSIs_roaming_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.
If the 3GPP PS data off status changes from "inactive" to "active" the UE shall release all dialogs that
1)	are not associated with a 3GPP IMS service which enforces 3GPP PS data off;
NOTE 2:	These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)	are not associated with an emergency service; and
3)	are not associated with 3GPP data off exempt services configured in the UE using one or more of the following methods:
-	the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G], if the UE is in the HPLMN or the EHPLMN, or if the UE is in the VPLMN and the non_3GPP_ICSIs_roaming_exempt node specified in 3GPP TS 24.167 [8G] is not configured;
-	the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], if the UE is in the VPLMN;
-	the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], if the UE is in the HPLMN or the EHPLMN, or if the UE is in the VPLMN and the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] is not configured; or
-	the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], if the UE is in the VPLMN.
	If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.
	If the UE is configured with both the non_3GPP_ICSIs_roaming_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_roaming_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.
* * * End of Changes * * * *

