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1. Overall Description:

In E-UTRAN and NG-RAN, nodes support the ACL function to manage the connections from other peer nodes, as defined in section 3.1 in TS 36.413. The definition is cited here for reference:

[bookmark: OLE_LINK55][bookmark: OLE_LINK56]ACL functionality: A functionality controlling the access to network nodes. In case of Access Control Lists (ACL) functionality is applied in a network node the network node may only accept connections from other peer network nodes once the source addresses of the sending network node is already known in the target node.


RAN3 has agreed that one scenario to be supported for ACL is the one with indirect data forwarding after S1AP and NGAP based handovers. In this scenario, forwarded data towards the target RAN would have a source IP address belonging to the CN UP gateway that will indirectly forward data.

In the solution discussed, RAN3 has identified as an option that of signalling to the target RAN the source IP address for indirect data forwarding as part of the S1: Handover Request and NG: Handover Request.

2. Actions:
To SA2 and CT1
ACTION: 	RAN3 kindly asks SA2 and CT1 to check that the solution described above is feasible and to feedback their opinion to RAN3.


3. Date of Next RAN3 Meetings:
RAN3#113-e	1st November  – 11th November 2021	Online
