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1
Overall description
CT1 has received an LS from ITU-T SG2 that they have started work on call spoofing. CT1 wants to provide information to CT and SA about work carried out in CT1 that CT and SA may use to provide feedback to ITU-T SG2.
CT1 started in rel-14 (WI SPECTRE), and continued in rel-15 (WI eSPECTRE) to work on call spoofing prevention based on the work in IETF STIR WG. While ITU-T work is focussed on barring calls from potentially fraudulent sources, CT1 work has been focussed on ensuring that the originating identity can be verified at the terminating network and is based on the Identity header field specified in IETF RFC 8224, using PASSPorTs defined in RFC 8588 and RFC 8946. The 3GPP solution has been specified in 3GPP TS 24.229 from rel-15.

3GPP currently has an ongoing WI (TEI17_SAPES) to extend the mechanism for originating identity verification to also protect values in the Resource-Priority header field and the "psap-callback" value in the Priority header field.
2
Actions
To CT and SA
ACTION:
CT1 asks CT and SA to take the information into account and if seen needed provide this information along with information from other WGs to ITU-T.
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