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1. Background
SA2

In TS 23.502 subclause 4.2.11.4 and 5.2.21.2.4, SA2 has specified that 
“The NSACF takes the Access Type parameter into account for increasing and decreasing the number of PDU Sessions per S-NSSAI as described in clause 5.15.11.2 of TS 23.501 [2]. For MA-PDU Session, if the NSACF receives a request containing multiple Access Types, the NSACF provides a Result indication for each Access Type.
…
If the NSACF returns a Result indication including ' maximum number of PDU Sessions per S-NSSAI reached', the SMF rejects the PDU Session establishment request with reject cause set to 'maximum number of PDU Sessions per S-NSSAI reached' and optionally a back-off timer and the access type.”
CT4

In TS 29.536 subclause 5.2.2.4.2, CT4 has specified that 
“The NSACF may take the access type provided by the NF Service Consumer (e.g. SMF) into account when counting the number of PDU sessions established to a network slice, if per access network slice admission control is required, e.g. as per operator policy.”

In TS 29.536 subclause 6.1.6.3.5, the failure result of NSAC procedure for an individual S-NSSAI is listed as below:
Table 6.1.6.3.5-1: Enumeration AcuFailureReason

	Enumeration value
	Description
	Applicability

	"SLICE_NOT_FOUND"
	Indicates that an S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.
	

	"EXCEED_MAX_UE_NUM"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs.
	

	"EXCEED_MAX_UE_NUM_3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for 3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_UE_NUM_N3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for Non-3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_PDU_NUM"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions.
	

	"EXCEED_MAX_PDU_NUM_3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the maximum number of PDU sessions configured for 3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_PDU_NUM_N3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the maximum number of PDU sessions configured for Non-3GPP access, if per access network slice admission control is required.
	


The above table shows that the NSACF shall return to the SMF that whether the NSAC failure result applies to both access types or only applies to one specific access type.
2. Discussion

Based on above SA2 and CT4 specification:

1) For Single-Access PDU session, the NSACF shall return to the SMF the failure result and the applied access type(s). The SMF should reject the PDU session establishment request associated with the applied access type(s) (i.e. both access types or only the current access type).

2) For Multi-Access PDU session, the NSACF shall return to the SMF the failure result and the applied access type(s).

If only the other access type is rejected, the SMF will send PDU session establishment accept message to the UE and the UE will re-initiate the UE-requested PDU session establishment procedure over the other access type upon an implementation specific timer expiry, as specified in TS 24.193 for ATSSS, which means the case has already been covered by existing ATSSS specifications.

If only the current access type is rejected or both access types are rejected, the SMF should reject the PDU session establishment request associated with the applied access type(s) (i.e. both access types or only the current access type).
CT1

In TS 24.501, CT1 have agreed to apply access type irrelevant NSAC for number of PDU sessions in the SM NAS layer (i.e. re-use S-NSSAI based congestion control with 5GSM cause #69 "insufficient resources for specific slice" which is per PLMN and per S-NSSAI and regardless of access type).

In other words, the SMF cannot distinguish the applied access type(s) of NSAC based on the different NSAC failure results received from the NSACF.

To align with stage 2 and to avoid introducing a new 5GSM cause, it proposes to introduce an indicator associated with the re-used 5GSM cause #69 to indicate that whether the reject cause is applied to both access types or only applied to the current access type.

3. Proposal
Proposal: Introduce an indicator associated with the 5GSM cause #69 to indicate that whether the reject cause is applied to both access types or only applied to the current access type, as proposed in C1-220224.
