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1. Introduction
Process for initiating a group regroup is un-necessarily complicated and not adapted to interconnection of MC systems.This discussion paper explains the possible issue with the existing procedures in case of interconnected MCPTT systems and proposes a way forward for correction and simplification.

2. Current procedures
The current procedures in 24.379 when a users intiates a pre-arranged group call using a temporary group or a group regroup based on pre-configured group is as follows :

1. Originating client (10.1.1.2.1.1) sends a SIP INVITE to Originating Participating, containing an mcptt-info body with the identity of the group regroup or temporary group in the <mcptt-request-uri> element and the identity of the constituent group in the <associated-group-id> element;
· The client always knows at least one constituent group it is affiliated to, so it shall always include that information in the request. The wording, using "can" is ambiguous;
2. The Originating Participating (10.1.1.3.1.1) is not making distinction whether the SIP INVITE if for a normal group or a group regroup/temporary group and forwards the SIP INVITE to the Controlling of the group regroup, based on the <mcptt-request-uri> element, as for a normal group, ignoring the <associated-group-id> element;
3. The Controlling (10.1.1.4.2) then sends a SIP OPTION (6.3.3.1.13.7) to the Non-Controlling of the constituent group identified in the <associated-group-id> to check if the calling user is authorized to initiate that call
· Note that the procedure in 6.3.3.1.13.7 also considers the possibility that the <associated-goup-id> element is not included in the SIP INVITE (what would not be a possible case if the wording of the client procedure was not ambiguous), and sends the SIP OPTION to all the constituent groups;
4. The Non-Controlling (10.1.1.5.4) checks that the calling user is a member of the constituent group and is authorized to initiate a pre-arranged group session (6.3.5.4) and send a SIP 200 response back to the Controlling, including a P-Asserted-Identity header field set to the PSI of the Non-Controlling;
5. The Controlling (6.3.3.1.13.7) uses the information of the SIP 200 response to return a SIP 302 response to the Originating Participating, including the identity of the constituent group in the <mcptt-request-uri> element, and the PSI of the Non-Controlling in a Contact header field;
6. The Originating Participating (10.1.1.3.1.1) uses the informaiton of the SIP 302 and re-route the INVITE to the Non-Controlling, using the PSI received in the Contact header field and the identity of the constituent group received in the <mcptt-request-uri> element of the SIP 302 response.
7. The Non-Controlling (10.1.1.5.5) checks that the user is authorized to intiate a pre-arranged group session (6.2.5.4 again) and (6.3.4.1.4) determines what is the group regroup/tremporary group in which the constituent group (received in the <mcptt-request-uri> element from the Originating Participatring) has been regrouped and sends a SIP INVITE to the Controlling 

3. Issue with the current procedures
The main issue with this whole procedure is that it does not work in the context of interconnected system from different domains. In such context, the connection between systems are using entry and exit MCPTT gateway servers, whose roles include hiding sensitive information to the non-trusted partner system.

The figure below illustrates the case where the Originating Participating, the Controlling (of the group regroup) and the Non-Controlling (of the constituent group) are in 3 different systems. MCPTT gateway servers are then in place between each pair of functions. To simplify the figure, entry and exit gateways between systems x and y are not distinguished and are fused into Gateway Server x-y (GS x-y).




When the Non-Controlling sends back the SIP 200 OK response to the SIP OPTION (step 4 above), the GS 2-3 will replace the PSI the Non-Contrlling had put in the P-Asserted-Identity header field with the URI of the GS 2-3, as the PSI of the Non-Controlling cannot be exposed to the Controlling.

So when the Controlling sens the SIP 302 response to the Originating Participating (step 5), the Contact header field will containt that URI of GS 2-3 and not the PSI of the Non-Controlling. GS 1-2 might consider that the URI in the Contact header field is sensitive information and either replace it with its own URI, or remove that header field it.

The result is that the Originating Participating will not receive any information in the SIP 302 response that will allow to correctly route the SIP INVITE towards the Non-Controlling (step 6). The information received might be "undetermined" if the Contact header field is removed by GS 1-2, or it might be the URI of GS 1-2, or of GS 2-3 if the Contact header field has not been modified by GS 1-2. But there is no chance that it could be the PSI of the Non-Controlling nor the URI of GS 1-3.

In conclusion, when functions are in different systems in different domains, that sequence does not allow to correctly route the SIP INVITE to the Non-Controlling through the appropriate gateway server, nor even directly if they are in the same system (but the group regroup is not).

4. Proposed solution
First, the ambiguous text in the Originating Client procedure (10.1.1.2.1.1 step 14 d) shall be made clear. It shall be mandatory for the Originating Client to include the constituent group when orginating a call to a group regroup or a temporary group. 

For a group regroup based on preconfigured group, the client is notified of the regroup creation from the SIP MESSAGE carrying the regroup creation and containing the list of regrouped groups For a temporary group created in the GMS, the client ( is aware of the new group from the update of the list of groups in its user profile and) gets the list of regrouped groups from the group document of the temporary group. If the client knows the identity of the group regroup or of the temporary group, then it knows necessarily the list of regroupes groups.From that list of regrouped groups, the clIent shall select one it is affiliated to.

Including the constituent group is also important to make sure that the correct group regroup is set up, in case for instance the group regroup changes during the time it is set up. Presence of the associated-group-id> element allows also the Originating Participating to determine that the Orignating Client is calling a group regroup or temporary group and not a normal group.

Proposal 1: The Originating Client shall include the selected constituent group in the <associated-group-id> element in the SIP INVITE request when initiating a call to a group regroup or temporary group.

Then, when it receives the initial SIP INVITE from the Originating Client, the Originating Participating already has the identity of the constituent group and can correctly route the SIP INVITE to the appropriate Non-Controlling, either directly using the Non-Controlling PSI if in the same system or through the MCPTT gateway servers to be used between the two systems if in different systems.

Proposal 2: The Originating Participating shall route the SIP INVITE received from the Originating Client towards the Non-Controlling (directly or through MCPTT gateway servers) using the consistuent group identity received in <associated group-id>.

The controls that were done by the Non-Controlling when processing the SIP OPTION, are already redone by the Non-Controllling when it receives the SIP INVITE from the Originating Participating (10.1.1.5.5), so the level of control is not modified. More over, additional controls should be made, to control that the Originating Client is affiliated to the constituent group and also to control that the constituent group is actually regrouped in the targeted group regroup or temporary group.

The consistency of the called group regroup with the used constituent group shall be ensured, and the constituent group should not be used to determine which group regroup to use, as currently done at the Non-Controlling, nor the group regroup should be used to determine which constituent group can be used, as currently possible at the Controlling. That may lead to something impredictable, eventually making the calling user talk in a different (re)group than intended. It is not acceptable that the constituent group or the group regroup might be different from the ones by the originating user.

Therefore, that information, group regroup and constituent group, shall be passed to the Non-Controlling not to risk to break that consistency, while currently the Non-Contrlling only receives the identity of the constituent group.

Proposal 3: The identity of the group regroup shall be forwarded by the Originating Participating to the Non-Controlling in the <mcptt-request-uri> element and the identity of the constituent group in the <associated-group-id> element, just as received from the Originating Client.

Proposal 4: Add controls on affiliation and consistency of the group regroup and constituent group identities at the Non-Controlling.

The procedure for retrieving the group document associated with an MCPTT group ID (6.3.5.2) deserves also some corrections and simplifiaction.

What is required from this procedure is to determine if the group document exists, if it is a regrouped group, or a regrouping (TGI) or a normal group. Nothing more.

But when the current procedures determines that the the requested group has been regrouped, it tries to redirect the call to the regrouping. This is an incorrect processing, as a call to a regrouped group is forbidden.

With the changes above, trying to determine if the calling user is a member of one of the constituent group of a TGI, building the list of members from all constituant groups homed in the same server, is useles as the check will now be always done at the non-controlling server.

Proposal 5: Correct and simplify the procedure for retrieving a group document (6.3.5.2).

Currently, the identity of the calling user is lost when the SIP INVITE reaches the Controlling. Its identity, received by the Non-Controlling in the <mcptt-calling-user-id> element, is replaced in the Non-Controlling by the identity of the constituent group.

That prevents other participants to the group regroup or temporary group to be informed of the identity of the initiating user.

Proposal 6: Include the MCPTT ID of the Originating in the <mcptt-calling-user-id> element of the SIP INVITE sent by the Non-Controlling to the Controlling and include the identity of the constituent group in the <mcptt-calling-group-id> element.

In the current specification, the MCPTclient originating procedures are not considering the case of a call to a regroup in the following cases:
· Call to a pre-arranged regroup using pre-establised session
· Call to a chat regroup using on-demand session
· Call to a chat regroup using pre-established session

Moreover, it is specified that the INVITE sent by the Non-controlling to the Controlling always contains a <session-type> set to "pre-arranged", clause 6.3.4.1.4 step 4a and NOTE 6:
NOTE 6:	The <session-type> element set to "prearranged" regardless of which type of group the constituent MCPTT group is.
But if considered as necessary, the same mechanism and message content can be also applied to the above combinaisons.

Proposal 7: Decide if procedures for call initiation to a regroup are needed for the above combinations.

Few other necessary corrections have been identified, especially:
· the procedure were created for TGIs, and some adaptations to group regroup based on preconfigured group, where there is no group document, are missing in 6.3.5.4, 10.1.1.2.1.1 and 10.1.1.4.2.
· distinction (in 6.3.1.1) of the SIP INVITE received by the non-controlling is also erroneous (to decide whether procedure in 10.1.1.5.5 or in 10.1.1.5.2.2 shall be used). When received from the Controlling, the Contact header field contains the isfocus media feature tag, and when received from the Controlling, the Contact header field does not contain the isfocus media feature tag. This requires also the name of the request to be updated in clauses 10.1.1.5.2.1 / 2 / 3.

Up to release 16, this process is only a process that is internal to one system, as interconnect is only coming in release 17. So the messages are internal messages. It can be assumed that within one system, the versions of the different servers are homogeneous regarding 3GPP releases.

So we can make that modification in release 17 without creating backward compatibility, as the modification to the client procedure is just clarification and backward compatibility between client and server is preserved. That will not be possible in the next release.

The change to a release 16 implemenation will be very light, as it consists only in by-passing a part of the process and directly route from the participating to the non-controlling based on already available information.

Proposal 8: Apply the changes proposed above to Release 17

NOTE: Procedures for user regroup are not modified. In the absence of the <associated-group-id>, the SIP INVITE is forwarded to the Controlling that determines that the targeted group is a user regroup and invites the regrouped users.

5. Conclusion
Current procedures for initiation a session for a group regroup or temporary group do not work between interconnected systems. There are also identified corrections and improvements that are required and apply to both intra and inter system cases. The originating client might not know if the regroup or the constituent group is controlled in a different system, so the procedure for the originating client shall work for both cases.

Moreover those procedures are imbricated, complex, difficult to understand and to maintain.

There is a unique opportunity to correct and simplify the procedures in release 17, that will not be easily possible in next releases because of backward compatibility, with the proposed approach that works equaly well for inter and intra system, and improves the level of controls.

[bookmark: _GoBack]The above proposals are implemented in the CR 777 to 24.379, submitted in C1-220154 for agreement.
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