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	Purpose and scope 

Call spoofing is still a challenge. One of the call spoofing famous method is fraud using someone’s number to appear to the B number as known number from him the calling user to trick the called user into picking upanswering the call.
Fraud using national numbers, is always done this through websites and applications that perpetrate concerned to this type of fraud in addition to the use of international gateways to route the fraud call using national number (call masking) to the victim.
One of the technical solution is using a firewall on international gate way to block all international calls with local national numbers except for roamer subscribe. So no national number with international format should call unless it is a real roamer number. This will eliminate this type of fraud cases.
The Objective of this new technical report is to study the technical and security aspects that may face the member state and operators while applying the solution that is mentioned in C362.


	

	Summary: 

	Spoofing is still a huge problem and it is extended by time and technology, C362 is offering a technical solution to eliminate this type of spoofing. This new work item is to study the technical aspects that may be accrued. 
A solution to overcome spoofing using national number is based on using a firewall on an international gateway to block all international calls with national numbers except for roaming subscriber. So no national number with international format should call unless it is a real roamer number. This will eliminate this type of fraud cases.

	Relations to ITU-T Recommendations or other documents (approved or under development): E.dit 

	

	Liaisons with other study groups or with other standards bodies: TD1512

	ITU-T SG11, SG17, GSMA and 3GPP.

	Supporting members that are committing to contributing actively to the work item:

	Egypt, Sudan and UAE. 
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