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1. Introduction

Based on clause 7.2.7 of TS 24.554, the PC5 QoS rules should contain:

"…..

c)
create a new PC5 QoS rule which contains:

1)
a PC5 QoS rule identifier;

2)
the PQFI;

3)
a set of packet filters; and

4)
a precedence value; and
"
Based on TS 23.304, the description on PC5 QoS rules is as follows (yellow highlighted) :

"5.6.1
QoS handling for 5G ProSe Direct Communication

In order to support QoS handling for 5G ProSe Direct Communication, the mechanism defined in clause 5.4 of TS 23.287 [2] is reused with the following differences:

-
Only NR PC5 QoS model is used.
-
PC5 Packet Filter Set supports three types of packet filters, i.e. the Prose IP Packet Filter Set, ProSe Ethernet Packet Filter Set, and the Prose Packet Filter Set. Each PC5 QoS Rule additionally contains the ProSe identifier when the ProSe identifier is not included in the PC5 Packet Filter Set.

-
V2X IP Packet Filter Set is replaced by ProSe IP Packet Filter Set.
-
V2X Packet Filter Set is replaced by ProSe Packet Filter Set. ProSe Packet Filter Set shall support Packet Filters based on at least any combination of:
-
ProSe identifier;
-
Source/Destination Layer-2 ID;

-
Application Layer ID.

-
ProSe Ethernet Packet Filter Set that has the same format as the Ethernet Packet Filter Set defined in clause 5.7.6.3 of TS 23.501 [4] is additionally defined.
-
V2X application layer is replaced by ProSe application layer.

-
V2X layer is replaced by ProSe layer.

-
V2X service type is replaced by ProSe identifier.

-
UE-PC5-AMBR is only applied for NR PC5.
-
The PQI values are additionally defined. The one-to-one mapping of standardized PQI values that are additionally defined to PC5 QoS characteristics is specified in table 5.6.1-1.
"
2. Reason for Change

PC5 QoS rules are not specified.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.554 v1.0.0.

* * * First Change * * * *

10.3.2.1
Message definition

This message is sent by a UE to another peer UE to accept the received PROSE DIRECT LINK ESTABLISHMENT REQUEST message. See table 10.3.2.1.1.

Message type:
PROSE DIRECT LINK ESTABLISHMENT ACCEPT

Significance:
dual

Direction:

UE to peer UE

Table 10.3.2.1.1: PROSE DIRECT LINK ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PROSE DIRECT LINK ESTABLISHMENT ACCEPT message identity
	ProSe PC5 signalling message type

11.3.1
	M
	V
	1

	
	Sequence number
	Sequence number

11.3.2
	M
	V
	1

	
	Source user info
	Application layer ID

11.3.4
	M
	LV
	3-253

	
	Configuration of UE PC5 unicast user plane security protection


	Configuration of UE PC5 unicast user plane security protection

11.3.23
	M
	V
	1

	79
	QoS flow descriptions
	PC5 QoS flow descriptions

11.3.5
	O
	TLV-E
	6-65538

	xx
	QoS rules
	PC5 QoS rules

11.3.x
	O
	TLV-E
	7-65538

	57
	IP address configuration
	IP address configuration

11.3.6
	O
	TV
	2

	59
	Target link local IPv6 address 


	Link local IPv6 address

11.3.7
	O
	TV
	17


* * * Next Change * * * *

10.3.2.x
QoS rules

The UE may include this IE to indicate the PC5 QoS rules for the established PC5 QoS flows.
* * * Next Change * * * *

10.3.6.1
Message definition

This message is sent by the UE to another peer UE to initiate the direct link modification procedure. See table 10.3.6.1.1.

Message type:
PROSE DIRECT LINK MODIFICATION REQUEST
Significance:
dual

Direction:

UE to peer UE

Table 10.3.6.1.1: PROSE DIRECT LINK MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PROSE DIRECT LINK MODIFICATION REQUEST message identity
	ProSe PC5 signalling message type

11.3.1
	M
	V
	1

	
	Sequence number
	Sequence number

11.3.2
	M
	V
	1

	
	Link modification operation code
	Link modification operation code

11.3.19
	M
	V
	1

	
	QoS flow descriptions
	PC5 QoS flow descriptions

11.3.5
	M
	LV-E
	5-65537

	xx
	QoS rules
	PC5 QoS rules

11.3.x
	O
	TLV-E
	7-65538


* * * Next Change * * * *

10.3.6.x
QoS rules

The UE may include this IE to indicate the PC5 QoS rules for the PC5 QoS flows to be added or modified.
* * * Next Change * * * *

10.3.7.1
Message definition

This message is sent by the UE to another peer UE to indicate that the link modification request is accepted. See table 10.3.7.1.1.

Message type:
PROSE DIRECT LINK MODIFICATION ACCEPT

Significance:
dual

Direction:

UE to peer UE

Table 10.3.7.1.1: PROSE DIRECT LINK MODIFICATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PROSE DIRECT LINK MODIFICATION ACCEPT message identity
	ProSe PC5 signalling message type

11.3.1
	M
	V
	1

	
	Sequence number
	Sequence number

11.3.2
	M
	V
	1

	79
	QoS flow descriptions
	PC5 QoS flow descriptions

11.3.5
	O
	TLV-E
	6-65538

	xx
	QoS rules
	PC5 QoS rules

11.3.x
	O
	TLV-E
	7-65538


* * * Next Change * * * *

10.3.7.x
QoS rules

The UE may include this IE to indicate the PC5 QoS rules for the PC5 QoS flows to be added or modified.
* * * Next Change * * * *

11.3.x
PC5 QoS rules
The purpose of the PC5 QoS rules information element is to indicate a set of PC5 QoS rules to be used by the UE over the direct link, where each PC5 QoS rule is a set of parameters as described in clause 5.6.1 of 3GPP TS 23.304 [2].

The PC5 QoS rules information element is a type 6 information element with a minimum length of 7 octets. The maximum length for the information element is 65538 octets.

The PC5 QoS flow rules information element is coded as shown in figure 11.3.x.1, figure 11.3.x.2, figure 11.3.x.3, figure 11.3.x.4, and table 11.3.x.1.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	PC5 QoS rules IEI
	octet 1

	
	Length of PC5 QoS rules IE
	octet 2

	
	
	octet 3

	
	PC5 QoS rule 1


	octet 4

octet u

	
	PC5 QoS rule 2


	octet u+1

octet v

	
	…
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	PC5 QoS rule n
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Figure 11.3.x.1: PC5 QoS rules information element
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	4
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	PC5 QoS rule identifier
	octet 4

	
	Length of PC5 QoS rule
	octet 5

	
	
	octet 6

	
	Rule operation code
	0

Spare
	Number of packet filters
	octet 7

	
	Packet filter list
	octet 8*

octet a*

	
	PC5 QoS rule precedence
	octet a+1*

	
	0

Spare
	0

Spare
	PC5 QoS flow identifier (PQFI)
	octet a+2*

	
	ProSe identifier
	octet a+3*

octect b*


Figure 11.3.x.2: QoS rule (u=a+2 or u=b)

	
	8
	7
	6
	5
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	2
	1
	

	
	0
	0
	0
	0
	Packet filter identifier 1
	octet 8

	
	Spare
	
	

	
	0
	0
	0
	0
	Packet filter identifier 2
	octet 9

	
	Spare
	
	

	
	…
	

	
	0
	0
	0
	0
	Packet filter identifier N
	octet N+7

	
	Spare
	
	


Figure 11.3.x.3: Packet filter list when the rule operation is "modify existing PC5 QoS rule and delete packet filters" (m=N+7)
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	0
	0
	0
	0
	Packet filter identifier 1
	octet 8


	
	Spare
	
	

	
	Length of packet filter contents 1
	octet 9

	
	Packet filter contents 1

	octet 10

octet m

	
	0
	0
	0
	0
	Packet filter identifier 2
	octet m+1

	
	Spare
	
	

	
	Length of packet filter contents 2
	octet m+2

	
	Packet filter contents 2

	octet m+3
octet n

	
	…
	octet n+1

octet y

	
	0
	0
	0
	0
	Packet filter identifier N
	octet y+1

	
	Spare
	
	

	
	Length of packet filter contents N
	octet y+2

	
	Packet filter contents N


	octet y+3

octet z


Figure 11.3.x.4: Packet filter list when the rule operation is "create new PC5 QoS rule", or "modify existing PC5 QoS rule and add packet filters" or "modify existing PC5 QoS rule and replace all packet filters"

Table 11.3.x.1: PC5 QoS rules information element

	PC5 QoS rule identifier (octet 4)

The PC5 QoS rule identifier field is used to identify the PC5 QoS rule.

Bits

8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 0
no PC5 QoS rule identifier assigned

0 0 0 0 0 0 0 1
PQRI 1


to

1 1 1 1 1 1 1 1
PQRI 255

The target UE shall not set the PQRI value to 0.

PC5 QoS rule precedence (octet a+1)

The PC5 QoS rule precedence field is used to specify the precedence of the PC5 QoS rule among all PC5 QoS rules associated with the PC5 QoS flow. This field includes the binary coded value of the PC5 QoS rule precedence in the range from 0 to 255 (decimal). The higher the value of the PC5 QoS rule precedence field, the lower the precedence of that PC5 QoS rule is. For the "delete existing PC5 QoS rule" operation, the PC5 QoS rule precedence value field shall not be included. For the "create new PC5 QoS rule" operation, the PC5 QoS rule precedence value field shall be included.

PC5 QoS flow identifier (PQFI) (bits 6 to 1 of octet a+2) (see NOTE 1)

The PC5 QoS flow identifier (PQFI) field contains the PC5 QoS flow identifier.

Bits

6 5 4 3 2 1

0 0 0 0 0 0

no PC5 QoS flow identifier assigned

0 0 0 0 0 1

PQFI 1


to

1 1 1 1 1 1

PQFI 63

The target shall not set the PQFI value to 0.

For the "delete existing PC5 QoS rule" operation, the PC5 QoS flow identifier value field shall not be included. For the "create new PC5 QoS rule" operation, the PC5 QoS flow identifier value field shall be included.

Rule operation code (bits 8 to 6 of octet 7)
Bits
8 7 6

0 0 0
Reserved
0 0 1
Create new PC5 QoS rule

0 1 0
Delete existing PC5 QoS rule

0 1 1
Modify existing PC5 QoS rule and add packet filters

1 0 0
Modify existing PC5 QoS rule and replace all packet filters

1 0 1
Modify existing PC5 QoS rule and delete packet filters

1 1 0
Modify existing PC5 QoS rule without modifying packet filters

1 1 1
Reserved


Number of packet filters (bits 4 to 1 of octet 7)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 7 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing PC5 QoS rule" operation and for the "modify existing PC5 QoS rule without modifying packet filters" operation, the number of packet filters shall be coded as 0. For the "create new PC5 QoS rule" operation and the "modify existing PC5 QoS rule and replace all packet filters" operation, the number of packet filters shall be greater than or equal to 0 and less than or equal to 15. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15.

Packet filter list (octets 8 to m)

The packet filter list contains a variable number of packet filters.

For the "delete existing PC5 QoS rule" operation, the length of PC5 QoS rule field is set to one.

For the "delete existing PC5 QoS rule" operation and the "modify existing PC5 QoS rule without modifying packet filters" operation, the packet filter list shall be empty.

For the "modify existing PC5 QoS rule and delete packet filters" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "create new PC5 QoS rule" operation and for the "modify existing PC5 QoS rule and replace all packet filters" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "modify existing PC5 QoS rule and add packet filters" operation, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

Each packet filter is of variable length and consists of

-
a packet filter identifier (4 bits); 
-
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (variable amount of octets).

The packet filter identifier field is used to identify each packet filter in a PC5 QoS rule. The least significant 4 bits are used. When the UE requests to "create new PC5 QoS rule", "modify existing PC5 QoS rule and replace all packet filters" or "modify existing PC5 QoS rule and add packet filters", the packet filter identifier values shall be set to 0.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "IPv4 local address type" and "IPv6 local address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter. If the "match-all type" packet filter component is present in the packet filter, no other packet filter component shall be present in the packet filter and the length of the packet filter contents field shall be set to one. If the "Ethertype type" packet filter component is present in the packet filter and the "Ethertype type" packet filter component value is neither "0x0800" (for IPv4) nor "0x86DD" (for IPv6), no IP packet filter component shall be present in the packet filter.

The term "IP packet filter component" refers to "IPv4 remote address type", "IPv4 local address type", "IPv6 remote address/prefix length type", "IPv6 local address/prefix length type", "Protocol identifier/Next header type", "Single local port type", "Local port range type", "Single remote port type", "Remote port range type", "Security parameter index type", "Type of service/Traffic class type" and "Flow label type".

The term local refers to the initiating UE. The term remote refers to an external network entity.
Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
Match-all type
0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 0 1 0 0 0 1
IPv4 local address type 
0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1
IPv6 local address/prefix length type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

1 0 0 0 0 0 0 1
Destination MAC address type
1 0 0 0 0 0 1 0
Source MAC address type
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1
Ethertype type
1 0 0 0 1 0 0 0
Destination MAC address range type
1 0 0 0 1 0 0 1
Source MAC address range type
1 0 0 0 1 0 1 0
ProSe identifier
1 0 0 0 1 0 1 1
Source layer-2 ID
1 0 0 0 1 1 0 0
Destination layer-2 ID
1 0 0 0 1 1 0 1
Application layer ID
All other values are reserved.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in clause 7.2.7.

For "match-all type", the packet filter component shall not include the packet filter component value field.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".


For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.


For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.

For "single local port type" and "single remote port type", the packet filter component value field shall be encoded as two octets which specify a port number.

For "local port range type" and "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "security parameter index", the packet filter component value field shall be encoded as four octets which specify the IPSec security parameter index.

For "type of service/traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.

For "flow label type", the packet filter component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.

For "destination MAC address type" and "source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address. When the packet filter direction field indicates "bidirectional", the destination MAC address is the remote MAC address and the source MAC address is the local MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID. If there are more than one S-TAG in the Ethernet frame header, the outermost S-TAG is evaluated.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI. If there are more than one S-TAG in the Ethernet frame header, the outermost S-TAG is evaluated.

For "ethertype type", the packet filter component value field shall be encoded as two octets which specify an ethertype.

For "destination MAC address range type", the packet filter component value field shall be encoded as a sequence of a 6 octet destination MAC address range low limit field and a 6 octet destination MAC address range high limit field. The destination MAC address range low limit field shall be transmitted first. When the packet filter direction field indicates "bidirectional", the destination MAC address range is the remote MAC address range.
For "source MAC address range type", the packet filter component value field shall be encoded as a sequence of a 6 octet source MAC address range low limit field and a 6 octet source MAC address range high limit field. The source MAC address range low limit field shall be transmitted first. When the packet filter direction field indicates "bidirectional", the source MAC address is the local MAC address range.
For "ProSe identifier", the packet filter component value field shall be encoded as defined in clause 11.3.3.

For "source layer-2 ID" and "destination layer-2 ID", the packet filter component value field shall be encoded as defined in clause 11.3.25.

For "application layer ID", the packet filter component value field shall be encoded as defined in clause 11.3.4.



	NOTE 1:
Octet a+2 shall not be included without octet a+1.


* * * End of Changes * * * *

