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1. Introduction

CT1 needs to define the stage 3 details of application context relocation (ACR) defined by 3GPP TS 23.558 in SA6.
This paper discusses and analyses the identification of an ACR issue considering stage 2 status and stage 3 protocol implementation perspective. Finally, the current paper proposes a way forward.

2. Discussion

3GPP TS 23.558 specifies the ACR launching procedure in clause 8.8.3.4 which is used for either ACR initiation or ACR determination. Quote of clause 8.8.3.4:
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Figure 1: ACR launching procedure

Based on the figure above an ACR request is linked to a unique or particular ACR response.

When considering how to design this at stage 3 level we need to consider the case that several parallel ACRs for the same EEC can be initiated for a UE with high mobility and high reliability requirement (e.g., V2X UE or a UE in a vehicle). In this case, several ACR requests are sent by the EEC.

However, the stage 2 does not provide a session identity or id in order to identify a session when in other protocols (e.g., 5GSM in 5GS) sessions are identify with a session identity or id which uniquely identify a session and its related data (PDU session identity for the 5GSM protocol).
It is important to note that as per other protocols the use of a session identity allows identifying each initiated or ongoing session allows parallel requests from the same UE and prevents problems.
Note that the ACR response message does not provide any information for the EEC to identify or relate a sent request. Quote of clause 8.8.4.5:

Table 8.8.4.5-1: ACR response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful.

	Failure response
	O
	Indicates that the ACR request failed.

	> Cause
	O
	Indicates the cause of ACR request failure


The very same problem occurs also for the Selected T-EAS declaration specify under clause 8.8.3.7 of 3GPP TS 23.558.

Additonally, stage 2 in 3GPP TS 23.558 defines a notification procedure (under clause 8.8.3.5.3) used to notify the EEC of: the details of the selected T-EAS and, if required, the selected T-EES, during ACR procedures or the ACR complete events. Quote of 8.8.3.5.3:
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Figure 2: ACR information notification

Since there is no identiy of an ACR, the EEC cannot uniquely identify a related ACR if multiples ACR are requested, and therefore in case of simultaneous ongoing ACRs, the receiver of an ACR notification, e.g., EEC, cannot distinguish the corresponding ACR.

In short, the lack of session identity for ACR results in problems as an ACR cannot be uniquesly identified.

3 Conclusion
This paper has discussed and analysed the problems of identification of an application context relocation (ACR) in order to define the stage 3 details in CT1.
There is lack of session identity for ACR defined in the stage 2 specification (i.e., 3GPP TS 23.558) so the EEC cannot uniquely identify a related ACR if multiples ACR are requested, and therefore in case of simultaneous ongoing ACRs, the receiver of an ACR notification, e.g., EEC, cannot distinguish the corresponding ACR. Besides, the lack of senssion identity for ACR means that the ACR response message does not provide any information for the EEC to identify or relate a previously sent request.
Hence, the authors of this paper propose to liaise SA6 about the issue so that proper stage 3 desgin and work can be perfomed by CT1 based on ammended stage 2.
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