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1. Introduction
This p-CR is to replace the obsolete IETF RFC 2616 by the current valid IETF RFC 7231.
2. Reason for Change
The reference of IETF RFC 2616 was obsolete and the semantics and content part of HTTP/1.1 was updated by IETF RFC 7231.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.257 V0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

4
General description

The UE can contain a UAE client (UAE-C). The UAE-C and the UAE server (UAE-S) are located in the UAE layer. The UAE layer can offer the UAE capabilities to the UAS application specific layer. The UAE layer can utilize SEAL services provided by SEAL, which may include location management, group management, configuration management, identity management, key management and network resource management (see 3GPP TS 23.434 [4]).
The UAE-C communicates with the UAE-S over the U1-AE interface (see 3GPP TS 23.255 [2]). Furthermore, the UAE-C of a UE can communicate with the UAE-C of another UE over the U2-AE interface or over unicast Uu interface (including LTE-Uu or NG-RAN-Uu) (see 3GPP TS 23.255 [2]). Both the UAE-C and the UAE-S can act as an HTTP client or an HTTP server (see IETF RFC 7231 [5]). The HTTP protocol interactions are described in detail in clause 6.

By means of using the U1-AE interface:

a)
Communications between UAVs within a geographical area using unicast Uu can be provided as defined by clause 6.2; and

b)
C2 communication mode selection and switching can be provided as defined by clause 6.4.
* * * Next Change * * * *

6.2.1.1
Sending of a UAV application message
In order to send a UAV application message, the UAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 7231 [5]. In the HTTP POST request message, the UAE-C:

a)
shall set the Request-URI to the URI received in the UAE client UE configuration document via the SCM-S;

b)
shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)
shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAV-application-message-info> element in the <UAE-info> root element:

1)
shall include a <UAV-id> element set to the identity of the UAV which requests the sending of the UAV application message;
2)
shall include an <application-defined-proximity-range-info> element to indicate the range information over which the UAV application message is to be sent; and
3)
shall include an <application-payload> element set to the application payload that is to be delivered to the other UAVs; and

NOTE: The application payload is provided by the UAS application specific client and its contents are out of scope of 3GPP.

d)
shall send the HTTP POST request message towards the UAE-S.
* * * Next Change * * * *

6.2.2.1
Reception of a UAV application message
Upon receiving an HTTP POST request containing:

a)
a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and

b)
an application/vnd.3gpp.uae-info+xml MIME body with a <UAV-application-message-info> element in the <UAE-info> root element;
the UAE-S:

a)
shall obtain the other UAV(s) information in the location of the UAV based on the range information indicated in the <application-defined-proximity-range-info> element from the SLM-S as specified in 3GPP TS 24.545 [7];
b)
shall send the received <application-payload> information to each of the UAV obtained from step a) via unicast Uu channel;
Editor's note:
How does the UAE-S send the received <application-payload> information to the other UAV(s) is FFS and needs to wait stage 2 to define the information flow.

c)
shall generate an HTTP 200 (OK) response according to IETF RFC 7231 [5] and in the HTTP 200 (OK) response:

1)
shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and

2)
may include an application/vnd.3gpp.uae-info+xml MIME body with a <UAV-application-message-info> with an <acknowledgement> child element in the <UAE-info> root element to indicate the acknowledgement of communications between UAVs within a geographical area; and

d)
shall send the HTTP 200 (OK) response towards the UAE-C.
* * * Next Change * * * *

6.4.1.1
C2 communication modes configuration procedure
Upon receiving an HTTP POST request containing:

a)
a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and

b)
an application/vnd.3gpp.uae-info+xml MIME body with a <c2-modes-switching-configuration-info> element,

the UAE-C:

a)
shall store the received configuration information;

b)
shall generate an HTTP 200 (OK) response according to IETF RFC 7231 [5]. In the HTTP 200 (OK) response message, the UAE-C:

1)
shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)
shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:

i)
shall include a <c2-modes-switching-configuration-info> element with a <result> child element set to the value "positive" or "negative" indicating positive or negative result of reception and storing of the communication mode configuration parameters; and

c)
shall send the HTTP 200 (OK) response towards the UAE-S.
* * * Next Change * * * *

* * * Next Change * * * *

6.4.2.1
C2 communication modes configuration procedure
Upon receiving an application request from UAS application specific server (which can be the USS/UTM) to manage the C2 operation modes (direct, network-assisted) of C2 communication for a UAS, the UAE-S shall generate an HTTP POST request message according to IETF RFC 7231 [5]. In the HTTP POST request message, the UAE-S:

a)
shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;

b)
shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)
shall include an application/vnd.3gpp.uae-info+xml MIME body with a <c2-modes-switching-configuration-info> element in the <UAE-info> root element which:

1)
shall include a <UAS-id> element set to the identification of the UAS for which the C2 QoS management request applies;

2)
shall include a <C2-operation mode-management-requirement> element set to the identification of the type of the C2 mode switching to be supported by the UAE server;

3)
shall include an <allowed-C2-communication-modes> element indicating the type of the C2 mode switching;

4)
shall include a <primary-C2-communication-mode> element indicating the primary type of the C2 mode switching;

5)
may include a <secondary-C2-communication-mode> element indicating the secondary type of the C2 mode switching; and

6)
shall include a <policy-of –C2-switching> element set to the parameters for C2 switching; and

d)
shall send the HTTP POST request message towards the UAE-C.
* * * Next Change * * * *

6.4.2.2
C2 communication mode selection by UAE Client

Upon receiving an HTTP POST request containing:

a)
a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and

b)
an application/vnd.3gpp.uae-info+xml MIME body with a <C2-communication-mode-notification-info> element,

the UAE-S shall store the C2 communication modes and links information received in the <C2-communication-mode-notification-info> element and then forward the C2 communication modes and links information to the UAS application specific server and upon receiving a C2 communication mode notification acknowledgement from the UAS application specific server, the UAE-S shall generate an HTTP 200 (OK) response according to IETF RFC 7231 [5]. In the HTTP 200 (OK) response message, the UAE-S:

a)
shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and

b)
shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:

1)
shall include a <C2-communication-mode-notification-info> element with an <acknowledgement> child element indicating the acknowledgement of selected C2 communication mode(s); and

c)
shall send the HTTP 200 (OK) message towards the UAE-C.

* * * End of Change * * * *

