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1. Abstract
This paper proposes to send a reply LS to RAN2 to answer the questions asked related to solutions #38 and #40 in TR 24.811.

2. Discussion
2.1 Background
For KI#7 in TR 24.811 two solutions based on UAC were included and RAN agreement is expected to progress any of these in normative specification. CT1 requested RAN feedback on these solutions in C1-213527. Initial discussions in RAN 2 have not concluded but to indicating preference for one of the solutions RAN2 has sent a reply LS to based on two questions seek further feedback. It is proposed that CT1 discusses the two questions and provides answers in an LS.
2.2 Question 1
The first question asked by RAN2 is:
Q1: whether MINT UE should be independently configured for Access Identity 3 for each Access Category (compared to Access Identity 0)?

Thus RAN2 needs to know for solution #38 and solution #40 respectively whether the UE can be configured to use Access Identity 3 for some Access Categories and further if the barring factors to apply when using Access Identity 3 are individually configured per Access Category.

On the individual use of Access Identity 3 at disaster roaming per Access Category, there is no difference between solutions #38 and #40 and fall under general MINT requirements. The UE that has determined serving PLMN D being subject to disaster condition and seeking access to a PLMN A offering disaster roaming to UEs of PLMN D is subject to diaster roaming and shall apply Access Identity 3 independently of the used Access Category. It is then for PLMN D to determine what barring factor applies.
For solution #38 the following is documented:

During the access barring check, if the UE NAS layer provides Access Identity 3 to the UE RRC layer together with an access category, the UE RRC layer decides whether the access attempt is allowed or not based on the value of the barring factor for Access Identity 3 associated with the access category and a random number drawn if none of the bit(s) for other access identity(ies) in uac-BarringForAccessIdentity is set to zero.

Thus for solution #38 it is clear that individual barring factors per Access Category are applied to UEs using Access Identity 3.
For solution #40 the following is documented:

The uac-DisasterOffsetToBarringFactor indicates to the disaster roaming UEs the offset value by which the BarringFactor must be reduced when evaluating the access barring condition for that access category. The uac-DisasterOffsetToBarringFactor is set per access category.

Thus also for solution #40 it is clear that the barring factor is configured per Access Category, but for this solution not an absolute barring factor but an offset to the legacy barring factor of the Access Category.

Observation 1:
Access Identity use is not configurable per Access Category but a UE requesting access for disaster roaming  shall use Access Identity 3 for any Access Category.
Observation 2:
For both solutions #38 and #40 the barring factor is individually configured per Access Category when Access Identity 3 is used.
Proposal 1:
It is proposed to reply to RAN2 that Access Identity 3 is used for all Access Categories when disaster roaming applies, and that the barring factor is individually configured per Access Category in both solution #38 and #40.
2.3 Question 2
The second question asked by RAN2 is:

Q2: whether access control for Access Identity 3 applies both: barring factor and barring time?

With this question RAN2 would like to get clarified whether the UE using Access Identity 3 will apply a specific barring factor to determine if the access attempt is barred and in addition if the barring time for barred attempts is specific to Access Identity 3.
In the answer to Question 1 it is determined that specific barring factors are applied at access attempts using Access Identity 3 for both solution #38 and solution #40.

In neither of the of solutions #38 or #40 in TR 24.811 it is mentioned anything of specific barring times when access attempts using Access Identity 3 is used. From a CT1 perspective such functionality can therefore be considered unspecified, and it is suggested to leave the decision to RAN2 whether specific configurable barring times at use of Access Identity 3 shall be supported when using Access Identity 3.
Observation 3:
Specific barring factors are applied when using Access Identity 3 in both solution #38 and #40.
Observation 4:
Specific barring times when using Access Identity 3 are unspecified in both solution #38 and #40.

Proposal 2:
It is proposed to reply to RAN2 that specific barring factors apply but specific barring times are unspecified in both solution #38 and #40. It is proposed to leave the decision to RAN2 whether configurable specific barring times shall be supported when using Access Identity 3
3. Proposal

The following observations and proposals have been made in the discussion part above:
Observation 1:
Access Identity use is not configurable per Access Category but a UE requesting access for disaster roaming  shall use Access Identity 3 for any Access Category.
Observation 2:
For both solutions #38 and #40 the barring factor is individually configured per Access Category when Access Identity 3 is used.
Proposal 1:
It is proposed to reply to RAN2 that Access Identity 3 is used for all Access Categories when disaster roaming applies, and that the barring factor is individually configured per Access Category in both solution #38 and #40.
Observation 3:
Specific barring factors are applied when using Access Identity 3 in both solution #38 and #40.

Observation 4:
Specific barring times when using Access Identity 3 are unspecified in both solution #38 and #40.

Proposal 2:
It is proposed to reply to RAN2 that specific barring factors apply but specific barring times are unspecified in both solution #38 and #40. It is proposed to leave the decision to RAN2 whether configurable specific barring times shall be supported when using Access Identity 3

A draft LS to answer the questions asked by RAN following proposals 1 and 2 is available in C1-215671.
