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This clause is referenced from other procedures.
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [67] for an MCData emergency (group or one-to-one) communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <emergency-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]); and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <emergency-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]).
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [48] for an MCData imminent peril group communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <imminent-peril-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12] and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <imminent-peril-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12])
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [67] for a normal MCData (group or one-to-one) communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <normal-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]); and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <normal-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]).
NOTE:	The "normal" Resource-Priority header field value is needed to return to a normal priority value from a priority value adjusted for an MCData emergency communication (group or one-to-one). The "normal" priority received from the EPS by use of the "normal" Resource-Priority header field value is expected to be the same as the "normal" priority received from the EPS when initiating a communication with no Resource-Priority header field included.
* * * * * * NEXT CHANGE * * * * * *
6.3.7.1.15	Receipt of SIP re-INVITE request by terminating participating function
This clause covers the on-demand session case only.
Upon receipt of a SIP re-INVITE request for an existing MCData one-to-one communication session, the participating MCData function:
1)	if unable to process the request due to a lack of resources or if a risk of congestion exists, may reject the SIP re-INVITE with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE:	If the SIP re-INVITE request contains an emergency indication, the participating MCData function can choose to accept the request.
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP re-INVITE request to retrieve the binding between the MCData ID and public user identity;
3)	if the binding between the MCData ID and public user identity does not exist, then the participating MCData function shall reject the SIP re-INVITE request with a SIP 404 (Not Found) response and skip the rest of the steps;
4)	shall generate a SIP re-INVITE as specified in subclause 6.3.7.1.13;
5)	shall include in the SIP re-INVITE request an SDP offer containing the current media parameters used by the existing session; and
6)	shall send the SIP re-INVITE request towards the MCData client according to 3GPP TS 24.229 [5].
Upon receiving the SIP 200 (OK) response to the SIP re-INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response and include an SDP answer consistent with the SDP answer in the received SIP 200 (OK) response;
3)	shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)	shall interact with the media plane as specified in 3GPP TS 24.582 [15]; and
5)	shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [5].
The participating MCData function shall forward any other SIP response that does not contain SDP along the signalling path towards the originating side according to 3GPP TS 24.229 [5].
6.3.7.1.16	Generating a SIP re-INVITE request for emergency private (one-to-one) communication origination within a pre-established session
This clause is referenced from other procedures.
Upon receipt by the participating MCData function of a SIP 2xx response from the controlling MCData function which:
1) does not contain a Warning header field as specified in subclause 4.9 with the warning text containing the mcdata-warn-code set to "149"; and 
2) is in response to a SIP INVITE request previously sent by the participating MCData function to the controlling MCData function, containing a Resource-Priority header field populated for an MCData emergency private communication;
the participating MCData function shall: 
1)	execute the procedures in subclause 6.3.7.1.4, where references to the controlling MCData function are replaced with references to the participating MCData function;
2)	generate a SIP re-INVITE request according to 3GPP TS 24.229 [5] to be sent within the SIP dialog of the pre-established session;
3)	include in the SIP re-INVITE request an SDP offer consistent with the previously negotiated SDP for the pre-established session;
4)	include in the SIP re-INVITE request a Resource-Priority header field with the contents set as in the Resource-Priority header field included in the SIP INVITE request sent to the controlling MCData function;
5)	send the SIP re-INVITE request to the controlling MCData function; and
6)	skip the remaining steps in this procedure;
NOTE 1:	This is the case where the MCData client's previously sent SIP REFER request was either a request for an MCData emergency private communication or the MCData emergency private priority state was already set to "in-progress". In either case no SIP INFO pending warning was expected or received.
Upon receipt by the participating MCData function of a SIP 2xx response from the controlling MCData function which:
1) contains a Warning header field as specified in subclause 4.9 with the warning text containing the mcdata-warn-code set to "149"; and 
2) is in response to a SIP INVITE request previously sent by the participating MCData function to the controlling MCData function;
the participating MCData function shall wait for the receipt of a SIP INFO request from the controlling MCData function.
Upon receipt of a SIP INFO request from the controlling MCData function within the dialog of the SIP INVITE request for an MCData emergency one-to-one communication, the participating MCData function:
1)	shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5] to be sent within the SIP dialog of the pre-established session;
2)	shall include in the SIP re-INVITE request an SDP offer consistent with the previously negotiated SDP for the pre-established session;
3)	shall include in the SIP re-INVITE request a Resource-Priority header field with the contents set as in the Resource-Priority header field included in the SIP INVITE request sent to the controlling MCData function;
4)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body containing:
a)	an <alert-ind> element, if included in the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body contained in the received SIP INFO request, set to the value of the <alert-ind> in the SIP INFO request; and
5)	send the SIP re-INVITE request to the controlling MCData function.
NOTE 2:	This is the case where the MCData client's previously sent SIP REFER request was a request for an MCData emergency private communication and a SIP INFO request was received in the dialog with the controlling MCData function for the MCData emergency private communication.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc44598427][bookmark: _Toc44602282][bookmark: _Toc45197459][bookmark: _Toc45695492][bookmark: _Toc51850948][bookmark: _Toc75249676][bookmark: _Toc20155648][bookmark: _Toc27500803]6.3.7.2.1	Determining authorisation for initiating an MCData emergency alert
If the controlling MCData function has received a SIP request targeted to an MCData group and if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP request with a SIP 403 (Forbidden) response with the warning text set to "168 alert is not allowed on the preconfigured group" as specified in subclause 4.9 "Warning header field" and shall skip the rest of this procedure.
If the controlling MCData function has received a SIP request targeted to an MCData group with the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true":
a)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and:
i)	if the MCData group identity targeted for the emergency alert is contained in the <uri-entry> element of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if the <mcdata-allow-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11]; or
b)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup" and the <mcdata-allow -emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity targeted for the emergency alert is set to a value of "true" as specified in 3GPP TS 24.481 [11];
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to a MCData group. In all other cases, the MCData emergency alert request shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData group.
If the controlling MCData function has received a SIP request targeted to an MCData user with the <alert-ind> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of the <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <PrivateEmergencyAlertOne‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element of the <mcdata-user-profile> element within of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and if the MCData ID of the MCData user targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <PrivateEmergencyAlertOne‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
b)	if the "entry-info" attribute of the <entry> element of the <One‑to‑One‑PrivateEmergencyAlert> element contained within the <OnNetwork> element of the <mcdata-user-profile> element within of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to an MCData user. In all other cases, it shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData user.
[bookmark: _Toc20155651][bookmark: _Toc27500806][bookmark: _Toc44598429][bookmark: _Toc44602284][bookmark: _Toc45197461][bookmark: _Toc45695494][bookmark: _Toc51850950][bookmark: _Toc75249678]* * * * * * NEXT CHANGE * * * * * *
6.3.7.2.3	Determining authorisation for cancelling an MCData emergency communication
If the controlling MCData function has received a SIP request for an MCData group communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "false" and: 
1)	if the <allow-cancel-group-emergency> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency communication cancellation request shall be considered to be an authorised request for an MCData emergency group communication cancellation; and
2)	If the <allow-cancel-group-emergency> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false", then the MCData emergency group communication cancellation request shall be considered to be an unauthorised request for an MCData emergency group communication cancellation.
If the controlling MCData function has received a SIP request for an MCData private communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "false" and:
1)	if the <allow-cancel-private-emergency-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency private communication cancellation request shall be considered to be an authorised request for an MCData emergency private communication cancellation; and
2)	if the <allow-cancel-private-emergency-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false" or is not present, then the MCData emergency private communication cancellation request shall be considered to be an unauthorised request for an MCData emergency private communication cancellation.
[bookmark: _Toc44598430][bookmark: _Toc44602285][bookmark: _Toc45197462][bookmark: _Toc45695495][bookmark: _Toc51850951]Editor’s Note:  Whether the controlling MCData function examines the <allow-cancel-private-emergency-call> element or uses local policy to determine whether the calling user is authorised to cancel a private emergency communication is FFS. 

* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20155649][bookmark: _Toc27500804][bookmark: _Toc36048929][bookmark: _Toc45209692][bookmark: _Toc51860517][bookmark: _Toc59211841][bookmark: _Toc75249681]6.3.7.2.6	Determining authorisation for initiating an MCData emergency group or private communication
When the participating MCData function receives a request from the MCData client to originate an MCData emergency group communication or if the controlling MCData function receives a SIP request for an MCData group communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true":
1)	if the <allow-emergency-group-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true" and:
a)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and:
i)	if the <uri-entry> element of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) contains the identity of the MCData group targeted by the calling MCData user and	if the <allow-MCData-emergency-call> element of the <list-service> element of the group document identified by the targeted MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11], then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication and skip the remaining steps;
or
b)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup" and if the <allow-MCData-emergency-call> element of the <list-service> element of the group document identified by the targeted MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11], then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication and skip the remaining steps; or
2)	if the participating MCData function or the controlling MCData function does not consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication by step 1) above, then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an unauthorised request for an MCData emergency group communication.
When the participating MCData function receives a request from the MCData client to originate an MCData emergency group one-to-one communication or if the controlling MCData function receives a SIP request for an MCData private call with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true": 
1)	if the <allow-emergency-private-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCallOne‑to‑One‑Communication> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and if the MCData ID targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
b)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <One‑to‑One‑CommunicationPrivateCall> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
	then the participating MCData function or the controlling MCData function shall consider the MCData emergency private communication request to be an authorised request for an MCData emergency private communication and skip step 2) below; or
2)	if the participating MCData function or the controlling MCData function does not consider the MCData emergency private communication request to be an authorised request for an MCData emergency private communication by step 1) above, then the participating MCData function or the controlling MCData function shall consider the MCData emergency private communication request to be an unauthorised request for an MCData emergency private communication.
* * * * * * END CHANGE * * * * * *

