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1. Introduction
Stage-2 spec TS 23.304 has introduced ProSe direct link establishment as Layer-2 link management over PC5 reference point for 5G ProSe UE-to-Network Relay. The impact of this feature on stage-3 needs to be captured correctly.
2. Reason for Change
The Direct link Establishment description has been modified to include the RSC for Relay case. However, it is believed that a separate message description for ProSe UE-to-Network Relay link establishment request would be preferable. For example, ProSe application identifiers is required for non-relay but not for Relay communication. RSC is required for Relay but not for non-Relay. New link establishment procedure and the message definition is provided in the pCR C1-215683.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.554 V0.4.0.
* * * First Change * * * *

10.3
PC5 signalling messages

10.3.1
ProSe direct link establishment request

10.3.1.1
Message definition

This message is sent by a UE to another peer UE to establish a direct link. See table 10.3.1.1.1.
Message type:
PROSE DIRECT LINK ESTABLISHMENT REQUEST

Significance:
dual

Direction:

UE to peer UE

Table 10.3.1.1.1: PROSE DIRECT LINK ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PROSE DIRECT LINK ESTABLISHMENT REQUEST message identity
	ProSe PC5 signalling message type

11.3.1
	M
	V
	1

	
	Sequence number
	Sequence number

11.3.2
	M
	V
	1

	
	ProSe application identifiers
	ProSe application identifier

11.3.3
	M
	LV
	5-253

	
	Source user info
	Application layer ID

11.3.4
	M
	LV
	3-253

	
	UE security capabilities
	UE security capabilities

11.3.11
	M
	LV
	3-9

	
	UE PC5 unicast signalling security policy
	UE PC5 unicast signalling security policy

11.3.12
	M
	V
	1

	74
	Key establishment information container
	Key establishment information container

11.3.9
	O
	TLV-E
	4-n

	53
	Nonce_1
	Nonce

11.3.10
	O
	TV
	17

	54
	MSB of KNRP-sess ID
	MSB of KNRP-sess ID

11.3.13
	O
	TV
	2

	28
	Target user info
	Application layer ID

11.3.4
	O
	TLV
	4-254

	52
	KNRP ID
	KNRP ID

11.3.14
	O
	TV
	5

	
	
	

	
	
	


10.3.1.2
Target user info

The UE shall include this IE if it has received the target UE's application layer ID from upper layers or if the destination layer-2 ID is the unicast layer-2 ID of target UE.
10.3.1.3
Key establishment information container

The UE shall include this IE if the UE PC5 unicast signalling security policy is set to "signalling integrity protection required" or "signalling integrity protection preferred".
10.3.1.4
Nonce_1

The UE shall include this IE if the UE PC5 unicast signalling security policy is set to "signalling integrity protection required" or "signalling integrity protection preferred".
10.3.1.5
MSB of KNRP-sess ID

The UE shall include this IE if the UE PC5 unicast signalling security policy is set to "signalling integrity protection required" or "signalling integrity protection preferred".
10.3.1.6
KNRP ID
The UE may include this IE if it has an existing KNRP for the target UE.


