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	Reason for change:
	For MM based NSAC, i.e. maximum number of UEs per slice, as per specified in TS 23.502 sub 4.2.11.3, the AMF can be configured as two modes:
(1) EAC mode activated: In this mode, in principle, the network performs NSAC before providing the allowed NSSAI to the UE. See below SA2 text in details:
"If the EAC flag indicates EAC mode activated, the AMF triggers the number of UEs per network slice availability check and update procedure before the Registration Accept step of the registration procedure or before the UE Configuration Update message as in EAC activated mode the NSACF is to check whether the maximum number of UEs per network slice is reached which may impact the allowed S-NSSAI(s) confirmed by the Registration Accept message and the UE Configuration Update message."

(2) [bookmark: OLE_LINK47]EAC mode deactivated: In this mode, in principle, the network performs NSAC after providing the allowed NSSAI to the UE. See below SA2 text in details:
"If the EAC flag indicates EAC mode deactivated, the AMF triggers the number of UEs per network slice availability check and update procedure after Registration Accept step of the registration procedure or after the UE Configuration Update message as in EAC deactivated mode the NSACF does not check whether the maximum number of UEs per network slice is reached, i.e. no impact is expected to the allowed S-NSSAI(s) confirmed by the Registration Accept message and the UE Configuration Update message."

Based on EAC mode, the detailed AMF handling needs to be performed as below:
(a) In case of EAC mode is activated, NASC performed during the registration procedure:

SA2 has specified following principles in TS 23.502 sub 4.2.11.2:
"	At UE Registration procedure, if only some of the S-NSSAIs reached the maximum number of UEs per S-NSSAI, the AMF sends a Registration Accept message to the UE in which the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI list for which the NSACF has indicated that the maximum number of UEs per network slice has been reached, and for each rejected S-NSSAI the AMF includes a reject cause set to 'maximum number of UEs per network slice reached' and optionally a back-off timer.
	When for all the Requested S-NSSAI(s) provided in step 2 the NSACF returned the maximum number of UEs per network slice has been reached and if one or more subscribed S-NSSAIs are marked as default in the subscription data and not subject to Network Slice Admission Control, the AMF can decide to include these Default Subscribed S-NSSAIs in the Allowed NSSAI. Otherwise, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, and for each rejected S-NSSAI the AMF includes a reject cause to indicate that the maximum number of UEs per network slice has been reached and optionally a back-off timer."
In summary, the AMF provides different handlings per three cases. Note that as the AMF has not provided the allowed NSSAI to the UE, hence here the NSAC is performed based on the UE reqeusted NSSAI:

Case 1: Some but not all UE requested S-NSSAIs reached the maximum number of UEs per S-NSSAI. In this case, the AMF accepts the registration request and includes the S-NSSAI(s) for which maximum number of UEs reached in the rejected NSSAI to the UE.

Case 2: All UE requested S-NSSAIs reached the maximum number of UEs per S-NSSAI but one or more default subscribed S-NSSAIs are not subject to NSAC. In this case, the AMF accepts the registration request and includes the default subscribed S-NSSAI(s) in the allowed NSSAI and also the S-NSSAI(s) for which maximum number of UEs reached in the rejected NSSAI to the UE.

Case 3: All UE requested S-NSSAIs reached the maximum number of UEs per S-NSSAI and all default subscribed S-NSSAIs are subject to NSAC. In this case, the AMF rejects the registration request and includes the S-NSSAI(s) for which maximum number of UEs reached in the rejected NSSAI to the UE.

(b) In case of EAC mode is activated, NASC needs to be performed during the UCU procedure:
SA2 has not specified corresponding AMF handling due to UCU procedure was initiated by the AMF and hence, before initiating the UCU to the UE, the AMF can firstly perfrom NASC to the NSACF and then based on the response from the NSACF, the AMF could provide the allowed NSSAI or rejected NSSAI accordlingly via UCU to the UE. No need special handling for this case.

(c) In case of EAC mode is deactivated, NSAC performed after the registration procedure or UCU procedure:
As the AMF has already provided the allowed NSSAI to the UE in either registration accept or UCU, hence, NSAC is performed based on the allowed NSSAI provided to the UE. Similar as specified in TS 24.501 sub 4.6.2.4 for NSSAA handling, the AMF provides different handling per three cases:

Case 1: Some but not all allowed S-NSSAIs reached the maximum number of UEs per S-NSSAI. In this case, the AMF updates the allowed NSSAI and the rejected NSSAI accordingly via UCU procedure.

Case 2: All UE allowed S-NSSAIs reached the maximum number of UEs per S-NSSAI but one or more default subscribed S-NSSAIs are not subject to NSAC. In this case, the AMF updates the allowed NSSAI containing these subscribed S-NSSAIs marked as default and the rejected NSSAI accordingly via UCU procedure.

Case 3: All UE allowed S-NSSAIs reached the maximum number of UEs per S-NSSAI and all default subscribed S-NSSAIs are subject to NSAC. In this case, the AMF initiates the de-registration procedure with 5GMM cause #62.


	
	

	Summary of change:
	It proposes:
1. To specify the AMF handling on NSAC performed during the registration procedure in case of EAC mode is activated.
2. To specify the AMF handling on NSAC performed after the registration procedure and UCU procedure in case of EAC mode is deactivated.

	
	

	Consequences if not approved:
	The stage 2 requirments on detailed AMF handling on NSAC performed during the registration procedure in case of EAC mode is activated or after the registration procedure and UCU procedure in case of EAC mode is deactivated are not implemented in stage 3.
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* * * First Change * * * *
[bookmark: _Toc76118692][bookmark: OLE_LINK46]4.6.2.5	Mobility management based network slice admission control
A serving PLMN or SNPN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the number of registered UEs per network slice. The timing of the network slice admission control is managed by the EAC mode, which can be either activated or deactivated for the network performing network slice admission controlIf the EAC mode is active, the AMF performs network slice admission control before the S-NSSAI subject to NSAC is included in the allowed NSSAI. If the maximum number of UEs that are simultanously registered to a network slice associated with a S-NSSAI is reached, the AMF adds the S-NSSAI to the rejected NSSAI for the maximum number of UEs reached when the UE has indicated support.
If the UE has indicated support and the EAC mode is activated, the AMF performs network slice admission control before the S-NSSAI subject to NSAC is included in the allowed NSSAI sent to the UE. During a registration procedure, if the AMF determines that the maximum number of UEs has been reached for:
a)	one or more S-NSSAIs but not all S-NSSAIs in the requested NSSAI, then the AMF includes the allowed NSSAI and the rejected NSSAI accordingly in the REGISTRATION ACCEPT message as specified in the subclauses 5.5.1.2.4 and 5.5.1.3.4;
b)	all S-NSSAIs in the requested NSSAI but there are one or more subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF includes the allowed NSSAI containing these subscribed S-NSSAIs marked as default and the rejected NSSAI accordingly in the REGISTRATION ACCEPT message as specified in the subclauses 5.5.1.2.4 and 5.5.1.3.4; or
c)	all S-NSSAIs in the requested NSSAI and there are no subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF includes the rejected NSSAI accordingly in the REGISTRATION REJECT message as specified in the subclauses 5.5.1.2.5 and 5.5.1.3.5.
If the UE has indicated support and the EAC mode is deactivated, the AMF performs network slice admission control after the S-NSSAI subject to NSAC is included in the allowed NSSAI sent to the UE. After the network performs the network slice admission control, if the AMF determines that the maximum number of UEs has been reached for:
a)	one or more S-NSSAIs but not all S-NSSAIs in the allowed NSSAI, then the AMF updates the allowed NSSAI and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4;
b)	for all S-NSSAIs in the allowed NSSAI but there are one or more subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF updates the allowed NSSAI containing these subscribed S-NSSAIs marked as default and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4; or
c)	for all S-NSSAIs in the allowed NSSAI and there are no subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF performs the network-initiated de-registration procedure and includes the rejected NSSAI in the DEREGISTRATION REQUEST message as specified in the subclause 5.5.2.3 except when the UE has an emergency PDU session established or the UE is establishing an emergency PDU session.
	When the UE has an emergency PDU session established or the UE is establishing an emergency PDU session, the AMF updates the rejected NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 and informs the SMF to release all PDU sessions associated with the S-NSSAI. During the generic UE configuration update procedure, the AMF includes the 5GS registration result IE in the CONFIGURATION UPDATE COMMAND message and sets the Emergency registered bit of the 5GS registration result IE to "Registered for emergency services". After the emergency PDU session is released, the AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.
Editor's note [WI: eNS-Ph2, CR#3111]:	How to send the back-off timer together with the rejected NSSAI for the maximum number of UEs reached to the UE and the UE behaviors upon reception of the timer value from the network are FFS.
Editor's note [WI: eNS-Ph2, CR#3111]:	When the network performs NSAC, whether the number of the pre-Rel-17 UEs to be counted and controlled is FFS.
* * * End of Change * * * *
