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***** First change *****
[bookmark: _Toc34303600][bookmark: _Toc34403882][bookmark: _Toc45281904][bookmark: _Toc51933134][bookmark: _Toc68195190]6.3	Off-network procedures	Comment by CT1#131-e: All procedures are written with inspiration from clause 10.2 of TS 24.379 – Off network group call.
The off-network procedures are out of scope of the present document in this release of the specification.
6.3.1	General
[bookmark: _Toc20156010][bookmark: _Toc27501167][bookmark: _Toc36049293][bookmark: _Toc45210059][bookmark: _Toc51860884][bookmark: _Toc59212208]6.3.1.1	SEAL Off-network Location Management message transport	Comment by CT1#131-e: This procedure is written based on clause 10.2.1.1.1 of TS 24.379.
In order to send the request, response or acknowledgement, the SEAL location management client:
1)	shall send the message as a UDP message to the local IP address of the VAL user, to UDP port TBD, with an IP time-to-live set to 255; and
2)	shall treat UDP messages received on the port TBD as received messages.
The SEAL Off-network Location Management message is the entire payload of the UDP message.
***** Next change *****
6.3.1.2	Basic Message Control	Comment by CT1#131-e: This procedure is written based on clause 10.2.2 of TS 24.379.
6.3.1.2.1	General
The figure 6.3.1.2.1-1 gives an overview of the main states and transitions on the UE for sending a SEAL Off-network Location Management message.


Figure 6.3.1.2.1-1: Basic state machine to send SEAL Off-network Location Management message
6.3.1.2.2	State: Start
This state exists for the SLM-C, when the SLM-C decides the SEAL Off-network Location Management message.
6.3.1.2.2.1	Send Message (With Ack/Response expected)
When SLM-C sends a SEAL Off-network Location Management message for which response or acknowledgement from the target UE is expected, the SLM-C:
a)	shall set counter C101 to the value 1;
b)	shall start the timer T101 (waiting for ack/resp);
c)	shall send the message to the target UE; and 
d)	shall enter the state "Waiting for Ack/Resp".
Editor’s note: The definition of the timer T101 (waiting for ack/resp) and the counter C101 is FFS.
6.3.1.2.3	State: Waiting for Ack/Resp
This state exists for the SLM-C, when the SLM-C has already sent the SEAL Off-network Location Management message, and waiting to receive which response or acknowledgement.
6.3.1.2.3.1	Timer T101 Expired
Upon expiry of the timer T101 where current value of the counter C101 is less than N, the SLM-C:
a)	shall increment the value of the counter C101 by 1;
b)	shall restart the timer T101 (waiting for ack/resp);
c)	shall send the message to the target UE; and 
d)	shall remain in the state "Waiting for Ack/Resp".
6.3.1.2.3.2	Timer T101 Expired (N times)
Upon expiry of the timer T101 where current value of the counter C101 is greater than or equal to N, the SLM-C:
a)	shall consider the message sending as failure;
b)	shall stop the timer T101 (waiting for ack/resp);
c)	shall inform the VAL user about the failure of the message; and 
d)	shall enter the state "Stop".
6.3.1.2.3.2	Acknowledgement Received or Response Received
Upon receiving response of the message or acknowledgement of the message, the SLM-C:
a)	shall stop the timer T101 (waiting for ack/resp);
b)	shall enter the state "Stop"; and
c)	shall inform the VAL user about the success of the message.
6.3.1.2.4	State: Stop
This state exists for the SLM-C, when the procedure to send the SEAL Off-network Location Management message is completed, and no further response or acknowledgement is expected.
***** Next change *****

[bookmark: _Toc20156398][bookmark: _Toc27501556][bookmark: _Toc36049682][bookmark: _Toc45210448][bookmark: _Toc51861275][bookmark: _Toc59212599]8 SEAL Off-network Location Management protocol message formats
[bookmark: _Toc20156399][bookmark: _Toc27501557][bookmark: _Toc36049683][bookmark: _Toc45210449][bookmark: _Toc51861276][bookmark: _Toc59212600]8.1	Functional definitions and contents
[bookmark: _Toc20156400][bookmark: _Toc27501558][bookmark: _Toc36049684][bookmark: _Toc45210450][bookmark: _Toc51861277][bookmark: _Toc59212601]8.1.1	General
The following subclauses describe the SEAL Off-network Location Management message functional definition and contents. 
[bookmark: _Toc20156401][bookmark: _Toc27501559][bookmark: _Toc36049685][bookmark: _Toc45210451][bookmark: _Toc51861278][bookmark: _Toc59212602]8.1.2	Off-network location management message
[bookmark: _Toc20156402][bookmark: _Toc27501560][bookmark: _Toc36049686][bookmark: _Toc45210452][bookmark: _Toc51861279][bookmark: _Toc59212603]8.1.2.1	Message definition
This message is used between location management clients (of UE-1 and UE-2) to send request, response or acknowledgement. The Message Type IE identifies the request, response, or acknowledgement. For contents of the message see Table 8.1.2.1-1.
Message type:	Off-network location management message
Direction:		UE to other UE
Table 8.1.2.1-1: Off-network location reporting trigger configuration message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Message Type
	Message Type
8.2.2
	M
	V
	1

	
	Originating VAL user ID
	VAL user ID
8.2.5
	M
	LV-E
	3-x

	
	Terminating VAL user ID
	VAL User ID
8.2.5
	M
	LV-E
	3-x

	
	Message Id
	Message ID
8.2.3
	M
	V
	16

	X
	Reply-to Message Id
	Reply-to Message ID
8.2.4
	O
	TV
	17

	Z
	Location Management Data
	Message Data
8.2.6
	O
	TLV-E
	4-x

	A
	Cause
	Cause
8.2.7
	O
	TLV-E
	3-x



***** Next change *****

[bookmark: _Toc45210495][bookmark: _Toc51861322][bookmark: _Toc59212646]8.2	General message format and information elements coding	Comment by CT1#131-e: This clause is written based on clause 15.2 of TS 24.379
[bookmark: _Toc20156442][bookmark: _Toc27501600][bookmark: _Toc36049726][bookmark: _Toc45210496][bookmark: _Toc51861323][bookmark: _Toc59212647]8.2.1	General
[bookmark: _Toc20156443][bookmark: _Toc27501601][bookmark: _Toc36049727][bookmark: _Toc45210497][bookmark: _Toc51861324][bookmark: _Toc59212648]8.2.2	Message type
The purpose of the Message type information element is to identify the type of the message.
The value part of the Message type information element is coded as shown in Table 8.2.2-1.
The Message type information element is a type 3 information element with a length of 1 octet.
Table 8.2.2-1: Message types
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	LOCATION REPORTING TRIGGER CONFIGURATION REQUEST

	0
	0
	0
	0
	0
	0
	1
	0
	
	LOCATION REPORTING TRIGGER CONFIGURATION RESPONSE

	0
	0
	0
	0
	0
	0
	1
	1
	
	LOCATION MANAGEMENT ACK

	0
	0
	0
	0
	0
	1
	0
	0
	
	LOCATION REPORT

	0
	0
	0
	0
	0
	1
	0
	1
	
	LOCATION REPORTING TRIGGER CANCEL REQUEST

	0
	0
	0
	0
	0
	1
	1
	0
	
	LOCATION REPORTING TRIGGER CANCEL RESPONSE

	0
	0
	0
	0
	0
	1
	1
	1
	
	LOCATION REQUEST (ON-DEMAND)

	0
	0
	0
	0
	1
	0
	0
	0
	
	LOCATION RESPONSE (ON-DEMAND)

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



[bookmark: _Toc45197920][bookmark: _Toc45695953][bookmark: _Toc51851409]8.2.3	Message ID
The Message ID information element uniquely identifies a message.
The Message ID information element is coded as shown in Figure 8.2.3-1 and Table 8.2.3-1.
The Message ID information element is a type 3 information element with a length of 16 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Message ID value
	octet 1
octet 16


Figure 8.2.3-1: Message ID value
Table 8.2.3-1: Message ID value
	Message ID value (octet 1 to 16)

The Message ID contains a number uniquely identifying a message. The value is a universally unique identifier as specified in IETF RFC 4122 [r4122].



[bookmark: _Toc20215894][bookmark: _Toc27496395][bookmark: _Toc36108136][bookmark: _Toc44598889][bookmark: _Toc44602744][bookmark: _Toc45197921][bookmark: _Toc45695954][bookmark: _Toc51851410]8.2.4	Reply-to message ID
The Reply-to message ID information element is used to associate a message within a conversation that is a reply to an existing message in a conversation.
The Reply-to message ID information element is coded as shown in Figure 8.2.4-1 and Table 8.2.4-1.
The Reply-to message ID information element is a type 3 information element with a length of 17 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Reply-to message ID IEI
	octet 1

	Reply-to message ID value
	octet 2
octet 17


Figure 8.2.4-1: Reply-to message ID value
Table 8.2.4-1: Reply-to message ID value
	Reply-to message ID value (octet 2 to 17)

The Reply-to message ID contains a number uniquely identifying a message. The value is a universally unique identifier as specified in IETF RFC 4122 [14].



[bookmark: _Toc20156451][bookmark: _Toc27501609][bookmark: _Toc36049735][bookmark: _Toc45210505][bookmark: _Toc51861332][bookmark: _Toc59212656]8.2.5	VAL user ID
The VAL user ID information element is used to indicate a VAL user ID.
The VAL user ID information element is coded as shown in Figure 8.2.5-1 and Table 8.2.5-1.
The VAL user ID information element is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of VAL user ID contents
	octet 1

	
	octet 2

	
	octet 3

	VAL user ID contents
	

	
	octet n


Figure 8.2.5-1: VAL user ID information element
Table 8.2.5-1: VAL user ID information element
	VAL user ID is contained in octet 3 to octet n; Max value of 65535 octets.

	

	



[bookmark: _Toc20156453][bookmark: _Toc27501611][bookmark: _Toc36049737][bookmark: _Toc45210507][bookmark: _Toc51861334][bookmark: _Toc59212658]8.2.6	Message Data
The Message data information element is used to send message specific data based on Message Type IE;
The Message data information element is coded as shown in Figure 15.2.12-1 and Table 15.2.12-1.
The Message data information element is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Message data IEI
	octet 1

	Length of Message data contents
	octet 2

	
	octet 3

	
	octet 4

	Message data contents
	

	
	octet n


Figure 15.2.12-1: Message data information element
Table 15.2.12-1: Message data information element
	Message data is contained in octet 4 to octet n; Max value of 65535 octets.

	

	



The Message data information element contains the seal-location-info+xml defined in clause 7.4.
8.2.7	Cause
The Cause information element is used to provide short cause of the failure;
The Cause information element is coded as shown in Figure 8.2.7-1 and Table 8.2.7-1.
The Cause information element is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Message data IEI
	octet 1

	Length of Message data contents
	octet 2

	
	octet 3

	Message data contents
	

	
	octet 127


Figure 8.2.7-1: Cause information element
Table 8.2.7-1: Cause information element
	Message data is contained in octet 3 to octet n; Max value of 127 octets.

	

	



***** End of change *****
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