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1. Introduction
Two changes are introduced with this paper:

1- The configuration parameters received by the UE-to-Network Relay UE can include an indication if the network needs to be aware of the IMEI/IMEISV of the remote UE, beside the SUCI. This is similar to what is done for LTE ProSe in TS 24.334.
2- The 5G ProSe remote UE information request procedure shall be triggered after the completion of the ProSe direct link establishment procedure. This procedure is needed to obtain the Remote UE identity in order to report it to the network afterwards. 

It is worth to note that the 5G ProSe remote UE information request procedure can be used to obtain the SUCI as well (beside IMEI/IMEISV), because the UE-to-Network Relay UE has not obtained the SUCI of the Remote UE during the 5G ProSe direct link establishment procedure, and it has to get the SUCI in order to report it to the network.

2. Reason for Change
Adding the trigger for the 5G ProSe remote UE information request procedure.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.554 V0.3.0.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G ProSe
5G Proximity-based Services

LSB
Least Significant 8 Bits
MSB
Most Significant 8 Bits

NCGI
NG-RAN Cell Global ID
ProSeP
5G ProSe Policy
SUCI
Subscription Concealed Identifier
* * * First Change * * * *

* * * Next Change * * * *

5.2.5
Configuration parameters for 5G ProSe UE-to-network Relay 
The configuration parameters for the role of a ProSe UE-to-network relay over PC5 reference point consist of:
a)
a validity timer for the validity of the configuration parameter for 5G ProSe UE-to-network Relay over PC5 interface;

b)
a list of PLMNs in which the UE is authorised to relay traffic for Remote UEs when the UE is served by NG-RAN, and in each PLMN;

1)
an indication of whether the UE is authorized to be a 5G ProSe UE-to-Network Relay; and
Editor's note:
It is FFS whether the indication distinguishes L2 or L3 for U2N Relay, i.e., a separate indication for L2 or L3 U2N Relay.
2) whether the relay needs to report the IMEI/IMEISV of the remote UE(s) connected to or disconnected from the relay; and
c)
a User Info ID for the UE-to-Network Relay discovery;

d)
one or more Relay Service Code(s) for the UE-to-Network Relay discovery, and for each Relay Service Code:
1)
security related content for ProSe Relay Discovery; and
2)
for Layer 3 ProSe UE-to-Network Relay, a set of PDU session parameters: 

i)
PDU Session type;

ii)
DNN;

iii)
SSC Mode;

iv)
S-NSSAI; or

v)
Access Type Preference.

Editor's note:
Details of security related content are FFS and will be determinated by SA WG3.

e)
For Layer 3 ProSe UE-to-Network Relay, mapping rules between a 5QI value and a 5G ProSe PQI value over PC5 for traffic relayed over the PC5 interface.

f)
the radio parameters of the 5G ProSe Relay Discovery applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN; and

g)
the radio parameters of the 5G ProSe direct communication applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN.

The configuration parameters for the role of a 5G ProSe Remote UE consist of:

a)
a validity timer for the validity of the configuration parameters for 5G ProSe Remote UE;

b)
a list of PLMNs in which the UE is authorized to use a ProSe UE-to-Network Relay:

1)
an indication of whether the UE is authorized to be a 5G ProSe Remote UE;

Editor's note:
It is FFS whether the indication distinguishes L2 or L3 for U2N Relay, i.e., a separate indication for L2 or L3 Remote UE.

c)
a User Info ID for the UE-to-Network Relay discovery;

d)
one or more Relay Service Code(s) for the UE-to-Network Relay discovery, and for each Relay Service Code:
1)
security related content for ProSe Relay Discovery; and
2)
for Layer 3 ProSe UE-to-Network Relay, a set of PDU session parameters: 

i)
PDU Session type;

ii)
DNN;

iii)
SSC Mode;

iv)
S-NSSAI; or

v)
Access Type Preference.

Editor's note:
Details of security related content are FFS and will be determinated by SA WG3.

e)
the radio parameters of the 5G ProSe Relay Discovery applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN; and

f)
the radio parameters of the 5G ProSe direct communication applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN.

NOTE:
Whether a frequency band is "operator managed" or "non-operator managed" in a given Geographical Area is defined by local regulations.
* * * Next Change * * * *

7.2.2.3
5G ProSe direct link establishment procedure accepted by the target UE

Upon receipt of a PROSE DIRECT LINK ESTABLISHMENT REQUEST message, if the target UE accepts this request, the target UE shall uniquely assign a PC5 link identifier, create a 5G ProSe direct link context and assign a layer-2 ID for this PC5 unicast link. The newly assigned layer-2 ID replaces the target layer-2 ID as received on the PROSE DIRECT LINK ESTABLISHMENT REQUEST message. Then the target UE shall store this assigned layer-2 ID and the source layer-2 ID used in the transport of this message provided by the lower layers in the 5G ProSe direct link context. The target UE may initiate 5G ProSe direct link authentication procedure as specified in clause XYZZ and shall initiate 5G ProSe direct link security mode control procedure as specified in clause ABCD. 

Editor's note:
The 5G ProSe direct link security mode control procedure and 5G ProSe direct link authentication procedure are FFS as they are waiting for the definitions in SA3 specification by SA3 working group.

NOTE:
It is possible for the target UE to reuse the target UE’s layer-2 ID used in the transport of the PROSE DIRECT LINK ESTABLISHMENT REQUEST message provided by the lower layers in case that the target UE’s layer-2 ID has been used in previous 5G ProSe direct link with the same peer.  
If:

a)
the target user info IE is included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message and this IE includes the target UE’s application layer ID; or

b)
the target user info IE is not included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message and the target UE is interested in the ProSe application(s) identified by the ProSe application identifier IE in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message;

Editor's note:
The following steps a) and b), and the 5G ProSe direct link security mode control procedure are FFS as they are waiting for the definitions in SA3 specification by SA3 working group.

then the target UE shall either:
a)
identify an existing KNRP based on the KNRP ID included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message; or 

b)
if KNRP ID is not included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message, the target UE does not have an existing KNRP for the KNRP ID included in PROSE DIRECT LINK ESTABLISHMENT REQUEST message or the target UE wishes to derive a new KNRP, derive a new KNRP. This may require performing one or more 5G ProSe direct link authentication procedures as specified in clause XYZZ.

NOTE:
How many times the 5G ProSe direct link authentication procedure needs to be performed to derive a new KNRP depends on the authentication method used.

After an existing KNRP was identified or a new KNRP was derived, the target UE shall initiate a 5G ProSe direct link security mode control procedure as specified in clause ABCD.

Upon successful completion of the 5G ProSe direct link security mode control procedure, in order to determine whether the PROSE DIRECT LINK ESTABLISHMENT REQUEST message can be accepted or not, in case of IP communication, the target UE checks whether there is at least one common IP address configuration option supported by both the initiating UE and the target UE.

If the target UE accepts the 5G ProSe direct link establishment procedure, the target UE shall create a PROSE DIRECT LINK ESTABLISHMENT ACCEPT message. The target UE:

a)
shall include the source user info set to the target UE’s application layer ID received from upper layers; 

b)
shall include PQFI(s), the corresponding PC5 QoS parameters and the ProSe application identifier(s) that the target UE accepts;

c)
shall include an IP address configuration IE set to one of the following values if IP communication is used:

1)
"DHCPv4 server" if only IPv4 address allocation mechanism is supported by the target UE, i.e., acting as a DHCPv4 server; or

2)
"IPv6 router" if only IPv6 address allocation mechanism is supported by the target UE, i.e. acting as an IPv6 router; or

3)
"DHCPv4 server & IPv6 Router" if both IPv4 and IPv6 address allocation mechanism are supported by the target UE; or

4)
"address allocation not supported" if neither IPv4 nor IPv6 address allocation mechanism is supported by the target UE;

NOTE:
The UE doesn't include an IP address configuration IE nor a link local IPv6 address IE, if Ethernet or Unstructured data unit type is used for communication.

d)
shall include a link local IPv6 address IE formed locally based on IETF RFC 4862 [16] if IP address configuration IE is set to "address allocation not supported" and the received PROSE DIRECT LINK SECURITY MODE COMPLETE message included a link local IPv6 address IE; and

e)
shall include the configuration of UE PC5 unicast user plane security protection based on the agreed user plane security policy, as specified in 3GPP TS 33.CCC.

After the PROSE DIRECT LINK ESTABLISHMENT ACCEPT message is generated, the target UE shall pass this message to the lower layers for transmission along with the initiating UE's layer-2 ID for unicast communication and the target UE's layer-2 ID for unicast communication, and shall start timer Taaaa if at least one of ProSe application identifiers for the 5G ProSe direct links satisfies the privacy requirements as specified in clause 5.2.

After sending the PROSE DIRECT LINK ESTABLISHMENT ACCEPT message, the target UE shall provide the following information along with the layer-2 IDs to the lower layer, which enables the lower layer to handle the coming PC5 signalling or traffic data:

a)
the PC5 link identifier self-assigned for this PC5 unicast link;

b)
PQFI(s) and its corresponding PC5 QoS parameters; and
c)
an indication of activation of the PC5 unicast user plane security protection for the PC5 unicast link, if applicable.
If the target UE accepts the 5G ProSe direct link establishment request, then the target UE may perform the PC5 QoS flow establishment over 5G ProSe direct link as specified in clause 7.2.7.
If the target UE is a 5G ProSe UE-to-network relay UE and it accepts the 5G ProSe direct link establishment request, the target UE shall initiate a 5G ProSe remote UE information request procedure (as specified in subclause 8.2.X) to request the SUCI of the Remote UE. Further, if the 5G ProSe-UE-to-network relay UE has been configured by the serving PLMN to report the IMEI or IMEISV of the Remote UE(s) served by the relay based on the provisioning of configuration information for 5G ProSe as specified in clause 5.2.5, the target UE shall initiate a 5G ProSe remote UE information request procedure to request the IMEI or IMEISV of the Remote UE.
* * * End of Changes * * * *

