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	Reason for change:
	For clause 6.2.5.1.2, after group configuration update, it is required to notify all members about group modification. Currently the SGM-S is not notifying the group members. 

For clause 6.2.9.2, after group member is removed from the group, it is required to notify all members about group modification. Currently the SGM-S is not notifying the group members. 

For clause B.3, Group modify notification is used to notify group members about 3 different types of modification – Members added, members removed or group config update. However, the SMG-C is not aware of type of modification. As per stage#2 (clause 10.3.2.8 of TS 23.434), it is required to notify which operation is performed on the group document. Currently, the SGM-S is not informing the SGM-C about the type of the modification.  

For clause 6.2.4.2, the SGM-S is not informing the SGM-C about the type of notification.

Interoperability impact analysis: The proposed change is backwards compatible. The same notification is used to provide group modify notification. By default, additional properties within an Object are ignored, This can be controlled via the "additionalProperties" keyword in JSON.

	
	

	Summary of change:
	1) In clause 6.2.5.1.2, added changes to specify that the SGM-S sends group modify notifications upon successful completion of the procedure.
2) In clause 6.2.9.2, added changes to specify that the SGM-S sends group modify notifications upon successful completion of the procedure.
3) In clause B.3, added support for different types of the notifications.
4) In clause 6.2.4.2, added support to provide type of the notifications.
5) Format chagne for clause 6.2.8.2.2.1 and 6.2.8.2.2.2
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	Upon group configuration update or group member leave – the client will not be able to know about the group modification and will not have latest group infomrmation to use. 
Further, uponn receiving group modify notification, the client will not know type of modification and may not be able to decide whether group fetch is required or not. 
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***** First change *****
[bookmark: _Toc25305681][bookmark: _Toc26190257][bookmark: _Toc26190850][bookmark: _Toc34062154][bookmark: _Toc34394595][bookmark: _Toc45274399][bookmark: _Toc51932938][bookmark: _Toc58513666][bookmark: _Toc59205318]6.2.4.2	Server procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies an element of a XML document as specified in clause 7, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP PUT request is not authorized to update group information, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;
b)	shall support handling an HTTP PUT request from a SGM-C according to procedures specified in IETF RFC 4825 [3] "PUT Handling".
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.2.2. In the group modify notification, the SGM-S shall set the "modificationType" parameter to the value GROUP_MEMBER_ADDED (0x01) as specified in clause B.3.
***** Next change *****
[bookmark: _Toc25305685][bookmark: _Toc26190261][bookmark: _Toc26190854][bookmark: _Toc34062158][bookmark: _Toc34394599][bookmark: _Toc45274403][bookmark: _Toc51932942][bookmark: _Toc58513670][bookmark: _Toc59205322]6.2.5.1.2	Server procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies an XML document as specified in clause 7, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP PUT request is not authorized to update the group document, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;
b)	shall support receiving an XML document as specified in application usage of the specific vertical application according to procedures specified in IETF RFC 4825 [3] "PUT Handling". 
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.2.2. In the group modify notification, the SGM-S shall set the "modificationType" parameter to the value GROUP_CONFIG_UPDATE (0x03) as specified in clause B.3.
***** Next change *****
[bookmark: _Toc34062189][bookmark: _Toc34394630]6.2.8.2.2.1	Receiving group modify notification

Upon receiving an HTTP POST request over a call back URI which was given to the SGM-S at time of group events subscription, the SGM-C:
a)	shall match subscription identity received in the "Identity" parameter of the HTTP POST request with the locally stored identity of the subscription. If subscription identity is not valid, then
1) send an HTTP 406 (Not Acceptable) response and skip rest of the steps;
b)	shall send an HTTP 200 (OK); and
c)	if "Event" parameter is set to SUBSCRIBE_GROUP_MODIFICATION (0x02) as specified in clause B.3, shall notify the VAL user about modification of group with group-ID. 
Based on VAL user’s request, the SGM-C may also retrieve the group document identified by group ID received in group modify notification as specified in clause 6.2.5.2.
[bookmark: _Toc34062191][bookmark: _Toc34394632]6.2.8.2.2.2	Sending group modify notification

To send the group modification notification to the SGM-C, the SGM-S:
a)	shall check whether valid group events subscription exists for event SUBSCRIBE_GROUP_MODIFICATION (0x02) as defined in clause A.1.2 or not; if valid subscription does not exists then skip rest of the steps;
b)	shall generate an HTTP POST message to notify group announcement. In the HTTP POST message:
1)	shall set request URI to the call back URI received at the time of creating subscription;
2)	shall set Content-Type header to "application/json"; and
3)	shall include an HTTP request entity-body with the parameters specified in clause B.3 serialized into a JavaScript Object Notation (JSON) structure; and
c)	shall sent the HTTP POST request towards SGM-C.
***** Next change *****
[bookmark: _Toc34062195][bookmark: _Toc34394636][bookmark: _Toc45274429][bookmark: _Toc51932968][bookmark: _Toc58513698][bookmark: _Toc59205350]6.2.9.2	Server procedure
Upon reception of an HTTP POST request where the Request-URI of the HTTP POST request is set to "/group-deregistration", the SGM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	shall update the members information in group document; and
c)	shall send an HTTP 200 (OK) response to SGM-C.
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.2.2. In the group modify notification, the SGM-S shall set the "modificationType" parameter to the value GROUP_MEMBER_REMOVED (0x02) as specified in clause B.3.
***** Next change *****
[bookmark: _Toc34062215][bookmark: _Toc34394656][bookmark: _Toc45274449][bookmark: _Toc51932988][bookmark: _Toc58513718][bookmark: _Toc59205370]B.3	Group modify notification
The SGM-S shall convey the following parameters while sending identify list notification to SGM-C.
Table B.3-1: Parameters for group announcement notification
	Parameter
	Description

	Identity
	REQUIRED. A unique string representing notification channel identity. 

	Event
	REQUIRED. Shall be set to SUBSCRIBE_GROUP_MODIFICATION (0x02) as specified in table A.1.2-2.

	groupID
	REQUIRED. An URI that represent a VAL group identity

	modificationType
	REQUIRED. Specifies the type of the modification of group document. This specification defines following types of modifications:
0x01: GROUP_MEMBER_ADDED
0x02: GROUP_MEMBER_REMOVED
0x03: GROUP_CONFIG_UPDATE



***** End of changes *****

