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	Reason for change:
	For SM based NSAC for roaming, SA2 has specified below principle in TS 23.501:
"5.15.11.3	Network Slice Admission Control for Roaming
In the case of roaming, depending on operator's policy, a roaming agreement or an SLA between the VPLMN and the HPLMN, NSAC for roaming UEs can be performed by the VPLMN. The following principles apply:
……
For network slice admission control of roaming UEs for maximum number of PDU Sessions per network slice managed by the HPLMN, the following principles shall be used:
-	For PDU sessions in the home-routed roaming case, the SMF in the HPLMN performs network slice admission control for the S-NSSAI(s) subject to NSAC."
For HR PDU sessions, it is SMF in the HPLMN to perform NSAC.

However, for SM based NSAC specified in TS 24.501 as below, it only specified " A serving PLMN ", which cannot cover the HR PDU session in roaming in which it is the HPLMN to perform NSAC.
"4.6.2.6	Session management based network slice admission control
A serving PLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. If the EAC mode is active, the SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2."

	
	

	Summary of change:
	It proposes to cover SM based NSAC for roaming, i.e. for HR PDU sessions, it is SMF in the HPLMN to perform NSAC.

	
	

	Consequences if not approved:
	The SM based NSAC for roaming is not covered in stage 3.
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* * * First Change * * * *
[bookmark: _Toc76118693]4.6.2.6	Session management based network slice admission control
A serving PLMN or HPLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. If the EAC mode is active, the SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
* * * End of Change * * * *

