
3GPP TSG-CT WG1 Meeting #131-e
C1-214589
E-meeting, 19-27 August 2021

Source:
vivo
Title:
Discussion on UAC and RRC cause value for U2N Relay
Agenda item:
17.2.18
Document for:
Discussion and Decision
1. Introduction
In LS R2-2106520/C1-214016, RAN2 asked CT1 to provide feedbacks to three questions considering the case of accessing the network via a 5G ProSe Layer-2 UE-to-Network Relay. The purpose of this document is to discuss the NAS impact of UAC and RRC cause value for L2 U2N Relay, and to propose a way forward.
2. Discussion

2.1 Background
As specified in TS 23.304, for the ProSe Communication via Layer-2 UE-to-Network Relay, the 5G ProSe UE-to-Network Relay shall firstly enter CM_CONNECTED state before relaying the Remote UE’s traffic. Then the 5G ProSe Remote UE can establish an RRC connection with the same NG-RAN serving the selected 5G ProSe UE-to-Network Relay via the selected Relay UE.
	TS 23.304 clause 6.5.2.1.2
The 5G ProSe UE-to-Network Relay may only relay data/signalling for the 5G ProSe Remote UE(s) when the 5G ProSe UE-to-Network Relay is in CM-CONNECTED state. If the 5G ProSe UE-to-Network Relay is in CM_IDLE state and receives a connection request from the 5G ProSe Remote UE for relaying, the 5G ProSe UE-to-Network Relay shall trigger Service Request procedure to enter CM_CONNECTED state before relaying the Remote UEs traffic.
-
If any 5G ProSe Remote UE connected to the 5G ProSe UE-to-Network Relay is in CM-CONNECTED, the 5G ProSe UE-to-Network Relay should remain CM-CONNECTED state.
-
If all 5G ProSe Remote UEs connected to the 5G ProSe UE-to-Network Relay enter CM-IDLE, the 5G ProSe UE-to-Network Relay may enter CM-IDLE state.


2.2 Consideration of the cause value
2.2.1 Whether a new cause value is needed
This section discusses whether a new cause value is needed for the U2N Relay when being triggered to establish/resume the RRC connection by Remote UE just for relaying purposes. For convenience, "a new cause value" will be used to refer to "a new establishment/resume cause value that is used for all cases when a relay UE establishes/resumes an RRC connection due to a connection of remote UE", and "the Relay UE" will be used to refer to "a 5G ProSe Layer-2 UE-to-Network Relay".
Observation 1: A new cause value conceals the service type of the Remote UE.
As defined in TS 24.501, the existing RRC establishment cause value can be one of the following: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, mps-PriorityAccess, and mcs-PriorityAccess.

A new cause value for relaying purpose conceals the service type (e.g., emergency, MO data, MT session, etc.) of the Remote UE. For example, the emergency service requested by a Remote UE would be the same as the normal service of a Remote UE from the perspective of the gNB. 

Therefore, the gNB can not differentiate the reason (e.g., emergency, MO data, MT session, etc.) for the RRC connection establishment/resume of the Remote UE with a new cause value. 
Observation 2: A new cause value needs an enhancement of gNB. The existing mechanism for handling cause value is feasible if reusing the existing establishment cause values. 
If the existing mechanism for handling cause value is reused: 
a)
When the Relay UE needs to relay the first data of Remote UE#1, the Relay UE initiates the service request procedure by sending a SERVICE REQUEST message to the AMF and starts timer T3517 if the Relay UE is in CM-IDLE mode. 

b)
When Remote UE#2 requires the Relay UE to relay data for Remote UE#2, if the Relay UE is still in CM-IDLE mode, the Relay UE will not initiate another service request procedure since T3517 is running until the Relay UE enters CM-CONNECTED mode. 
There is no impact on the gNB and the Relay UE if the existing cause value is reused as described above. 
If a new cause is defined, the UE and the gNB shall be enhanced to support a new cause value.
Observation 3: A new cause value may lead to a waste of signalling and resource.

The gNB may accept or reject a RRC connection establishment/resume procedure when it receives a RRC setup/resume request. For the U2N Relay case, the gNB shall decide whether to accept or reject the RRC setup/resume request of Remote UE even if the gNB accepts the RRC setup/resume request of Relay UE.

Consider the case when a new cause value is used and the RRC connection of the Relay UE is accepted by gNB. Since the new cause value conceals the service type of the Remote UE, the gNB can not know the real establishment cause value of the Remote UE (e.g., mo-data). When gNB receives the RRC setup request of the Remote UE via the Relay UE, the RRC setup request could be rejected by gNB (e.g.mo data is rejected by the gNB due to the congestion control). This would lead to a waste of signalling and resource.

If the cause value of the relay UE is set to the real cause value of the Remote UE, the gNB can directly decide whether the RRC connection can be accepted, and avoid the waste of signalling and resource.
Observation 4: The existing establishment/resume cause values are enough to reveal all the service types from the remote UE.
The RRC establishment/resume cause provided by Relay UE’s NAS layer is determined via mapping table as defined in TS 24.501 clause 4.5.6, which is the mapping rules between access categories/access identities and RRC cause value. 
There is no requirement in SA1 to introduce a new access identity or access category for the access via U2N Relay. The service type of the Remote UE accessing the network via the Relay UE is the same as a normal UE. Therefore, the existing RRC cause values are enough to reveal all the service types from the remote UE.
Proposal 1: CT1 prefers option 2 to reuse existing establishment/resume cause values.
2.2.2 How the Relay UE sets the cause value
It is not clear in RAN2 that how to set the cause value for the Relay UE in CM-IDLE mode if the RRC connection establishment/resume is triggered only for relay purpose. The RRC establishment cause value is provided by the NAS layer of the Relay UE to the AS layer. Hence it is CT1’s scope to discuss how to set the cause value. It is an open issue not listed in the question of the LS and related to section 2.2.1. The following analyses are based on the condition that the Relay UE has no data or signalling for transmitting since the RRC connection establishment/resume is triggered only for relay purpose.
If there is only one Remote UE requesting for relaying data before the Relay UE determines the cause value, the following ways of setting cause value can be identified:

a)
set the cause value to the cause value requested by Remote UE;

b)
set the cause value to the default cause value of the new cause value;

c)
set the cause value to the default cause value of an existing cause value; and
d)
set the cause value to a random one of the existing cause value.

The above options can be evaluated as the following table:
	
	Option a)
	Option b)
	Option c)
	Option d)

	Advantage
	· Reflect the service type of the Remote UE;
· No need to introduce a new cause value.
	· The gNB knows that the RRC connection is for relay purpose only.
	· No need to introduce a new cause value
	· No need to introduce a new cause value

	Shortage
	· gNB can not know that the RRC connection is for relay purpose only from the cause value.
	· conceal the service type of the Remote UE;
· may lead to a waste of signalling.
	· conceal the service type of the Remote UE;

· may lead to a waste of signalling;
· Bring chaos if a normal service type is set for an emergency service of the Remote UE.
	· Bring chaos if an emergency service type is set for a normal service of the Remote UE;



	Impact to 5GS
	No
	A new cause value shall be supported
	No
	No


From the table, option c) and option d) may bring chaos if a wrong service type is set, and option b) conceals the service type of the Remote UE and may lead to a waste of signalling. Hence, it is proposed to use option a), i.e., set the cause value to the cause value requested by Remote UE if there is only one Remote UE requesting for relaying data before the Relay UE determines the cause value.
Considering the corner case happens when the Relay UE receives more than one requests for relaying data from serval Remote UEs before the Relay UE decides the cause value for RRC establishment/resume. It is in UE implementation for the Relay UE to select a cause value for RRC establishment (e.g., select the first arrived cause value of the Remote UE, select randomly among all the cause values request by all the Remote UEs, select the cause value with the highest priority among all the cause values request by all Remote UEs, etc.).
According to the analyses above, it is proposed that:
a)
If there is only one Remote UE requesting for relaying data before the Relay UE determines the cause value, the Relay UE should set the cause value to the cause value requested by the Remote UE; and
b)
If there are more than one Remote UEs requesting for relaying data before the Relay UE determines the cause value, how the Relay UE sets the cause value is left to UE implementation.
Proposal 2a: The Relay UE should set the cause value to the cause value requested by the Remote UE.
Proposal 2b: If CT1 can achieve a consensus on Proposal 2a, the reply LS should also inform the CT1 consensus to RAN2.
2.3 Whether the legacy access control can be reused
RAN2 has agreed that the access attempt from remote UE shall be under the UAC. The UAC defined in TS 24.501 clause 4.5 includes the following aspects:
· events to trigger the Remote UE to perform UAC;
· determination of the access identities and access category;
· exception handling and avoiding double barring; and
· mapping between access categories/access identities and RRC establishment cause. 
No new action is identified to be executed on the basis of the legacy UAC procedure. Hence there is no need to enhance the UAC procedure for Remote UE.
Proposal 3: CT1 confirms that the remote UE can reuse the legacy access control mechanism and no need to enhance the access control procedure of Remote UE.
2.4 Whether the Relay UE should perform UAC procedure
Since RAN2 has agreed that the access attempt from Remote UE shall be under the UAC, it would result in double access control procedures for the Remote UE if the Relay needs to perform the UAC procedure only for relaying. It is unfair from the perspective of the Remote UE. In the worst case, the access probability of the Remote UE is equal to the barring factor of the Remote UE times barring factor of the Relay UE.
For NAS impact on skipping the UAC procedure of the Relay UE, the NAS layer of the Relay UE can determine the access identity,the access category, and the establishment cause following the legacy mechanism, and passes the corresponding parameters to the AS layer of the Relay UE. It is the AS layer that performs the UAC procedure to determine if the access is allowed. Hence how to skip the UAC procedure can be left to RAN WG. Therefore, skipping the UAC procedure of the Relay UE has no NAS impact.
Proposal 4: CT1 prefers option 1 that the IDLE/INACTIVE Relay UE should skip the UAC procedure. 

3. Conclusions and Proposal

Proposal 1: CT1 prefers option 2 to reuse existing establishment/resume cause values.

Proposal 2a: The Relay UE should set the cause value to the cause value requested by the Remote UE.

Proposal 2b: If CT1 can achieve a consensus on Proposal 2a, the reply LS should also inform the CT1 consensus to RAN2.

Proposal 3: CT1 confirms that the remote UE can reuse the legacy access control mechanism and no need to enhance the access control procedure of Remote UE.

Proposal 4: CT1 prefers option 1 that the IDLE/INACTIVE Relay UE should skip the UAC procedure.
It is proposed to reply to R2-2106520/C1-214016 according to the discussion above.
A corresponding reply LS is provided in C1-214468.
