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[bookmark: _Toc75769926]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
4G-GUTI	4G-Globally Unique Temporary Identifier
5GCN	5G Core Network
5G-GUTI	5G-Globally Unique Temporary Identifier
5GMM	5GS Mobility Management
5G-RG	5G Residential Gateway
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
5GS	5G System
5GSM	5GS Session Management
5G-S-TMSI	5G S-Temporary Mobile Subscription Identifier
5G-TMSI	5G Temporary Mobile Subscription Identifier
5QI	5G QoS Identifier
ACS	Auto-Configuration Server
AKA	Authentication and Key Agreement
AKMA	Authentication and Key Management for Applications
A-KID	AKMA Key Identifier
A-TID	AKMA Temporary Identifier
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
APN	Access Point Name
ATSSS	Access Traffic Steering, Switching and Splitting
AUSF	Authentication Server Function
CAG	Closed access group
CGI	Cell Global Identity
CHAP	Challenge Handshake Authentication Protocol
DDX	Downlink Data Expected
DL	Downlink
DN	Data Network
DNN	Data Network Name
DNS	Domain Name System
eDRX	Extended DRX cycle
DS-TT	Device-Side TSN Translator
EUI	Extended Unique Identifier
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAC	Early Admission Control
EAP-AKA'	Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key Agreement
EAS	Edge Application Server
[bookmark: OLE_LINK88][bookmark: OLE_LINK89]EASDF	Edge Application Server Discovery Function
ECIES	Elliptic Curve Integrated Encryption Scheme
ECS	Edge Configuration Server
EEC	Edge Enabler Client
EPD	Extended Protocol Discriminator
EMM	EPS Mobility Management
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
ESM	EPS Session Management
FN-RG	Fixed Network RG
FN-BRG	Fixed Network Broadband RG
FN-CRG	Fixed Network Cable RG
Gbps	Gigabits per second
GFBR	Guaranteed Flow Bit Rate
GUAMI	Globally Unique AMF Identifier
IAB	Integrated access and backhaul
IMEI	International Mobile station Equipment Identity
IMEISV	International Mobile station Equipment Identity and Software Version number
IMSI	International Mobile Subscriber Identity
IP-CAN	IP-Connectivity Access Network
KSI	Key Set Identifier
LADN	Local Area Data Network
LCS	LoCation Services
LMF	Location Management Function
LPP	LTE Positioning Protocol
MAC	Message Authentication Code
MA PDU	Multi-Access PDU
MBS	Multicast/Broadcast Services
[bookmark: _Hlk76397379]Mbps	Megabits per second
MFBR	Maximum Flow Bit Rate
MICO	Mobile Initiated Connection Only
MUSIM	Multi-USIM
N3IWF	Non-3GPP Inter-Working Function
N5CW	Non-5G-Capable over WLAN
N5GC	Non-5G Capable
NAI	Network Access Identifier
NITZ	Network Identity and Time Zone
NR	New Radio
ngKSI	Key Set Identifier for Next Generation Radio Access Network
NPN	Non-public network
NSAC	Network Slice Admission Control
NSACF	Network Slice Admission Control FunctionNSSAA	Network slice-specific authentication and authorization
NSSAAF	NSSAA Function
NSSAI	Network Slice Selection Assistance Information
OS	Operating System
OS Id	OS Identity
PAP	Password Authentication Protocol
PCO	Protocol Configuration Option
PEI	Permanent Equipment Identifier
PNI-NPN	Public Network Integrated Non-Public Network
ProSe	Proximity based Services
ProSeP	5G ProSe policy
PTI	Procedure Transaction Identity
PVS	Provisioning Server
QFI	QoS Flow Identifier
QoS	Quality of Service
QRI	QoS Rule Identifier
RACS	Radio Capability Signalling Optimisation
(R)AN	(Radio) Access Network
RFSP	RAT Frequency Selection Priority
RG	Residential Gateway
RPLMN	Registered PLMN
RQA	Reflective QoS Attribute
RQI	Reflective QoS Indication
RSNPN	Registered SNPN
S-NSSAI	Single NSSAI
SA	Security Association
SDF	Service Data Flow
SMF	Session Management Function
SGC	Service Gap Control
SNN	Serving Network Name
SNPN	Stand-alone Non-Public Network
SOR	Steering of Roaming
SOR-CMCI	Steering of Roaming Connected Mode Control Information
SUCI	Subscription Concealed Identifier
SUPI	Subscription Permanent Identifier
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
Tbps	Terabits per second
TMGI	Temporary Mobile Group Identity
TNGF	Trusted Non-3GPP Gateway Function
TSC	Time Sensitive Communication
TWIF	Trusted WLAN Interworking Function
TSN	Time-Sensitive Networking
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
UDM	Unified Data Management
UL	Uplink
UPDS	UE policy delivery service
UPF	User Plane Function
UPSC	UE Policy Section Code
UPSI	UE Policy Section Identifier
URN	Uniform Resource Name
URSP	UE Route Selection Policy
USS	UAS Service Supplier
UUAA	USS UAV Authorization/Authentication
V2X	Vehicle-to-Everything
V2XP	V2X policy
W-AGF	Wireline Access Gateway Function
WLAN	Wireless Local Area Network
WUS	Wake-up signal
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[bookmark: _Toc20232808][bookmark: _Toc27746911][bookmark: _Toc36213095][bookmark: _Toc36657272][bookmark: _Toc45286937][bookmark: _Toc51948206][bookmark: _Toc51949298][bookmark: _Toc75770387]6.3.2.2	Network-requested PDU session modification procedure initiation
In order to initiate the network-requested PDU session modification procedure, the SMF shall create a PDU SESSION MODIFICATION COMMAND message.
If the authorized QoS rules of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the Authorized QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS rules of the PDU session. The SMF shall ensure that the number of the packet filters used in the authorized QoS rules of the PDU Session does not exceed the maximum number of packet filters supported by the UE for the PDU session. The SMF may bind service data flows for which the UE has requested traffic segregation to a dedicated QoS flow for the PDU session, if possible. Otherwise the SMF may bind the service data flows to an existing QoS flow. The SMF shall use only one dedicated QoS flow for traffic segregation. If the UE has requested traffic segregation for multiple service data flows with different QoS handling, the SMF shall bind all these service data flows to a single QoS flow. If the SMF allows traffic segregation for service data flows in a QoS rule, then the SMF shall create a new authorized QoS rule for these service data flows and shall delete packet filters corresponding to these service data flows from the other authorized QoS rules.
If the authorized QoS flow descriptions of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the Authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS flow descriptions of the PDU session.
If SMF creates a new authorized QoS rule for a new QoS flow, then SMF shall include the authorized QoS flow description for that QoS flow in the Authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message, if:
a)	the newly created authorized QoS rules is for a new GBR QoS flow;
b)	the QFI of the new QoS flow is not the same as the 5QI of the QoS flow identified by the QFI; or
c)	the new QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.1 of 3GPP TS 23.502 [9].
If the session-AMBR of the PDU session is modified, the SMF shall set the selected Session-AMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-AMBR of the PDU session.
If interworking with EPS is supported for the PDU session and if the mapped EPS bearer contexts of the PDU session is modified, the SMF shall set the Mapped EPS bearer contexts IE of the PDU SESSION MODIFICATION COMMAND message to the mapped EPS bearer contexts of the PDU session. If the association between a QoS flow and the mapped EPS bearer context is changed, the SMF shall set the EPS bearer identity parameter in Authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the new EPS bearer identity associated with the QoS flow.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the PDU SESSION MODIFICATION REQUEST message includes a 5GSM capability IE, the SMF shall:
a)	if the RQoS bit is set to:
1)	"Reflective QoS supported", consider that the UE supports reflective QoS for this PDU session; or
2)	"Reflective QoS not supported", consider that the UE does not support reflective QoS for this PDU session; and;
b)	if the MH6-PDU bit is set to:
1)	"Multi-homed IPv6 PDU session supported", consider that this PDU session is supported to use multiple IPv6 prefixes; or
2)	"Multi-homed IPv6 PDU session not supported", consider that this PDU session is not supported to use multiple IPv6 prefixes.
If the SMF considers that reflective QoS is supported for QoS flows belonging to this PDU session, the SMF may include the RQ timer IE set to an RQ timer value in the PDU SESSION MODIFICATION COMMAND message.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]) and the UE has set the TPMIC bit to "Transport of port management information container supported" in the 5GSM capability IE, the SMF shall include a Port management information container IE in the PDU SESSION MODIFICATION COMMAND message.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and the PDU SESSION MODIFICATION REQUEST message includes a Maximum number of supported packet filters IE, the SMF shall consider this number as the maximum number of packet filters that can be supported by the UE for this PDU session. Otherwise the SMF considers that the UE supports 16 packet filters for this PDU session.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall consider that the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink are valid for the lifetime of the PDU session.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the SMF determines, based on local policies or configurations in the SMF and the Always-on PDU session requested IE in the PDU SESSION MODIFICATION REQUEST message (if available), that either:
a)	the requested PDU session needs to be an always-on PDU session, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session required"; or
b)	the requested PDU session shall not be an always-on PDU session and:
i)	if the UE included the Always-on PDU session requested IE, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session not allowed"; or
ii)	if the UE did not include the Always-on PDU session requested IE, the SMF shall not include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the UE indicates support for ECS configuration information provisioning in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION REQUEST message, then the SMF may include the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message with at least one of ECS IPv4 Address, ECS IPv6 Address and ECS FQDN included and may include an ECS provider identifier parameter container.
NOTE 1:	If an ECS provider identifier is included, then the IP address(es) and/or FQDN(s) are associated with the ECS provider identifier.
Editor's note:	Whether additional parameters are needed for ECS configuration information provisioning, e.g. ECS ID, is FFS.
If a QoS flow for URLLC is created in a PDU session and the SMF has not provided the Always-on PDU session indication IE with the value set to "Always-on PDU session required" in the UE-requested PDU session establishment procedure or a network-requested PDU session modification procedure for the PDU session, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session required".
If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session and remove the derived QoS rule(s) associated with the PDU session, if any.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to the PTI of the PDU SESSION MODIFICATION REQUEST message received as part of the UE-requested PDU session modification procedure.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the UE has included the Requested MBS container IE in the PDU SESSION MODIFICATION REQUEST message with the MBS operation set to "Join MBS session", the SMF: 
a)	shall include the TMGI for the MBS session IDs that the UE is allowed to join, if any, in the MBS result container IE and shall set the MBS Decision to "MBS join is accepted" for each of those MBS result;
b)	shall include the TMGI for MBS session IDs that the UE is rejected to join, if any, in the MBS result container IE, shall set the MBS Decision to "MBS join is rejected" for each of those MBS result and shall set the Rejection cause for each of those MBS result with the reason of rejection; and
c)	may include the MBS service area for each MBS session and include in it either the MBS TAI list, the NR CGI list or both, that identify the service area(s) for the local MBS service;
in the PDU SESSION MODIFICATION COMMAND message. If the UE has set the Type of MBS session ID to "Source specific IP multicast address" in the Requested MBS container IE for certain MBS session(s) in the PDU SESSION MODIFICATION REQUEST message, the SMF shall include the Source IP address information and Destination IP address information in the MBS result together with the TMGI for each of those MBS sessions.
NOTE 2:	Including the Source IP address information and Destination IP address information in the MBS result in that case is to allow the UE to perform the mapping between the requested MBS session ID and the provided TMGI.
NOTE 3:	In SNPN, TMGI is used together with NID to identify an MBS Session.
If:
a)	the SMF wants to remove joined UE from one or more MBS sessions; or 
b)	the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the UE has included the Requested MBS container IE in the PDU SESSION MODIFICATION REQUEST message with the MBS operation set to "Leave MBS session", 
the SMF shall include the MBS session IDs that the UE is removed from, if any, in the MBS result container IE in the PDU SESSION MODIFICATION COMMAND message and shall set the MBS Decision to "Remove UE from MBS session" for each of those MBS result.
If the network-requested PDU session modification procedure is not triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to "No procedure transaction identity assigned".
If the selected SSC mode of the PDU session is "SSC mode 3" and the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the SMF shall include 5GSM cause #39 "reactivation requested" , in the PDU SESSION MODIFICATION COMMAND message, and may include the PDU session address lifetime in a PDU session address lifetime PCO parameter in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message.
The SMF shall send the PDU SESSION MODIFICATION COMMAND message, and the SMF shall start timer T3591 (see example in figure 6.3.2.2.1).
NOTE 42:	If the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the reallocation requested indication indicating whether the SMF is to be reallocated or the SMF is to be reused is provided to the AMF.
If the control plane CIoT 5GS optimization is enabled for a PDU session and the IP header compression configuration IE was included in the PDU SESSION ESTABLISHMENT REQUEST message or the PDU SESSION MODIFICATION REQUEST message, and the SMF supports control plane CIoT 5GS optimization and IP header compression for control plane CIoT 5GS optimization, the SMF may include the IP header compression configuration IE in the PDU SESSION MODIFICATION COMMAND message to re-negotiate IP header compression configuration associated to the PDU session.
If the control plane CIoT 5GS optimization is enabled for a PDU session and the Ethernet header compression configuration IE was included in the PDU SESSION ESTABLISHMENT REQUEST message or the PDU SESSION MODIFICATION REQUEST message, and the SMF supports control plane CIoT 5GS optimization and Ethernet header compression for control plane CIoT 5GS optimization, the SMF may include the Ethernet header compression configuration IE in the PDU SESSION MODIFICATION COMMAND message to re-configure Ethernet header compression configuration associated with the PDU session.
If the SMF needs to provide new ECS configuration information to the UE and the UE has indicated support for ECS configuration information provisioning in the PDU SESSION ESTABLISHMENT REQUEST or the PDU SESSION MODIFICATION REQUEST, then the SMF may include the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message with at least one of ECS IPv4 Address, ECS IPv6 Address and ECS FQDN included and may include an ECS provider identifier.
NOTE 53:	If an ECS provider identifier is included, then the IP address(es) and/or FQDN(s) are associated with the ECS provider identifier.
Editor's note:	Whether additional parameters are needed for ECS configuration information provisioning, e.g. ECS ID, is FFS.


Figure 6.3.2.2.1: Network-requested PDU session modification procedure
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Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided a DNN during the PDU session establishment, the UE shall stop timer T3396, if it is running for the DNN provided by the UE. If the UE did not provide a DNN during the PDU session establishment and the request type was different from "initial emergency request" and different from "existing emergency PDU session", the UE shall stop the timer T3396 associated with no DNN if it is running. If the PDU SESSION MODIFICATION COMMAND message was received for an emergency PDU session, the UE shall not stop the timer T3396 associated with no DNN if it is running.
Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided an S-NSSAI and a DNN during the PDU session establishment, the UE shall stop timer T3584, if it is running for the [S-NSSAI of the PDU session, DNN] combination provided by the UE. If the UE provided a DNN and did not provide an S-NSSAI during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [no S-NSSAI, DNN] combination provided by the UE. If the UE provided an S-NSSAI and did not provide a DNN during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [S-NSSAI, no DNN] combination provided by the UE. If the UE provided neither a DNN nor an S-NSSAI during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [no S-NSSAI, no DNN] combination provided by the UE. The timer T3584 to be stopped includes the timer T3584 applied for all the PLMNs, if running, and the timer T3584 applied for the registered PLMN, if running.
Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided an S-NSSAI during the PDU session establishment, the UE shall stop timer T3585, if it is running for the S-NSSAI of the PDU session. If the UE did not provide an S-NSSAI during the PDU session establishment and the request type was different from "initial emergency request" and different from "existing emergency PDU session", the UE shall stop the timer T3585 associated with no S-NSSAI if it is running. The timer T3585 to be stopped includes the timer T3585 applied for all the PLMNs, if running, and the timer T3585 applied for the registered PLMN, if running. If the PDU SESSION MODIFICATION COMMAND message was received for an emergency PDU session, the UE shall not stop the timer T3585 associated with no S-NSSAI if it is running.
NOTE 1:	Upon receipt of the PDU SESSION MODIFICATION COMMAND message for a PDU session, if the UE provided a DNN (or no DNN) and an S-NSSAI (or no S-NSSAI) when the PDU session is established, timer T3396 associated with the DNN (or no DNN, if no DNN was provided by the UE) is running, and timer T3584 associated with the DNN (or no DNN, if no DNN was provided by the UE) and the S-NSSAI of the PDU session (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, then the UE stops both the timer T3396 and the timer T3584.
NOTE 2:	Upon receipt of the PDU SESSION MODIFICATION COMMAND message for a PDU session, if the UE provided a DNN (or no DNN) and an S-NSSAI (or no S-NSSAI) when the PDU session is established, timer T3585 associated with the S-NSSAI of the PDU session (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, and timer T3584 associated with the DNN (or no DNN, if no DNN was provided by the UE) and the S-NSSAI of the PDU session (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, then the UE stops both the timer T3585 and the timer T3584.
If the PDU SESSION MODIFICATION COMMAND message includes the Authorized QoS rules IE, the UE shall process the QoS rules sequentially starting with the first QoS rule.
If the PDU SESSION MODIFICATION COMMAND message includes the Mapped EPS bearer contexts IE, the UE shall process the mapped EPS bearer contexts sequentially starting with the first mapped EPS bearer context.
If the PDU SESSION MODIFICATION COMMAND message includes the Authorized QoS flow descriptions IE, the UE shall process the QoS flow descriptions sequentially starting with the first QoS flow description.
The UE shall replace the stored authorized QoS rules, authorized QoS flow descriptions and session-AMBR of the PDU session with the received value(s), if any, in the PDU SESSION MODIFICATION COMMAND message.
If the PDU SESSION MODIFICATION COMMAND message includes a Mapped EPS bearer contexts IE, the UE shall check each mapped EPS bearer context for different types of errors as follows:
NOTE 3:	An error detected in a mapped EPS bearer context does not cause the UE to discard the Authorized QoS rules IE and Authorized QoS flow descriptions IE included in the PDU SESSION MODICATION COMMAND message, if any.
a)	Semantic error in the mapped EPS bearer operation:
1)	operation code = "Create new EPS bearer" and there is already an existing mapped EPS bearer context with the same EPS bearer identity associated with any PDU session.
2)	operation code = "Delete existing EPS bearer" and there is no existing mapped EPS bearer context with the same EPS bearer identity associated with the PDU session that is being modified.
3)	operation code = "Modify existing EPS bearer" and there is no existing mapped EPS bearer context with the same EPS bearer identity associated with the PDU session that is being modified.
4)	operation code = "Create new EPS bearer" or "Modify existing EPS bearer" and the resulting mapped EPS bearer context has invalid or missing mandatory parameters (e.g., mapped EPS QoS parameters or traffic flow template for a dedicated EPS bearer context).
	In case 1, if the existing mapped EPS bearer context is associated with the PDU session that is being modified, the UE shall not diagnose an error, further process the create request and, if it was process successfully, delete the old EPS bearer context.
	In case 2, the UE shall not diagnose an error, further process the delete request and, if it was processed successfully, consider the mapped EPS bearer context as successfully deleted.
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #85 "Invalid mapped EPS bearer identity".
b) if the mapped EPS bearer context includes a traffic flow template, the UE shall check the traffic flow template for different types of TFT IE errors as follows:
2)	Semantic errors in TFT operations:
i)	TFT operation = "Create a new TFT" when there is already an existing TFT for the EPS bearer context.
ii)	When the TFT operation is an operation other than "Create a new TFT" and there is no TFT for the EPS bearer context.
iii)	TFT operation = "Delete packet filters from existing TFT" when it would render the TFT empty.
iv)	TFT operation = "Delete existing TFT" for a dedicated EPS bearer context.
	In case iv, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #41 "semantic error in the TFT operation".
	In the other cases the UE shall not diagnose an error and perform the following actions to resolve the inconsistency:
	In case i, the UE shall further process the new activation request to create a new TFT and, if it was processed successfully, delete the old TFT.
	In case ii, the UE shall:
-	process the new request and if the TFT operation is "Delete existing TFT" or "Delete packet filters from existing TFT", and if no error according to items b, c, and d was detected, consider the TFT as successfully deleted;
-	process the new request as an activation request, if the TFT operation is "Add packet filters in existing TFT" or "Replace packet filters in existing TFT".
	In case iii, if the packet filters belong to a dedicated EPS bearer context, the UE shall process the new deletion request and, if no error according to items b, c, and d was detected, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #41 "semantic error in the TFT operation".
	In case iii, if the packet filters belong to the default EPS bearer context, the UE shall process the new deletion request and if no error according to items b, c, and d was detected then delete the existing TFT, this corresponds to using match-all packet filter for the default EPS bearer context.
2)	Syntactical errors in TFT operations:
i)	When the TFT operation = "Create a new TFT", "Add packet filters in existing TFT", "Replace packet filters in existing TFT" or "Delete packet filters from existing TFT" and the packet filter list in the TFT IE is empty.
ii)	TFT operation = "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.
iii)	TFT operation = "Replace packet filters in existing TFT" when the packet filter to be replaced does not exist in the original TFT.
iv)	TFT operation = "Delete packet filters from existing TFT" when the packet filter to be deleted does not exist in the original TFT.
v)	Void.
vi)	When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.
	In case iii, the UE shall not diagnose an error, further process the replace request and, if no error according to items c and d was detected, include the packet filters received to the existing TFT.
	In case iv, the UE shall not diagnose an error, further process the deletion request and, if no error according to items c and d was detected, consider the respective packet filter as successfully deleted.
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #42 "syntactical error in the TFT operation".
3)	Semantic errors in packet filters:
i)	When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.
ii)	When the resulting TFT, which is assigned to a dedicated EPS bearer context, does not contain any packet filter applicable for the uplink direction among the packet filters created on request from the network.
	After sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #44 "semantic errors in packet filter(s)".
4)	Syntactical errors in packet filters:
i)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT", or "Replace packet filters in existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.
ii)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT" or "Replace packet filters in existing TFT", and two or more packet filters among all TFTs associated with this PDN connection would have identical packet filter precedence values.
iii)	When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.
	In case i, if two or more packet filters with identical packet filter identifiers are contained in the new request, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical error in packet filter(s)". Otherwise, the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.
	In case ii, if the old packet filters do not belong to the default EPS bearer context, the UE shall not diagnose an error, shall further process the new request and, if it was processed successfully, shall delete the old packet filters which have identical filter precedence values.
	In case ii, if one or more old packet filters belong to the default EPS bearer context, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical errors in packet filter(s)".
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical error in packet filter(s)".
And if a new EPS bearer identity parameter in Authorized QoS flow descriptions IE is received for a QoS flow which can be transferred to EPS, the UE shall update the association between the QoS flow and the mapped EPS bearer context, based on the new EPS bearer identity and the mapped EPS bearer contexts. If the "Delete existing EPS bearer" operation code in the Mapped EPS bearer contexts IE was received, the UE shall discard the association between the QoS flow and the corresponding mapped EPS bearer context.
If:
a)	the UE detects different errors in the mapped EPS bearer contexts as described above which requires sending a PDU SESSION MODIFICATION REQUEST message to delete the erroneous mapped EPS bearer contexts; and
b)	optionally, if the UE detects errors in QoS rules that require to delete at least one QoS rule as described in subclause 6.3.2.4 which requires sending a PDU SESSION MODIFICATION REQUEST message to delete the erroneous QoS rules;
the UE, after sending the PDU SESSSION MODIFICATION COMPLETE message for the ongoing PDU session modification procedure, may send a single PDU SESSION MODIFICATION REQUEST message to delete the erroneous mapped EPS bearer contexts, and optionally to delete the erroneous QoS rules. The UE shall include a 5GSM cause IE in the PDU SESSION MODIFICATION REQUEST message.
NOTE 4:	The 5GSM cause to use cannot be different from #41 "semantic error in the TFT operation", #42 "syntactical error in the TFT operation", #44 "semantic error in packet filter(s)", #45 "syntactical errors in packet filter(s)", #83 "semantic error in the QoS operation", #84 "syntactical error in the QoS operation", or #85 "Invalid mapped EPS bearer identity". The selection of a 5GSM cause is up to UE implementation.
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, if the UE accepts the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as modified and the UE shall create a PDU SESSION MODIFICATION COMPLETE message.
If the PDU SESSION MODIFICATION COMMAND message contains the PTI value allocated in the UE-requested PDU session modification procedure, the UE shall stop the timer T3581. The UE should ensure that the PTI value assigned to this procedure is not released immediately.
NOTE 5:	The way to achieve this is implementation dependent. For example, the UE can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3591.
While the PTI value is not released, the UE regards any received PDU SESSION MODIFICATION COMMAND message with the same PTI value as a network retransmission (see subclause 7.3.1).
If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message includes 5GSM cause #39 "reactivation requested", the UE can provide to the upper layers the PDU session address lifetime if received in the PDU session address lifetime PCO parameter of the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message. After the completion of the network-requested PDU session modification procedure, the UE should re-initiate the UE-requested PDU session establishment procedure with a new PDU session ID as specified in subclause 6.4.1 for:
a)	the PDU session type associated with the present PDU session;
b)	the SSC mode associated with the present PDU session;
c)	the DNN associated with the present PDU session; and
d)	the S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSAI if provided in the UE-requested PDU session establishment procedure of the present PDU session.
[bookmark: _Hlk5913894]If the UE has indicated support for CIoT 5GS optimizations and receives a small data rate control parameters container in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message, the UE shall store the small data rate control parameters value and use the stored small data rate control parameters value as the maximum allowed limit of uplink user data for the PDU session in accordance with 3GPP TS 23.501 [8]. If the UE has a previously stored small data rate control parameter value for the PDU session, the UE shall replace the stored small data rate control parameters value for the PDU session with the received small data rate control parameters value in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message.
If the UE has indicated support for CIoT 5GS optimizations and receives an additional small data rate control parameters for exception data container in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message, the UE shall store the additional small data rate control parameters for exception data value and use the stored additional small data rate control parameters for exception data value as the maximum allowed limit of uplink exception data for the PDU session in accordance with 3GPP TS 23.501 [8]. If the UE has a previously stored additional small data rate control parameters for exception data value for the PDU session, the UE shall replace the stored additional small data rate control parameters for exception data value for the PDU session with the received additional small data rate control parameters for exception data value in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message.
The UE shall include the PDU session ID of the old PDU session which is about to get released in the old PDU session ID IE of the UL NAS TRANSPORT message that transports the PDU SESSION ESTABLISHMENT REQUEST message.
NOTE 6:	The UE is expected to maintain the PDU session for which the PDU SESSION MODIFICATION COMMAND message including 5GSM cause #39 "reactivation requested" is received during the time indicated by the PDU session address lifetime value or until receiving an indication from upper layers (e.g. that the old PDU session is no more needed).
If the selected PDU session type of the PDU session is "Unstructured", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more authorized QoS flow descriptions received in the Authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message contains an EPS bearer identity (EBI), then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more authorized QoS flow descriptions. After sending the PDU SESSION MODIFICATION COMPLETE message for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #85 "Invalid mapped EPS bearer identity".
If the selected PDU session type of the PDU session is "Ethernet", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, the UE, the network or both of them do not support Ethernet PDN type in S1 mode, and the parameters list field of one or more authorized QoS flow descriptions received in the Authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message contains an EPS bearer identity (EBI), the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more authorized QoS flow descriptions. After sending the PDU SESSION MODIFICATION COMPLETE message for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #85 "Invalid mapped EPS bearer identity".
If the Always-on PDU session indication IE is included in the PDU SESSION MODIFICATION COMMAND message and:
a)	the value of the IE is set to "Always-on PDU session required", the UE shall consider the established PDU session as an always-on PDU session; or
b)	the value of the IE is set to "Always-on PDU session not allowed", the UE shall not consider the established PDU session as an always-on PDU session.
If the UE does not receive the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message:
a)	if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure upon the first inter-system change from S1 mode to N1 mode for a PDN connection established when in S1 mode, the UE shall not consider the modified PDU session as an always-on PDU session; or
b)	otherwise:
1)	if the UE has received the Always-on PDU session indication IE with the value set to "Always-on PDU session required" for this PDU session, the UE shall consider the PDU session as an always-on PDU session; or
2)	otherwise the UE shall not consider the PDU session as an always-on PDU session.
If the PDU SESSION MODIFICATION COMMAND message contains a Port management information container IE, the UE shall forward the contents of the Port management information container IE to the DS-TT (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]).
If the UE receives a Serving PLMN rate control IE in the PDU SESSION MODIFICATION COMMAND message, the UE shall store the Serving PLMN rate control IE value, replacing any existing value, and use the stored serving PLMN rate control value as the maximum allowed limit of uplink control plane user data for the corresponding PDU session in accordance with 3GPP TS 23.501 [8].
If the PDU SESSION MODIFICATION COMMAND message includes the MBS result container IE, for each of the received MBS results:
a)	if MBS decision is set to "MBS join is accepted", the UE shall consider that it has successfully joined the MBS session. The UE shall store the received TMGI and shall use it for any further operation on that MBS session. The UE shall store the received MBS service area associated with the received TMGI, if any;
b)	if MBS decision is set to "MBS join is rejected", the UE shall consider the requested join as rejected. The UE shall store the received MBS service area associated with the received TMGI, if any. If the received Rejection cause is set to "User is outside of local MBS service area", the UE shall not request to join the same MBS session if the UE is camping on a cell that is outside the received MBS service area; or
c)	if the MBS decision is set to "Remove UE from MBS session", the UE shall consider that it has successfully left the MBS session.
If the UE has indicated support for ECS configuration information provisioning and receives one or more ECS IPv4 addresses, ECS IPv6 addresses, ECS FQDNs or an ECS provider identifier in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message, then the UE shall pass the ECS IPv4 address(es), if any, ECS IPv6 address(es), if any, ECN FQDN(s), if any, and the ECS provider identifier, if any, to the upper layers.
The UE shall transport the PDU SESSION MODIFICATION COMPLETE message and the PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5.
After sending the PDU SESSION MODIFICATION COMPLETE message, if the "Create new EPS bearer" operation code in the Mapped EPS bearer contexts IE was received in the PDU SESSION MODIFICATION COMMAND message and there is neither a corresponding Authorized QoS flow descriptions IE in the PDU SESSION MODIFICATION COMMAND message nor an existing QoS flow description corresponding to the EPS bearer identity included in the mapped EPS bearer context, the UE shall send a PDU SESSION MODIFICATION REQUEST message including a Mapped EPS bearer contexts IE to delete the mapped EPS bearer context.
After sending the PDU SESSION MODIFICATION COMPLETE message, if for the PDU session being modified, there are mapped EPS bearer context(s) which do not include a mapped EPS bearer associated with the default QoS rule, the UE shall locally delete the mapped EPS bearer context(s) and shall locally delete the stored EPS bearer identity (EBI) in all the QoS flow descriptions of the PDU session, if any.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]), the UE shall include a Port management information container IE in the PDU SESSION MODIFICATION COMPLETE message.
Upon receipt of a PDU SESSION MODIFICATION COMPLETE message, the SMF shall stop timer T3591 and shall consider the PDU session as modified. If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message included 5GSM cause #39 "reactivation requested", the SMF shall start timer T3593. If the PDU Session Address Lifetime value is sent to the UE in the PDU SESSION MODIFICATION COMMAND message then timer T3593 shall be started with the same value, otherwise it shall use a default value. If the PDU SESSION MODIFICATION COMPLETE message contains a Port management information container IE, the SMF shall handle the contents of the Port management information container IE as specified in 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9].
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In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.
The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session, except for a procedure initiated according to subclause 6.4.2.1, item e) only, and for the error cases described in subclause 6.4.1.3 and subclause 6.3.2.3.
The UE shall not perform the UE-requested PDU session modification procedure for a PDU session for LADN when the UE is located outside the LADN service area except for indicating a change of 3GPP PS data off UE status.
If the UE requests a specific QoS handling and the PDU session is not associated with the control plane only indication, the UE shall include the Requested QoS rules IE indicating requested QoS rules or the Requested QoS flow descriptions IE indicating requested QoS flow descriptions or both for the specific QoS handling. The Requested QoS rules IE includes the packet filters which describe the service data flows requested by the UE. The specific QoS parameters requested by the UE are specified in the Requested QoS flow descriptions IE. If the UE requests the network to bind specific service data flows to a dedicated QoS flow, the UE shall create a new QoS rule by setting the rule operation code to "Create new QoS rule" and shall set the segregation bit to "Segregation requested" for the corresponding QoS rule in the Requested QoS rules IE. The UE shall set the QRI values to "no QoS rule identifier assigned" in the Requested QoS rules IE, if the QoS rules are newly created; otherwise, the UE shall set the QRI values to those of the existing QoS rules for which the specific QoS handling applies. The UE shall set the QFI values to "no QoS flow identifier assigned" in the Requested QoS flow descriptions IE, if the QoS flow descriptions are newly created; otherwise, the UE shall set the QFI values to the QFIs of the existing QoS flow descriptions for which the specific QoS handling applies. The UE shall not request to create more than one QoS flow in a UE-requested PDU session modification procedure. If the SMF receives a PDU SESSION MODIFICATION REQUEST message with a Requested QoS rules IE containing more than one QoS rule with the rule operation code set to "Create new QoS rule", the SMF shall assign the same QFI to all the QoS rules which are created.
If the UE requests to join or leave one or more MBS multicast sessions associated with a PDU session, the UE shall include the Requested MBS container IE in the PDU SESSION MODIFICATION REQUEST message and shall set the MBS operation to "Join MBS session" for the join case or to "Leave MBS session" for the leave case. The UE shall include the Requested MBS session(s) and shall set the Type of MBS session ID for each of the Requested MBS session to either "Temporary Mobile Group Identity (TMGI)" or "Source specific IP multicast address" depending on the type of the MBS session ID available in the UE. Then the remaining values of each of the Requested MBS sessions shall be set as following:
a)	if the Type of MBS session ID is set to "Temporary Mobile Group Identity (TMGI)", the UE shall set the MBS session ID to the TMGI obtained during MBS service announcement; or
b)	if the Type of MBS session ID is set to "Source specific IP multicast address", the UE shall set the IP address type value of MBS session ID to either "IPv4", "IPv6" or "IPv4v6", and shall set the Source IP address information and the Destination IP address information to the corresponding values obtained during MBS service announcement.
NOTE 1:	The UE obtains the details of the MBS session ID(s) i.e. TMGI, Source IP address information and Destination IP address information during the MBS service announcement which is out of scope of this specification.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, the PDU session is not associated with the control plane only indication, and:
a)	the UE is performing the PDU session modification procedure to indicate the support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that reflective QoS is not supported, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to revoke the previously indicated support of reflective QoS and the PDU session is not associated with the control plane only indication, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message. The UE shall not indicate support for reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.
NOTE 2:	The determination to revoke the usage of reflective QoS by the UE for a PDU session is implementation dependent.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the PDU session is of "IPv6" or "IPv4v6" PDU session type, the PDU session is not associated with the control plane only indication, and:
a)	the UE is performing the PDU session modification procedure to indicate the support of Multi-homed IPv6 PDU session, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that Multi-homed IPv6 PDU session is not supported, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, the PDU session is not associated with the control plane only indication, and the UE supports more than 16 packet filters for this PDU session, the UE shall indicate the maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the PDU session is not associated with the control plane only indication, the UE shall include the Integrity protection maximum data rate IE in the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure
a)	to request the deletion of a non-default QoS rule due to errors in QoS operations or packet filters;
b)	to request the deletion of a QoS flow description due to errors in QoS operations; or
[bookmark: OLE_LINK48]c)	to request the deletion of a mapped EPS bearer context due to errors in mapped EPS bearer operation, TFT operation or packet filters,
the UE shall include the 5GSM cause IE in the PDU SESSION MODIFICATION REQUEST message as described in subclauses 6.3.2.3, 6.3.2.4 and 6.4.1.3.
When the UE-requested PDU session modification procedure is used to indicate a change of 3GPP PS data off UE status for a PDU session, the UE shall include the Extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and setting the 3GPP PS data off UE status.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the PDU session is not associated with the control plane only indication and the UE requests the PDU session to be an always-on PDU session in the 5GS, the UE shall include the Always-on PDU session requested IE and set the value of the IE to "Always-on PDU session requested" in the PDU SESSION MODIFICATION REQUEST message.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]), the UE shall include a Port management information container IE in the PDU SESSION MODIFICATION REQUEST message.
To request re-negotiation of IP header compression configuration, the UE shall include the IP header compression configuration IE in the PDU SESSION MODIFICATION REQUEST message if the network indicated "Control plane CIoT 5GS optimization supported" and "IP header compression for control plane CIoT 5GS optimization supported" in the 5GS network support feature support IE.
To request re-negotiation of Ethernet header compression configuration, the UE shall include the Ethernet header compression configuration IE in the PDU SESSION MODIFICATION REQUEST message if the network indicated "Control plane CIoT 5GS optimization supported" and "Ethernet header compression for control plane CIoT 5GS optimization supported" in the 5GS network support feature support IE.
After an inter-system change from S1 mode to N1 mode, if:
a)	the UE is operating in single-registration mode in the network supporting N26 interface;
b)	the PDU session type value of the PDU session type IE is set to "IPv4", "IPv6" or "IPv4v6";
c)	the UE indicates "Control plane CIoT 5GS optimization supported" and "IP header compression for control plane CIoT 5GS optimization supported" in the 5GMM capability IE of the REGISTRATION REQUEST message; and
d)	the network indicates "Control plane CIoT 5GS optimization supported" and "IP header compression for control plane CIoT 5GS optimization supported" in the 5GS network support feature IE of the REGISTRATION ACCEPT message;
the UE shall initiate the PDU session modification procedure to negotiate the IP header compression configuration and include the IP header compression configuration IE in the PDU SESSION MODIFICATION REQUEST message.
After an inter-system change from S1 mode to N1 mode, if:
a)	the UE is operating in single-registration mode in a network that supports N26 interface;
b)	the PDU session type value of the PDU session type IE is set to "Ethernet";
c)	the UE indicates "Control plane CIoT 5GS optimization supported" and "Ethernet header compression for control plane CIoT 5GS optimization supported" in the 5GMM capability IE of the REGISTRATION REQUEST message; and
d)	the network indicates "Control plane CIoT 5GS optimization supported" and "Ethernet header compression for control plane CIoT 5GS optimization supported" in the 5GS network support feature IE of the REGISTRATION ACCEPT message;
the UE shall initiate the PDU session modification procedure to negotiate the Ethernet header compression configuration and include the Ethernet header compression configuration IE in the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, and if the UE is a UE operating in single-registration mode in a network supporting N26 interface, the UE supports provisioning of ECS configuration information to the EEC in the UE, the UE may include the Extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and shall include the ECS configuration information provisioning support indicator.
The UE shall transport:
a)	the PDU SESSION MODIFICATION REQUEST message;
b)	the PDU session ID; and
c)	if the UE-requested PDU session modification:
1)	is not initiated to indicate a change of 3GPP PS data off UE status associated to a PDU session, then the request type set to "modification request"; and
2)	is initiated to indicate a change of 3GPP PS data off UE status associated to a PDU session, then without transporting the request type;
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3581 (see example in figure 6.4.2.2.1).
For a PDN connection established when in S1 mode and not associated with the control plane only indication, after inter-system change from S1 mode to N1 mode, if the UE is registered in a network supporting the ATSSS,
a)	the UE may request to modify a PDU session to an MA PDU session; or
b)	the UE may allow the network to upgrade the PDU session to an MA PDU session. In order for the UE to allow the network to upgrade the PDU session to an MA PDU session, the UE shall set "MA PDU session network upgrade allowed" in the MA PDU session information IE and set the request type to "modification request" in the UL NAS TRANSPORT message.
NOTE 32:	If the DNN corresponds to an LADN DNN, the AMF does not forward the MA PDU session information IE to the SMF but sends the message back to the UE to inform of the unhandled request (see subclause 5.4.5.2.5).
In case the UE executes case a) or b):
1)	if the UE supports ATSSS Low-Layer functionality with any steering mode as specified in subclause 5.32.6 of 3GPP TS 23.501 [8], the UE shall set the ATSSS-ST bits to "ATSSS Low-Layer functionality with any steering mode supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message;
2)	if the UE supports MPTCP functionality with any steering mode and ATSSS-LL functionality with only Active-Standby steering mode as specified in subclause 5.32.6 of 3GPP TS 23.501 [8], the UE shall set the ATSSS-ST bits to "MPTCP functionality with any steering mode and ATSSS-LL functionality with only Active-Standby steering mode supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message;
3)	if the UE supports MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode as specified in subclause 5.32.6 of 3GPP TS 23.501 [8], the UE shall set the ATSSS-ST bits to "MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; and
4)	if a performance measurement function in the UE can perform access performance measurements using the QoS flow of the non-default QoS rule as specified in subclause 5.32.5 of 3GPP TS 23.501 [8], the UE shall set the target QoS bit to "Non-default QoS rule supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.


Figure 6.4.2.2.1: UE-requested PDU session modification procedure
***** Next change *****
[bookmark: _Toc20233128][bookmark: _Toc27747248][bookmark: _Toc36213439][bookmark: _Toc36657616][bookmark: _Toc45287289][bookmark: _Toc51948564][bookmark: _Toc51949656][bookmark: _Toc68203392]8.3.7.1	Message definition
The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the SMF to request a modification of a PDU session. See table 8.3.7.1.1.
Message type:	PDU SESSION MODIFICATION REQUEST
Significance:	dual
Direction:		UE to network
Table 8.3.7.1.1: PDU SESSION MODIFICATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type
9.7
	M
	V
	1

	28
	5GSM capability
	5GSM capability
9.11.4.1
	O
	TLV
	3-15

	59
	5GSM cause
	5GSM cause
9.11.4.2
	O
	TV
	2

	55
	Maximum number of supported packet filters
	Maximum number of supported packet filters
9.11.4.9
	O
	TV
	3

	B-
	Always-on PDU session requested
	Always-on PDU session requested
9.11.4.4
	O
	TV
	1

	13
	Integrity protection maximum data rate
	Integrity protection maximum data rate
9.11.4.7
	O
	TV
	3

	7A
	Requested QoS rules
	QoS rules
9.11.4.13
	O
	TLV-E
	7-65538

	79
	Requested QoS flow descriptions
	QoS flow descriptions
9.11.4.12
	O
	TLV-E
	6-65538

	75
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts
9.11.4.8
	O
	TLV-E
	7-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	74
	Port management information container
	Port management information container
9.11.4.27
	O
	TLV-E
	4-65538

	66
	IP header compression configuration
	Header compression configuration
9.11.4.24
	O
	TLV
	5-257

	1F
	Ethernet header compression configuration
	Ethernet header compression configuration
9.11.4.28
	O
	TLV
	3

	XX
	Requested MBS container
	Requested MBS container
9.11.4.AA
	O
	TLV
	7-n



NOTE:	It is possible for UEs compliant with version 15.2.1 or earlier versions of this specification to send the Mapped EPS bearer contexts IE with IEI of value "7F" for this message.
[bookmark: _Hlk74909611]Editor's note:	The maximum length of the Requested MBS container IE is FFS.
***** Next change *****
[bookmark: _Toc20233134][bookmark: _Toc27747254][bookmark: _Toc36213445][bookmark: _Toc36657622][bookmark: _Toc45287295][bookmark: _Toc51948570][bookmark: _Toc51949662][bookmark: _Toc68203398]8.3.7.XY	Requested MBS container
This IE is included in the message when the UE requests to join or leave one or more MBS sessions that are associated with the PDU session.
***** Next change *****
[bookmark: _Toc20233146][bookmark: _Toc27747267][bookmark: _Toc36213458][bookmark: _Toc36657635][bookmark: _Toc45287309][bookmark: _Toc51948584][bookmark: _Toc51949676][bookmark: _Toc68203412]8.3.9.1	Message definition
The PDU SESSION MODIFICATION COMMAND message is sent by the SMF to the UE to indicate a modification of a PDU session. See table 8.3.9.1.1
Message type:	PDU SESSION MODIFICATION COMMAND
Significance:	dual
Direction:		network to UE
Table 8.3.9.1.1: PDU SESSION MODIFICATION COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type
9.7
	M
	V
	1

	59
	5GSM cause
	5GSM cause
9.11.4.2
	O
	TV
	2

	2A
	Session AMBR
	Session-AMBR
9.11.4.14
	O
	TLV
	8

	56
	RQ timer value
	GPRS timer
9.11.2.3
	O
	TV
	2

	8-
	Always-on PDU session indication
	Always-on PDU session indication
9.11.4.3
	O
	TV
	1

	7A
	Authorized QoS rules
	QoS rules
9.11.4.13
	O
	TLV-E
	7-65538

	75
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts
9.11.4.8
	O
	TLV-E
	7-65538

	79
	Authorized QoS flow descriptions
	QoS flow descriptions
9.11.4.12
	O
	TLV-E
	6-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	77
	ATSSS container
	ATSSS container
9.11.4.22
	O
	TLV-E
	3-65538

	66
	IP header compression configuration
	IP header compression configuration
9.11.4.24
	O
	TLV
	5-257

	[bookmark: _Hlk16699733]74
	Port management information container
	Port management information container
9.11.4.27
	O
	TLV-E
	4-65538

	1E
	Serving PLMN rate control
	Serving PLMN rate control
9.11.4.20
	O
	TLV
	4

	1F
	Ethernet header compression configuration
	Ethernet header compression configuration
9.11.4.28
	O
	TLV
	3

	YY
	MBS result container
	MBS result container
9.11.4.BB
	O
	TLV
	7-n



NOTE:	It is possible for networks compliant with version 15.2.1 or earlier versions of this specification to send the Mapped EPS bearer contexts IE with IEI of value "7F" for this message.
Editor's note:	The maximum lengths of the MBS result container IE is FFS.
***** Next change *****
8.3.9.XZ	MBS result container
The network shall include this IE if:
-	the UE has requested to join or leave one or more MBS sessions and the network wants to indicate to the UE the decision for each MBS session; or
-	the network wants to remove joined UE from one or more MBS sessions.
***** Next change *****
[bookmark: _Toc20233311][bookmark: _Toc27747448][bookmark: _Toc36213642][bookmark: _Toc36657819][bookmark: _Toc45287496][bookmark: _Toc51948772][bookmark: _Toc51949864][bookmark: _Toc68203600]9.11.4.AA	Requested MBS container
The purpose of the Requested MBS container information element is for UE to request to join or leave one or more MBS sessions.
The Requested MBS container information element is coded as shown in figure 9.11.4.AA.1, figure 9.11.4.AA.2, figure 9.11.4.AA.3, figure 9.11.4.AA.4 and table 9.11.4.AA.1.
The Requested MBS container is a type 4 information element with a minimum length of 7 octets and a maximum length of n octets.
Editor's note:	The maximum length of the Requested MBS container IE is FFS.
[bookmark: _Hlk74922431]
	8
	7
	6
	5
	4
	3
	2
	1
	

	Requested MBS container IEI
	octet 1

	Length of Requested MBS container contents
	octet 2

	0
	0
	0
	0
	0
	0
	MBS operation
	octet 3

	spare
	
	

	
Requested MBS session 1
	octet 4

octet i

	
Requested MBS session 2
	octet i+1*

octet l*

	
…
	octet l+1*

octet m*

	
Requested MBS session p
	octet m+1*

octet n*



Figure 9.11.4.AA.1: Requested MBS container information element

	IP address type value of MBS session ID
	Length of TMGI contents of MBS session ID
	Type of MBS session ID
	octet 4

	
	
	
	

	
MBS session ID
	octet 5

octet i



Figure 9.11.4.AA.2: Requested MBS session
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MBS Service ID
	Octet 5
Octet 6

	
	Octet 7

	MCC digit 2 
	MCC digit 1
	Octet 8*

	MNC digit 3
	MCC digit 3
	Octet 9*

	MNC digit 2
	MNC digit 1
	Octet 10*



Figure 9.11.4.AA.3: MBS session ID for Type of MBS session ID = "Temporary Mobile Group Identity (TMGI)"
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Source IP address information

	octet 5

octet v

	
Destination IP address information

	Octet v+1

Octet i



Figure 9.11.4.AA.4: MBS session ID for Type of MBS session ID = "Source specific IP multicast address"
Table 9.11.4.AA.1: Requested MBS container information element
	MBS operation (bits 1 to 2 of octet 3)

	Bits

	2
	1
	
	

	0
	1
	
	Join MBS session

	1
	0
	
	Leave MBS session

	All other values are reserved.

	

	Bits 3 to 8 of octet 3 are spare and shall be coded as zero.

	

	Type of MBS session ID (bits 1 to 2 of octet 4)

	Bits

	2
	1
	
	

	0
	1
	
	Temporary Mobile Group Identity (TMGI)

	1
	0
	
	Source specific IP multicast address

	All other values are reserved.

	

	If Type of MBS session ID is set to "Temporary Mobile Group Identity (TMGI)", bits 3 to 5 of octet 4 shall contain the length of TMGI contents for MBS session ID and bits 6 to 8 of octet 4 are spare and shall be coded as zero.

	

	If Type of MBS session ID is set to "Source specific IP multicast address", bits 3 to 5 of octet 4 are spare and shall be coded as zero and bits 6 to 8 of octet 4 shall contain the IP address type value.

	

	If Type of MBS session ID is set to "Temporary Mobile Group Identity (TMGI)", the following coding applies:

	

	MBS Service ID (octets 5 to 7)

	

	In the MBS Service ID field bit 8 of octet 5 is the most significant bit and bit 1 of octet 7 the least significant bit. The coding of the MBS Service ID is the responsibility of each administration. Coding using full hexadecimal representation may be used. The MBS Service ID consists of 3 octets.


	MCC, Mobile country code (octet 8, octet 9 bits 1 to 4)

	The MCC field is coded as in ITU-T Recommendation E.212 [42], annex A.


	MNC, Mobile network code (octet 9 bits 5 to 8, octet 10)

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, bits 5 to 8 of octet 10 shall be coded as "1111".

	

	If Type of MBS session ID is set to "Source specific IP multicast address", the following coding applies:

	

	IP address type value (bits 6 to 8 of octet 4)

	Bits

	8
	7
	6
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	All other values are reserved.

	

	Source IP address information (octet 5 to v)

	

	This field contains the IP unicast address used as source address in IP packets for identifying the source of the multicast service.

	

	If the IP address type value indicates IPv4, the Source IP address information in octet 5 to octet 8 contains an IPv4 address.

	

	If the IP address type value indicates IPv6, the Source IP address information in octet 5 to octet 12 contains an interface identifier for the IPv6 link local address.

	

	If the IP address type value indicates IPv4v6, the Source IP address information in octet 5 to octet 12 contains an interface identifier for the IPv6 link local address and in octet 13 to octet 16 contains an IPv4 address.

	

	Destination IP address information (octet v+1 to q)

	

	This field contains the IP multicast address used as destination address in related IP packets for identifying a multicast service associated with the source.

	

	The coding of the Destination IP address information is identical to the coding defined for the Source IP address information.

	



***** Next change *****
9.11.4.BB	MBS result container
The purpose of the MBS result container information element is to indicate to the UE the information of the MBS sessions that the network accepts or rejects the UE to join, or the information of the MBS sessions that the UE is removed from.
The MBS result container information element is coded as shown in figure 9.11.4.BB.1, figure 9.11.4.BB.2, figure 9.11.4.BB.3, figure 9.11.4.BB.4, figure 9.11.4.BB.5, figure 9.11.4.BB.6 and table 9.11.4.BB.1.
The MBS result container is a type 4 information element with a minimum length of 7 octets and a maximum length of n octets.
Editor's note:	The maximum length of the MBS result container IE is FFS.

	8
	7
	6
	5
	4
	3
	2
	1
	

	MBS result container IEI
	octet 1

	Length of MBS result container contents
	octet 2

	
MBS result 1
	octet 3

octet i

	
MBS result 2
	octet i+1*

octet l*

	
…
	octet l+1*

octet m*

	
MBS result p
	octet m+1*

octet n*



Figure 9.11.4.BB.1: MBS result container information element
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	Rejection cause
	MSCE
	MSTE
	IPAE
	MD
	octet 3

	0
	0
	IP address type value
	Length of TMGI
	octet 4

	spare
	
	
	

	
TMGI
	octet 5

octet j

	
Source IP address information

	octet j+1*

octet v*

	
Destination IP address information

	Octet v+1*

Octet k*

	
MBS service area

	Octet k+1*

Octet i*



Figure 9.11.4.BB.2: MBS result
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MBS Service ID
	Octet 5
Octet 6

	
	Octet 7

	MCC digit 2 
	MCC digit 1
	Octet 8*

	MNC digit 3
	MCC digit 3
	Octet 9*

	MNC digit 2
	MNC digit 1
	Octet 10*



Figure 9.11.4.BB.3: TMGI
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MBS TAI list 
	Octet k+1*

Octet y*

	
NR CGI list
	Octet y+1*

Octet i*



Figure 9.11.4.BB.4: MBS service area
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NR CGI 1
	Octet y+1*

Octet y+8*

	
NR CGI  2
	Octet y+8*

Octet y+15*

	
…
	Octet y+16*

Octet c*

	
NR CGI w
	Octet c+1*

Octet i*



Figure 9.11.4.BB.5: NR CGI list
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NR Cell ID
	Octet y+1*


	
	Octet y+5*

	MCC digit 2 
	MCC digit 1
	Octet y+6*

	MNC digit 3
	MCC digit 3
	Octet y+7*

	MNC digit 2
	MNC digit 1
	Octet y+8*



Figure 9.11.4.BB.6: NR CGI

Table 9.11.4.BB.1: MBS result container information element
	MBS decision (MD) (bits 1 and 2 of octet 3) 

	The MD indicates the network decision of the join requested by the UE or if the network requests to remove the UE from the MBS session.

	Bits

	2
	1
	
	

	0
	1
	
	MBS join is accepted

	1
	0
	
	MBS join is rejected

	1
	1
	
	[bookmark: _Hlk75245208]Remove UE from MBS session

	All other values are reserved.

	

	If MD is set to "MBS join is rejected", bits 5 to 8 of octet 3 shall contain the Rejection cause, otherwise bits 5 to 8 of octet 3 are spare and shall be coded as zero.

	

	IP address existence (IPAE) (bit3 of octet 3)

	The IPAE indicates whether the Source IP address information and Destination IP address information are included in the IE or not.

	Bit

	3
	
	

	0
	
	Source and destination IP address information not included

	1
	
	Source and destination IP address information included

	

	If IPAE is set to "Source and destination IP address information included", bits 4 to 6 of octet 4 shall contain the IP address type value, otherwise bits 4 to 6 of octet 4 are spare and shall be coded as zero.

	

	Also If IPAE is set to "Source and destination IP address information included", Source IP address information and Destination IP address information shall be included in the IE, otherwise Source IP address information and Destination IP address information shall not be included in the IE.

	

	MBS service area TAI existence (MSTE) (bit 4 of octet 3)

	The MSAE indicates whether the MBS service area represented as MBS TAI list is included in the IE or not.

	Bit

	4
	
	

	0
	
	MBS service area represented as MBS TAI list not included

	1
	
	MBS service area represented as MBS TAI list included

	

	MBS service area CGI existence (MSCE) (bit 5 of octet 3)

	The MSAE indicates whether the MBS service area represented as NR CGI list is included in the IE or not.

	Bit

	5
	
	

	0
	
	MBS service area represented as NR CGI list not included

	1
	
	MBS service area represented as NR CGI list included

	

	Rejection cause (bits 6 to 8 of octet 3)

	The Rejection cause indicates the reason of rejecting the join request.

	Bits

	8
	7
	6
	
	

	0
	0
	1
	
	Insufficient resources

	0
	1
	0
	
	User is not authorized to use MBS service 

	0
	1
	1
	
	MBS session has not started or will not start soon

	1
	0
	0
	
	User is outside of local MBS service area

	All other values are reserved.

	

	IP address type value (bits 4 to 6 of octet 4)

	Bits

	6
	5
	4
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	All other values are reserved.

	

	Bits 7 to 8 of octet 4 are spare and shall be coded as zero.

	

	TMGI (octets 5 to j)

	The TMGI is coded as the MBS session ID when Type of MBS session ID is set to "Temporary Mobile Group Identity (TMGI)" according to figure 9.11.4.AA.3 and table 9.11.4.AA.1.

	

	Source IP address information (octet j+1 to v)

	This field contains the IP unicast address used as source address in IP packets for identifying the source of the multicast service.

	

	The Source IP address information is coded according to figure 9.11.4.AA.4 and table 9.11.4.AA.1.

	

	Destination IP address information (octet v+1 to k)

	This field contains the IP multicast address used as destination address in related IP packets for identifying a multicast service associated with the source.

	

	The Destination IP address information is coded according to figure 9.11.4.AA.4 and table 9.11.4.AA.1.

	

	MBS service area (octet k+1 to i)

	The MBS service area contains either the MBS TAI list, the NR CGI list or both, that identify the service area(s) for a local MBS service.

	

	MBS TAI list (octet k+1 to y)

	The MBS TAI list is coded as the 5GS tracking area identity list defined in subclause 9.11.3.9.

	

	NR CGI (octet y+1 to y+8)

	The NR CGI globally identifies an NR cell. It contains the NR Cell ID and the PLMN ID of that cell.

	

	NR Cell ID (octet y+1 to y+5)

	The NR Cell ID consists of 36 bits identifying an NR Cell ID as specified in subclause 9.3.1.7 of 3GPP TS 38.413 [31], in hexadecimal representation. Bit 8 of octet y+1 is the most significant bit and bit 5 of octet y+5 is the least significant bit. Bits 1 to 4 of octet y+5 are spare and shall be coded as zero.

	



***** End of changes *****
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