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1. Reason for Change
CT1 had sent an LS to SA3 (C1-211189) asking the following question during CT1#128e meeting.

Q1:
whether receiving and utilizing broadcast information as being studied in TR 24.811 from PLMNs other than the PLMN with Disaster Condition, which can be the home PLMN or a visited PLMN, pose any security risks; and

Q2:
if the answer to Q1 is yes, then what would be SA3's recommendations from security perspective?
SA3 is expected to provide answers by their WG meeting in SA3#103e meeting, and if the reply LS arrives during CT1#130e meeting, there should be a pCR to take their answer into account.

Although the final answer is up to SA3, this pCR would like to suggest to update TR 24.811 with the assumption that no additional enhancement is needed for handling security vulnerability under the Disaster Condition.

So in this pCR, we would like to suggest to remove the relevant editor’s notes from TR 24.811. Also this should be described in the conlusion part for KI#1, 3, 5, 6, 7 and 8.
Note that the direction and the contents of this pCR will be updated accordingly as per reply LS from SA3 when it arrives at CT1.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * First Change * * * *

6.4.2
Detailed description

In this solution, it is assumed that PLMN A can obtain the Disaster Condition information based on the solution of KI#2. PLMN A broadcasts the Disaster Condition information in the area where the Disaster Condition applies when Disaster Condition starts in PLMN D. 

The Disaster Condition information contains the indication that Disaster Condition applies to PLMN D, disaster area (e.g. TA list), and recommended PLMN(s). When the Disaster Condition happens to the current PLMN, the UE will perform the PLMN selection based on the recommended PLMN(s).

PLMN A may broadcast the Disaster Condition information by MIB, SIB1, or SIBx. If the information are broadcasted in SIBx rather than MIB or SIB1 (Considering that the Disaster Condition happens very infrequently, and scarcity of wireless resources), UE shall request the system information in SIBx on demand as specified in TS 38.331[13], clause 5.2.2.3, and the timing of requesting the Disaster Condition information in SIBx should be determined by UE. 



A UE determines to request the Disaster Condition information in SIBx if the UE supports the MINT feature and there is no available PLMN except for PLMNs in the "Forbidden PLMN" data field in the UE.

If there is no assisted information (eg. the indication that Disaster Condition applies to PLMN D, disaster area (e.g. TA list), and recommended PLMN(s)) used for PLMN selection when Disaster Condition applies, UE should request randomly the system information in SIBx from the available PLMN(s) which are in the "Forbidden PLMN" data field.
Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.
* * * Next Change * * * *

6.5.1.2
Detailed description

The UE determines that Disaster Condition applies for a PLMN (called PLMN D) when:

a)
there is no available cell of PLMN D and broadcast signalling received via an available cell of another PLMN (called PLMN A) indicates that PLMN A can accept Disaster Inbound Roamers from PLMN D.
Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.


In order to enable UE's determination in case a the cell of PLMN A broadcasts that PLMN A can accept Disaster Inbound Roamers from PLMN D, based on solution selected for key issue #3.

UE's determination that the Disaster Condition applies for a PLMN is used in solutions for Key Issue #5.
* * * Next Change * * * *

6.13.1.2
Detailed description

When a PLMN without Disaster Condition (called PLMN A) is informed that Disaster Condition applies for another PLMN (called PLMN D) in an area and PLMN A is able to accept Disaster Inbound Roamers from PLMN D in the area, then PLMN A configures PLMN A's NG-RAN cells serving the area to broadcast "disaster roaming PLMN list" including PLMN ID of PLMN D. 
Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.

Depending on solution selected for Key Issue #2, PLMN A's NG-RAN cells are configured for broadcasting "disaster roaming PLMN list" using O&M or by the AMFs of PLMN A.

A UE determines that PLMN A without Disaster Condition can accept Disaster Inbound Roamers from PLMN D with Disaster Condition if:

a)
PLMN A's NG-RAN cell broadcasts "disaster roaming PLMN list" including PLMN ID of PLMN D;

b)
PLMN A is in UE's list of forbidden PLMNs; and
NOTE:
If PLMN A is not in UE's list of forbidden PLMNs, there is no need to determine that PLMN A can accept Disaster Inbound Roamers from PLMN D - the UE can select PLMN A and register in PLMN A using the legacy principles.
c)
PLMN D is HPLMN of the UE or is not in UE's list of forbidden PLMNs.
UE's determination that PLMN A without Disaster Condition can accept Disaster Inbound Roamers from PLMN D with Disaster Condition is used in solutions for Key Issue #5.

Editor's note: it is FFS whether the UE can use CAG cells of PLMN A and if so, what changes are needed. This depends on SA1 decision.
* * * Next Change * * * *

6.14.1.2
Detailed description

When CBE is informed that Disaster Condition applies for a PLMN (called PLMN D) in an area and decides that a PLMN (called PLMN A) without Disaster Condition is to serve Disaster Inbound Roamers from PLMN D in the area and PLMN A is able to provide disaster roaming to UEs of PLMN D in the area, the CBE will trigger the CBCF/PWS-IWF to broadcast a PWS message in PLMN A. The PWS message will be composed as follows:
a)
the Message Identifier is set to a newly reserved disaster-roaming-possible value; and

b)
the content of the PWS message contains the "disaster roaming PLMN list", including PLMN ID of PLMN D.

A UE determines that PLMN A without Disaster Condition can accept Disaster Inbound Roamers from PLMN D with Disaster Condition if:

a)
the UE receives a PWS message via PLMN A's NG-RAN cell and:

1)
the Message Identifier of the PWS message is set to the disaster-roaming-possible value; and

2)
the content of the PWS message contains the "disaster roaming PLMN list" including PLMN ID of PLMN D; and
b)
PLMN A is in UE's list of forbidden PLMNs; and
NOTE:
If PLMN A is not in UE's list of forbidden PLMNs, there is no need to determine that PLMN A can accept Disaster Inbound Roamers from PLMN D - the UE can select PLMN A and register in PLMN A using the legacy principles.
c)
PLMN D is HPLMN of the UE or is not in UE's list of forbidden PLMNs.
* * * Next Change * * * *

6.16.2
Detailed description

The UE can be provisioned with one or more Access Identities allocated for disaster roaming.

The Access Identities allocated for disaster roaming can be:

a)
pre-configured in the ME;

b)
pre-configured in the USIM;

c)
sent to the UE by the network using the UE parameters update procedure (before a Disaster Condition applies); or

d)
sent to the UE by the network using the steering of roaming procedure (before a Disaster Condition applies).

Editor's note: The use of Access Identities other than Access Identity 3 for disaster roaming is subject to SA1 agreement.

Only the Access identities allocated for disaster roaming provisioned by the network are used by the UE, if both Access identities allocated for disaster roaming provisioned by the network and pre-configured Access identities allocated for disaster roaming are present. If no Access identities allocated for disaster roaming are provisioned by the network, and the UE has pre-configured Access identities allocated for disaster roaming in both the USIM and the ME, then only the pre-configured Access identities allocated for disaster roaming in the USIM are used.

Upon being notified that a Disaster Condition applies to the registered PLMN, the UE shall determine which Access Identity it shall use when performing an access attempt in a PLMN offering disaster roaming by applying a hash function to its IMSI.

NOTE 1:
The output of the hash function maps to one of the Access Identities allocated for disaster roaming.
Upon being notified that a Disaster Condition applies, the PLMNs without Disaster Condition shall set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for one or more of the Access Identities allocated for disaster roaming to zero.

NOTE 2:
For which Access Identities a PLMN without Disaster Condition sets the bit to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB is up to operator policy and roaming agreements. How many bits the PLMN sets to zero can be commensurate to the capacity of the PLMN to accommodate Disaster Inbound roamers.
NOTE 3:
An NG-RAN node can adjust the rate at which access attempts of Disaster Inbound Roamers are allowed during the access barring check with a granularity which depends on the number of Access Identities allocated for disaster roaming, e.g. if 4 Access Identities are allocated, the rate can be set with a granularity of 25%.
Editor's note:
The use of the bitmap in uac-BarringForAccessIdentity to indicate accessibility to the Disaster Inbound Roamers deviates from the existing semantic of uac-BarringForAccessIdentity and is subject to RAN2 agreement.

When performing disaster roaming PLMN selection, the UE shall not consider the PLMNs which have not set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for the Access Identity which the UE has determined to use to zero as PLMN selection candidates. If after completing the procedure, the UE was unable to successfully register on a PLMN, the UE shall randomly select a PLMN among the available PLMNs which have set a bit to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for an Access Identity allocated for disaster roaming different from the Access Identity which the UE has determined to use.
* * * Next Change * * * *

6.21.2
Detailed description

The UE can be provisioned with disaster roaming assistance information, which the UE will use to select a PLMN upon being notified that a Disaster Condition applies to the registered PLMN.

The disaster roaming assistance information can be:

a)
pre-configured in the ME;

b)
pre-configured in the USIM;

c)
sent to the UE by the network using the UE parameters update procedure (before a Disaster Condition applies);

d)
sent to the UE by the network using the steering of roaming procedure (before a Disaster Condition applies); or

e)
signalled to the UE by the PLMNs without Disaster Condition (when a Disaster Condition applies).

Only the disaster roaming assistance information provisioned by the network is used by the UE, if both a disaster roaming assistance information provisioned by the network and a pre-configured disaster roaming assistance information are present. If no disaster roaming assistance information is provisioned by the network, and the UE has a pre-configured disaster roaming assistance information in both the USIM and the ME, then only the pre-configured disaster roaming assistance information in the USIM is used.

The disaster roaming assistance information can consist of:

a)
a prioritized list of PLMNs. In this case, the UE attempts registration on the available PLMNs from the list in priority order;

NOTE 1:
The prioritized list of PLMN can be UE-specific, so as to direct a first group of UEs to PLMN 1, a second group of UEs to PLMN 2, and so on.

b)
a weighted list of PLMNs. In this case, the UE performs a weighted random draw among the available PLMNs from the list; or

NOTE 2:
The weight assigned to each PLMN can be commensurate to the size of the PLMN or the capacity of the PLMN to accommodate Disaster Inbound Roamers.

NOTE 3:
Indication of the capacity of PLMNs without Disaster Condition to accept Disaster Inbound Roamers, pre-configured in the UE or provided to the UE using NAS signalling before the disaster, might not reflect the actual state after the disaster, since the disaster can also make some RAN nodes of PLMNs without Disaster Condition not operational.

c)
an indication of the capacity of PLMNs without Disaster Condition to accept Disaster Inbound Roamers e.g broadcast by the PLMNs which indicate that they can accommodate Disaster Inbound Roamers. In this case, the UE performs a weighted random draw among the available PLMNs taking into account the capacity of each PLMN.

NOTE 4:
The capacity of a PLMN without Disaster Condition to accept Disaster Inbound Roamers can be determined by the PLMN without Disaster Condition based on operator’s policies e.g. the amount of resources allocated by the PLMN to serve Disaster Inbound Roamers.

Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.


If the UE is notified that a Disaster Condition applies to the registered PLMN, as specified in the solution(s) to Key Issue #1 (Notification of Disaster Condition to the UE):

a)
the UE shall perform PLMN selection as specified in 3GPP TS 23.122 [7] subclause 4.4.3.1.1 with the exceptions:

1)
the UE shall not consider the PLMN with Disaster Condition as PLMN selection candidate unless the PLMN is available in satellite NG-RAN; and

Editor's note:
Input from SA3 is needed regarding potential security risks resulting from ignoring the HPLMN’s coverage when the UE determines that the HPLMN is with Disaster Condition.

2)
for bullets iv) and v) in 3GPP TS 23.122 [7] subclause 4.4.3.1.1, the UE shall consider the available PLMNs which indicate that they can accommodate Disaster Inbound Roamers as determined in solution(s) to Key Issue #3 (Indication of accessibility from other PLMNs without Disaster Condition to the UE) as highest priority, even if the PLMNs are in the UE’s "forbidden PLMNs" list. If more than one such PLMN is available, the order in which the UE attempts registration is based on:

i)
disaster roaming assistance information, if provisioned to the UE; or

ii)
UE implementation; and

NOTE 5:
How the UE determines the order can be impacted by the solution(s) agreed for Key Issue #7 (Prevention of signalling overload in PLMNs without Disaster Condition). For instance the order could be randomized at the UE, to distribute the load between the available PLMNs.

b)
if the UE was able to successfully register on a PLMN after performing bullet a) above, the procedure ends and the UE camps on the selected PLMN as specified in 3GPP TS 23.122 [7], with the following exceptions:

1)
if the selected PLMN is in the UE’s "forbidden PLMNs" list, the UE shall not remove the PLMN from the UE’s "forbidden PLMNs" list;

2)
if the selected PLMN is a VPLMN and: 

i)
the selected PLMN is in the UE’s "forbidden PLMNs" list, the UE shall not perform higher priority PLMN search until the UE is notified that the Disaster Condition no longer applies as specified in solution(s) to Key Issue #6 (Notification that Disaster Condition is no longer applicable to the UEs); or

ii)
the selected PLMN is not in the UE’s "forbidden PLMNs" list, when performing higher priority PLMN search as specified in 3GPP TS 23.122 [7] subclause 4.4.3.3.1, the UE shall not consider the PLMN with Disaster Condition as PLMN selection candidate unless the PLMN is available in satellite NG-RAN; and

3)
if PLMN selection is subsequently triggered due to switch-on or recovery from lack of coverage, the UE shall:

i)
not consider the PLMN with Disaster Condition as PLMN selection candidate unless the PLMN is available in satellite NG-RAN; and

ii)
not consider an equivalent PLMN of the registered PLMN if the registered PLMN is in the UE’s "forbidden PLMNs" list, the UE is registered to that PLMN for disaster roaming and the equivalent PLMN does not indicate that it can accommodate Disaster Inbound Roamers as determined in solution(s) to Key Issue #3 (Indication of accessibility from other PLMNs without Disaster Condition to the UE).

Editor's note:
Handling of CAG cells and CAG supporting UEs in the PLMN without Disaster Condition is FFS.

* * * Next Change * * * *

6.28.2
Detailed description

Upon being notified that a Disaster Condition in PLMN D no longer applies, a PLMN without Disaster Condition (PLMN A) currently serving Disaster Inbound Roamers may perform one or more of the following:

a)
over the 3GPP access, turn off the broadcast indication (e.g. in SIB) that a Disaster Condition in PLMN D applies;

Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.

Editor's note: Dynamic update of broadcast signalling is subject to agreement of RAN WGs.


b)
for the Disaster Inbound Roamers in 5GMM-CONNECTED mode, which previously selected PLMN D:

1)
perform a generic UE configuration update procedure with an indication that the Disaster Condition in another PLMN no longer applies; or

2)
perform a generic UE configuration update procedure with "re-registration requested", then reject the UE’s registration request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies"; or


If a Disaster Inbound Roamer has an emergency PDU session or a high priority service, the AMF of PLMN A performs the handling above after release of the emergency PDU session or after the high priority service is finished.

c)
for the Disaster Inbound Roamers in 5GMM-IDLE mode which previously selected PLMN D and which attempt to transition to 5GMM-CONNECTED mode by initiating a registration or service request procedure, reject the UE’s request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies".

The AMF of PLMN A determines the previously selected PLMN of the Disaster Inbound roamers when the Disaster Inbound Roamers register on PLMN A, as specified in the solution(s) to Key Issue #4 (Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition).

Upon:

a)
being notified by the lower layers that the indication (e.g. SIB flag) broadcast by PLMN A that a Disaster Condition applies in PLMN D has been turned off;

c)
receiving a CONFIGURATION UPDATE COMMAND message with an indication that the Disaster Condition in another PLMN no longer applies; or

d)
receiving a REGISTRATION REJECT or SERVICE REJECT message with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies";

the UE shall remove the stored indication that a Disaster Condition applies to PLMN D, enter 5GMM-REGISTERED.PLMN-SEARCH and perform PLMN selection as specified in 3GPP TS 23.122 [7] subclause 4.4.3.1.1.

* * * Next Change * * * *

6.39.2.1
Distribution of subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition

The UE can be provisioned with disaster roaming assistance information, which the UE will use to select a PLMN upon being notified that a Disaster Condition applies to the registered PLMN.

The disaster roaming assistance information can be:

a)
pre-configured in the ME;

b)
pre-configured in the USIM;

c)
sent to the UE by the network using the UE parameters update procedure (before a Disaster Condition applies);

d)
sent to the UE by the network using the steering of roaming procedure (before a Disaster Condition applies); or

e)
signalled to the UE by the PLMNs without Disaster Condition (when a Disaster Condition applies).

Only the disaster roaming assistance information provisioned by the network is used by the UE, if both a disaster roaming assistance information provisioned by the network and a pre-configured disaster roaming assistance information are present. If no disaster roaming assistance information is provisioned by the network, and the UE has a pre-configured disaster roaming assistance information in both the USIM and the ME, then only the pre-configured disaster roaming assistance information in the USIM is used.

The disaster roaming assistance information can consist of:

a)
a prioritized list of PLMNs. In this case, the UE attempts registration on the available PLMNs from the list in priority order;

NOTE 1:
The prioritized list of PLMN can be UE-specific, so as to direct a first group of UEs to PLMN 1, a second group of UEs to PLMN 2, and so on.
b)
a weighted list of PLMNs. In this case, the UE performs a weighted random draw among the available PLMNs from the list; or

NOTE 2:
The weight assigned to each PLMN can be commensurate to the size of the PLMN or the capacity of the PLMN to accommodate Disaster Inbound Roamers.
c)
an indication of the capacity of PLMNs without Disaster to accept Disaster Inbound Roamers e.g broadcast by the PLMNs which indicate that they can accommodate Disaster Inbound Roamers. In this case, the UE performs a weighted random draw among the available PLMNs taking into account the capacity of each PLMN.

NOTE 3:
The capacity of a PLMN without Disaster Condition to accept Disaster Inbound Roamers can be determined by the PLMN without Disaster Condition based on operator's policies e.g. the amount of resources allocated by the PLMN to serve Disaster Inbound Roamers.

Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.


* * * Next Change * * * *

6.39.2.3
Congestion mitigation in PLMNs without Disaster Condition

Upon encountering congestion due to the arrival of Disaster Inbound Roamers, a PLMN without Disaster Condition indicating that it can accommodate Disaster Inbound Roamers may perform one or more of the following:

a)
turn off the indication (e.g. SIB flag) that the PLMN can accommodate Disaster Inbound Roamers, so as to prevent new roamers from considering the PLMN as PLMN selection candidate;

Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.


b)
reject the Disaster Inbound Roamers’ registration or service requests with 5GMM cause #22 "congestion" and back-off timer T3346; or

c)
reject the Disaster Inbound Roamers’ registration or service requests with 5GMM cause #YYY "disaster inbound roamers not allowed".
Upon receiving a REGISTRATION REJECT or SERVICE REJECT with 5GMM cause #YYY "disaster inbound roamers not allowed", the UE shall perform PLMN selection as specified in the solution(s) for Key Issue #5 (PLMN selection when a "Disaster Condition" applies) with the addition that the UE shall not consider the selected PLMN as candidate for PLMN selection. 

The UE should maintain a list of PLMNs where 5GMM cause # YYY "disaster inbound roamers not allowed" was received:

-
upon receiving 5GMM cause # YYY "disaster inbound roamers not allowed", the UE should add the identity of the PLMN to the list of PLMNs where 5GMM cause # YYY "disaster inbound roamers not allowed" was received and should start timer TX if timer TX is not already running. The number of PLMNs that the UE can store where 5GMM cause # YYY "disaster inbound roamers not allowed" was received is implementation specific, but it shall be at least one. The value of timer TX is UE implementation specific;
-
in automatic PLMN selection the UE shall not consider PLMNs where 5GMM cause # YYY "disaster inbound roamers not allowed" was received as PLMN selection candidates, unless no other PLMN is available; and 
-
the UE shall delete stored information on PLMNs where 5GMM cause # YYY "disaster inbound roamers not allowed" was received when the USIM is removed, timer TX expires or the UE is notified that the Disaster Condition no longer applies as specified in solution(s) to Key Issue #6 (Notification that Disaster Condition is no longer applicable to the UEs).
NOTE:
Using 5GMM cause #YYY rather than 5GMM cause #22 triggers the UE to not consider the selected PLMN as candidate for PLMN selection until the USIM is removed, timer TX expires or the UE is notified that the Disaster Condition no longer applies, which avoids repeated rejections in case e.g. the PLMN sending the reject is the only available PLMN in the area.
* * * Next Change * * * *

6.46.2
Detailed description

Upon being notified that a Disaster Condition in PLMN D no longer applies, a PLMN without Disaster Condition (PLMN A) currently serving Disaster Inbound Roamers may perform one or more of the following:

a)
over the 3GPP access, wait for an implementation specific amount of time before turning off the indication (e.g. SIB flag) that a Disaster Condition in PLMN D applies; or

NOTE 1:
Waiting for an implementation specific amount of time ensures that Disaster Inbound Roamers camping on PLMN 1 are notified that the Disaster Condition no longer applies at a time different from the time when Disaster Inbound Roamers camping on PLMN 2 are notified, thereby spreading out in time the return of Disaster Inbound Roamers to the PLMN previously with Disaster Condition.

Editor's note: Extension of broadcast signalling is subject to agreement of RAN WGs.


Editor's note:
Input from SA1 is needed on whether delaying turning off the indication (e.g. SIB flag) that a Disaster Condition in PLMN D applies conflicts with regulatory requirements.

b)
for the Disaster Inbound Roamers in 5GMM-CONNECTED mode, which previously selected PLMN D:

1)
perform a generic UE configuration update procedure with an indication that the Disaster Condition in another PLMN no longer applies; or

2)
perform a generic UE configuration update procedure with "re-registration requested", then reject the UE’s registration request with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies";


For both 1) and 2), the time when the procedure is triggered for each UE should be randomized.

NOTE 2:
Randomizing the time when the procedure is triggered for each UE ensures that Disaster Inbound Roamers served by a given PLMN are notified that the Disaster Condition no longer applies at different times and thus return to the PLMN previously with Disaster Condition at different times.

NOTE 3:
It is assumed that the AMF of PLMN A determines the previously selected PLMN of the Disaster Inbound roamers when the Disaster Inbound Roamers register on PLMN A, as specified in the solution(s) to Key Issue #4 (Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition).

The UE can be provisioned with a disaster return wait range, which the UE will use to determine how long to wait before initiating registration on the PLMN selected after being notified that a Disaster Condition no longer applies.

The disaster return wait range is set according to operator's policies and can be:

a)
pre-configured in the ME;

b)
pre-configured in the USIM;

c)
sent to the UE by the network using the UE parameters update procedure (before a Disaster Condition applies);

d)
sent to the UE by the network using the steering of roaming procedure (before a Disaster Condition applies); or

e)
sent to the UE by the PLMN without Disaster Condition in a CONFIGURATION UPDATE COMMAND message with an indication that the Disaster Condition in another PLMN no longer applies or a REGISTRATION REJECT message with new 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies".

Only the disaster return wait range value n provisioned by the network is used by the UE, if both a disaster return wait range value provisioned by the network and a pre-configured disaster return wait range value are present. If no disaster return wait range value is provisioned by the network, and the UE has a pre-configured disaster return wait range value in both the USIM and the ME, then only the pre-configured disaster return wait range value in the USIM is used.

Upon being notified that a Disaster Condition no longer applies (either by detecting that the serving PLMN has turned off the indication that a Disaster Condition in PLMN D applies, receiving a CONFIGURATION UPDATE COMMAND message with an indication that the Disaster Condition in another PLMN no longer applies, or receiving a REGISTRATION REJECT message with 5GMM cause #ZZZ "disaster condition in other PLMN no longer applies"), the UE shall enter 5GMM-REGISTERED.PLMN-SEARCH and perform PLMN selection as specified in 3GPP TS 23.122 [7] subclause 4.4.3.1.1. Upon selecting a PLMN, the UE shall generate a random number within the disaster return wait range by applying a hash function to its IMSI and start a timer set to the generated random number. While the timer is running, the UE shall not initiate registration. Upon expiration of the timer, the UE shall initiate registration on the selected PLMN. If no disaster return wait range is provisioned to the UE, the UE shall use a default disaster return wait range. The default disaster return wait range is [0 – 5 min]

* * * Next Change * * * *

8.1
Conclusions on Key Issue #1

Editor's Note:
The conclusions stated below for the Key Issue #1 are incomplete and preliminary.
The solution #3 is not progressed in the normative phase of FS_MINT-CT.
No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * Next Change * * * *

8.3
Conclusions on Key Issue #3

Editor's Note:
The conclusions stated below for the Key Issue #3 are incomplete and preliminary.
The solution #10 is not progressed in the normative phase of FS_MINT-CT.
No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * Next Change * * * *

8.5
Conclusions on Key Issue #5

Editor's Note:
The conclusions stated below for the Key Issue #5 are incomplete and preliminary.
The solution #51 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

The PLMN providing disaster roaming shall not be removed from the list of forbidden PLMNs.
No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * Next Change * * * *

8.6
Conclusions on Key Issue #6

Editor's Note:
The conclusions stated below for the Key Issue #6 are incomplete and preliminary.
The solution #35 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

Solution #30 and #34 will be progressed to normative work to enable the UE to detect that Disaster Condition in PLMN D is no longer applicable without network notification and then to perform the PLMN selection, e.g. in order to return to PLMN D. This is treated as a pure UE based solution for Key Issue #6.
Editor's note:
Conclusions for network based solutions are FFS.
No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * Next Change * * * *

8.7
Conclusions on Key Issue #7

Editor's Note:
The conclusions stated below for the Key Issue #7 are incomplete and preliminary.
It is proposed to adopt the following conclusion principles:

-
none of the solutions in the present specification fully address Key Issue #7, as a result it will be necessary to combine components from different solutions for normative work;

-
the non-3GPP access (of the PLMN with Disaster Condition, or of a PLMN without Disaster Condition), if available, can optionally be used to provide information on the Disaster Condition;

-
the network can optionally provision the UE with a prioritized list of PLMNs for disaster roaming; 
Editor's note:
Whether the prioritized list of PLMNs for disaster roaming is pre-configured in the UE and/or signalled to the UE is FFS.
-
the network can optionally put restrictions on the time when the UE can initiate the registration procedure upon arriving in the PLMN without Disaster Condition; and

Editor's note:
Whether these restrictions are signalled, pre-configured, or computed at the UE (possibly based on signalled or pre-configured parameters) is FFS.
-
for mitigating congestion on the 5GMM layer, enhancements to existing mechanisms for congestion/overload mitigation (NAS level congestion control, RAN overload control, UAC) can be considered in normative phase as long as they are optional to support for the UE and the network.

The existing mechanisms available at the AMF and the SMF for mitigation of overload/congestion are used for 5GSM layer congestion mitigation during the disaster roaming service.

No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * Next Change * * * *

8.8
Conclusions on Key Issue #8

It is proposed to adopt the following conclusion principles:

-
the non-3GPP access (of the PLMN with Disaster Condition, or of a PLMN without Disaster Condition), if available, can optionally be used to provide information on the Disaster Condition;

-
the network can optionally put restrictions on the time when the UE can initiate the registration procedure upon returning to the PLMN previously with Disaster Condition;

Editor's note:
Whether these restrictions are signalled, pre-configured, or computed at the UE (possibly based on signalled or pre-configured parameters) is FFS.
-
a PLMN providing disaster roaming can optionally page Disaster Inbound Roamers to trigger their return to the PLMN previously with Disaster Condition. Whether and how long the PLMN waits before paging the Disaster Inbound Roamers upon being notified that a Disaster Condition no longer applies is up to operator’s policy; and

-
A PLMN providing disaster roaming can optionally trigger Disaster Inbound Roamers to return to the PLMN previously with Disaster Condition when the Disaster Inbound Roamers attempt to transit to 5GMM-CONNECTED mode.

No further enhancement is needed for handling security risks resulting from using broadcast signalling to convey information related to disaster roaming.
* * * End Change * * * *

