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1
Introduction
C1-210701 proposes a requirement agreed by multiple operators. According to our understanding the requirement can be described as follows:

There should be a means for a PLMN to provision a UE with a "CAG information list" via a CAG cell.

And there are assumptions:
Assumption 1:
The PLMN does not know the exact CAG-IDs broadcast by the CAG cell.
Assumption 2:
The range to which the CAG-IDs broadcast by the CAG cell is known by the PLMN.
Assumption 3:
The use of the manual network selection mode is not viable for the UE.

It is noteworthy that due to Assumption 1, the solution agreed in Rel-17 enabling the configuration of a "CAG information list" in USIM is not feasible.

C1-210701 also proposes a solution introducing a new concept "wildcard CAG". The "wildcard CAG" represents the range addressed in Assumption 2. The length of the "wildcard CAG" is shorter than 32 (= the length of the CAG-ID) and the "wildcard CAG" with length X bits represents all CAG-IDs whose first X bits are identical to the "wildcard CAG" (e.g. if "wildcard CAG" = 8C32A7, it represents CAG-IDs 8C32A700 – 8C32A7FF).
2
Discussion

2.1
Problem with the "wildcard CAG"
Our view is that the "wildcard CAG" requires discussion in SA1 because it allows a UE to access a PNI-NPN with a CAG-ID which is not included in the "allowed CAG list", i.e. the following requirements can be impacted:
In any of these deployment options, it is expected that unauthorized UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise.

The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.
2.2
Alternate solution proposal
Here we propose a new solution. In the solution, an entry of in the "CAG information list" configured in the USIM contains either:
i)
an entry in the CAG information list, the coding of which is specified in 3GPP TS 24.501 clause 9.11.3.18A, Figure 9.11.3.18A.2 and Table 9.11.3.18A.1; or
ii)
a bulk entry, the coding of which is as shown below when the mth CAG information list entry is a bulk entry.
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where:

a)
MCC digits 1 to 3, MNC digits 1 to 3, and CAG only bit, are encoded as corresponding fields of an entry in the CAG information list; and
b)
a CAG-ID pair contains two CAG-IDs. The coding of the CAG-ID is defined as the CAG-Identifier in 3GPP TS 23.003. For each of the CAG-ID pairs, it shall be considered that all CAG-IDs in the range between the first CAG-ID and the second CAG-ID including the first and second CAG-IDs are allowed.
This allows configuration of many CAG-IDs in USIM in an efficient way. Since how to efficiently configure multiple IDs is usually a stage 3 decision, this solution does not require agreement in other stage 1 or 2 groups. In addition, this solution allows configuration of the range in a more flexible way, i.e. if the length of the "wildcard CAG" is 3 octets, then the range has to include 256 CAG-IDs.
Furthermore, it is noteworthy that CT1 already introduced a way to efficiently configure many TAIs without involvement of other WGs.
3
Conclusion

If CT1 agrees to have a solution for the requirement, CT1 should agree the alternate solution proposed in Section 2.2.
