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1. Discrepancy in NSSAA Timing
1.1 Network Slice-Specific Authentication and Authorization in 23.501 sc. 5.15.10

At any time:

[image: image1.png]for an S-NSSAL the AMF invokes an EAP-
based Network Slice-Specific authorization procedure documented in TS 23.502 [3] clause 4.2.9 (see also
TS 33.501 [29]) for the S-NSSAL When an NSSAA procedure is started and is ongoing for an S-NSSAL the AMF
stores the NSSAA status of the S-NSSAI as pending and when the NSSAA is completed the S-NSSAT becomes either
part of the Allowed NSSAT or a Rejected S-NSSAL The NSSAA status of each S-NSSAL if any is stored, is transferred
when the AMF changes.




1.2 Network Slice-Specific Authentication and Authorization in 23.502 sc. 4.2.9.1

During registration procedure:
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‘The Network Slice-Specific Authentication and Authorization procedure is
triggered for an S-NSSAI requiring Network Slice-Specific Authentication and
Authorization with an AAA Server (AAA-S) which may be hosted by the H-
PLMN operator or by a third party which has 2 business relationship with the H
-PLMN, using the EAP framework as described in TS 33.501 [15]. An AAA Proxy.
(AAA-P) in the HPLMN may be involved e.g. f the AAA Server belongs to a
third party.

“This procedure is triggered by the AMF during a Registration procedure when
some Network Slices require Slice-Specific Authentication and Authorization,
when AMF determines that Network Slice-Specific Authentication and
Authorization is requires for an S-NSSAI in the current Allowed NSSAI (e.g.
subscription change), or when the AAA Server that authenticated the Network
Slice triggers 2 re-authentication,




1.3 Network Slice-Specific Authentication and Authorization in 24.501 sc. 4.6.2.4
Only after the registration request is completed:

[image: image3.png]The network slice-specific authentication and authorization procedure shall not be performed unless:

a) the primary authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully
been completed; and

b)—




2. Discrepancy between stage2 and 3
The NSSAA procedure can be performed:

a) by stage2 (23.501) at any time e.g. during the ongoing registration procedure (23.502); or

b) by stage3 (24.501) only after the registration procedure is successfully completed. 

3. Analysis
3.1 No UE centric reason to delay NSSAA start
From the UE perspective, the NSSAA procedure and the registration procedure are independent of each other. The network may allow some of the S-NSSAIs at the registration complete by allowed NSSAI while some other S-NSSAIs are still pending the completion of NSSAA procedure. Upon the registration procedure is successfully completed, the UE can start procedures for PDU sessions associated with allowed S-NSSAI(s).

3.2 Network centric reason to delay NSSAA start?
If there is a network specific reason why the NSSAA procedure cannot be started before completion of the registration request procedure, then it's fine to have a requirement for the network.

Question: If we specify the NSSAA can be started only after the registration procedure is completed. Does it mean the UE should be able to reject the NSSAA COMMAND message triggered while the registration procedure is still ongoing?
4. Proposal
If CT1 can agree that NSSAA can be started during the registration procedure, and to align with stag2, then corresponding text in TS 24.501 sc. 4.6.2.4 should be modified as following:

The network slice-specific authentication and authorization procedure shall not be performed unless
 the primary authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully been completed.

Find corresponding CR in C1-213460.

