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	Reason for change:
	In the description about EAP-AKA’, UE is requested to reset the SOR counter and the UE parameter update counter, and store the KAUSF and KSEAF when the EAP-AKA’ procedure is completed successfully. Please see below, quoted from the subclause 5.4.1.2.2.8 of TS 24.501
The ME shall reset the SOR counter and the UE parameter update counter to zero, and store KAUSF, KSEAF, the SOR counter and the UE parameter update counter as specified in annex C.
However, there is no similar statement for the 5G AKA procedure, it will let implementers mistakenly think that UE does not need to reset the SOR counter and the UE parameter update counter and store the KAUSF and KSEAF in 5G AKA procedure.
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[bookmark: _Toc68202831]5.4.1.3.1	General
The purpose of the 5G AKA based primary authentication and key agreement procedure is to provide mutual authentication between the UE and the network and to agree on the keys KAUSF, KSEAF and KAMF (see 3GPP TS 33.501 [24]). The cases when the 5G AKA based primary authentication and key agreement procedure is used are defined in 3GPP TS 33.501 [24].
The network initiates the 5G AKA based primary authentication and key agreement procedure by sending an AUTHENTICATION REQUEST message to the UE without the EAP message IE. The network shall include the ngKSI and the ABBA in AUTHENTICATION REQUEST message.
The 5G AKA based primary authentication and key agreement procedure is always initiated and controlled by the network. However, the UE can reject the 5G authentication challenge sent by the network.
The UE shall proceed with a 5G authentication challenge only if a USIM is present.
A partial native 5G NAS security context is established in the UE and the network when a 5G authentication is successfully performed. During a successful 5G AKA based primary authentication and key agreement procedure, the CK and IK are computed by the USIM. CK and IK are then used by the ME as key material to compute new keys KAUSF, KSEAF and KAMF. KAMF is stored in the 5G NAS security contexts (see 3GPP TS 33.501 [24]) of both the network and in the volatile memory of the ME while registered to the network, and is the root for the 5GS integrity protection and ciphering key hierarchy. When the 5G AKA based primary authentication and key agreement procedure completes successfully, the ME shall reset the SOR counter and the UE parameter update counter to zero, and store KAUSF, KSEAF, the SOR counter and the UE parameter update counter as specified in annex C.
The 5G AKA based primary authentication and key agreement procedure is initiated by an AUTHENTICATION REQUEST message without the EAP message IE.
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