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1. Introduction
This pCR attempts to provide an evaluation and conclusion on the solution for certain issues identified as part of KI#4
2. Reason for Change
To conclude the solutions for some of the issues of KI#4
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * First Change * * * *

7.4
Evaluation on solutions of Key Issue #4

Editor's note:
evaluation of solutions for other aspects of KI#4 is to be completed.
This section presents an evaluation of the solutions that address only the following specific aspect of KI#4:

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies
Both solutions #19 and 17# have a common solution which reuses existing mechanims to confine the UE to a certain area by determining a UE registration area such that it corresponds to the area of the disaster condition. The solutions require that the AMF determines the registration area for a UE based on the area of the disaster condtion.

Solution #17 also provides the AMF with the option to use the service area list that can be used in the case when the registration area contains TAIs that are more than the TAIs of the area that is considered to correspond to the area of the disaster condition. Again this does not have new impacts to the AMF or the UE, noting that the AMF only needs to determine the service area restriction based on the area of the disaster condition. This implies that the UE will not be able to get service when the UE is in a non-allowed area.

Solution #17 enables further provides the AMF with the option to have finer control and determination of the area where the UE can get disaster roaming service by defining a service area based on a set of cells. This requires the AMF to provide a set of cell identities where this set would correspond to the area with the disaster condition. The UE which receives this information is also required to determine whether it should be in state 5GMM-REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-ALLOWED-SERVICE. The determination in the UE is based a check of the cell identity on which the UE is camped, where the UE gets this information from the AS layer by implementation specific means.

Solution #17 enables the UE to optionally perform PLMN search when the UE enters 5GMM-REGISTERED.NON-ALLOWED-SERVICE based on check of the cell identity on which the UE is camped and is in 5GMM-IDLE mode. If the UE does not perform PLMN search in this situation, the UE will not be able to get service. If the UE is in 5GMM-CONNECTED mode after the UE enters 5GMM-REGISTERED.NON-ALLOWED-SERVICE based on check of the cell identity on which the UE is camped, the UE will not be able to get service.
The use of the service area restriction based on TAIs, as described above for solution #17, can lead to cases in which the UE may move into a non-allowed area that is considered to be non-allowed because of the serving PLMN’s service area restrictions that are not related to confining the UE’s service area during disaster roaming. In this case, the UE that implements PLMN search after entering 5GMM-REGISTERED.NON-ALLOWED-SERVICE, and is in 5GMM-IDLE mode, can lead to unnecessary PLMN search as the UE would still be in an area that corresponds to the disaster area. If this happens, then increased UE power consumption would occur from this unnecessary PLMN search.

While solutions #17 and #19 relate to the determination of the registration area, etc, which is relevant to the AMF and the UE, solution #52 is relevant to the AMF and the RAN and as such is independent of, and complementary to, solutions #17 and #19.

Solution #52 requires the AMF to use the existing mobility restriction list and to set the contents of the service area (e.g. allowed area) such that it corresponds to the area of the disaster condition and to indicate that EPS is not allowed as a core network for the UE. Other than this, solution #52 does not introduce any new impacts on the N2 protocol interface.
Solutions #18 #20, #57 do not address this aspect.

This section presents an evaluation of the solutions that address only the following specific aspects of KI#4.

-
How a registration procedure initiated by Inbound Disaster Roamer is performed;
-
What other information, if any, is needed to be transferred between the UE and the network during the initial registration procedure.
Solutions #18, #19, #20 and #57 tries to solve the above issues identified in KI#4

Solution #18 assumes that when a disaster condition applies, an NG-RAN node of a PLMN without disater condition becomes a shared RAN between PLMN without a disaster condition and a PLMN where a disaster condition applies. With this assumption, there is no need to change the registration procedure in the UE and in the network.

Solution #19 proposes the usage of a new registration type when the UE performs a registration update procedure in the PLMN that supports disaster roaming following a disaster condition in the previously severd PLMN. The new registration type will help the AMF to identify the UE that is performing registration procedure for disaster roaming.
Solution #20 proposes that when the UE performs a registration procedure for disaster roaming, if the UE includes 5G-GUTI in the REGISTRATION REQUEST message and does not indicate the PLMN with Disaster Condition in the REGISTRATION REQUEST message, the network uses the PLMN ID in the UE’s 5G-GUTI to determine the PLMN that was serving the UE which had disaster condition. If UE does not have a 5G-GUTI assigned by the PLMN with disaster condition, and the PLMN with disaster condition is not the HPLMN or the PLMN with disaster condition is HPLMN and the UE does not provide SUCI, then the UE indicates the PLMN with disaster condition in the REGISTRATION REQUEST message. Indication of the PLMN with disaster condition in the REGISTRATION REQUEST message (when the UE does not have a 5G-GUTI assigned by the PLMN with disaster condition, and the PLMN with disaster condition is not the HPLMN or the PLMN with disaster condition is HPLMN and the UE does not provide SUCI) will help the AMF to identify the PLMN with Disaster Condition that would have served UE if the disaster condition had not happened. This helps the AMF to decide on whether to provide disaster roaming service to the UE. AMF also checks whether the TA where the UE is registering is part of the disaster area of the UE’s PLMN with disaster condition. If AMF determines that the PLMN with Disaster Condition in the registration request, SUCI or 5G-GUTI identify a PLMN with disaster condition and the TA is part of disaster area of the PLMN with disaster condition, then AMF handles the registration request. 
Solution #57 proposes the usage of a new registration type in the registration request message which is similar to #19.This solution also proposes the usage of new indication in RRC signalling that caries the registration request to indicate that the RRC signalling is due to disaster roaming. This solution also proposes the usage of the PLMN ID in the 5G-GUTI by the network to determine the PLMN that had disaster condition. If the PLMN that went into disaster is not the HPLMN of the UE, then this solution proposes to include the identity of PLMN that went into disaster condition in the registration request towards the network. 
Observation 1: Solution #19  and solution #57 proposes the usage of a new registration type in the registration request message sent by the UE to the network trying to register for disater roaming. This new indication will help the network to identify the that the UE’s registration request is for disaster roaming. This indication is also helpful for the network in identifying the UEs that support the MINT functionality thereby providing service to those UEs. This solution does not provide the network with enough information about the PLMN that has gone into disaster condition. 
Observation 2: Solution #20 and solution #57 proposes the ways for the network (during registration update procedure for disaster roaming) to get information on the PLMN that was serving the UE or the PLMN that would have served the UE if the disaster condition had not happened. This information is useful for the network to determine whether disaster roaming service needs to be provided to the UE.Solution #20 also adds an additional check to see if the UE is registering in a TA which is part of the disaster area of the PLMN indicated by the UE This solution for some cases ( when the UE is registered on a PLMN and has a valid 5G-GUTI) does not differentiate whether the registration update request from a UE is due to disaster roaming or if the registration request is from a legacy UE. 
8.9
Conclusion on the solutions for Key Issue #4
The following conclusions are reached
· When the UE performs a registration procedure due to disaster roaming in a PLMN which supports disaster roaming, UE will indicate a new registration type in the REGISTRATION REQUEST message to differentiate between normal registration and registration due to disaster roaming.

· If the UE does not have a valid 5G-GUTI assigned by the PLMN with disaster condition and:

- the PLMN with Disaster Condition is not HPLMN of the UE; or

- the PLMN with Disaster Condition is HPLMN of the UE and the UE does not provide SUCI;

,in addition to the new registration type, the UE also indicates the PLMN with Disaster Condition in the registration request.

· Upon receiving REGISTRATION REQUEST message with a new registration type for disaster roaming, AMF of PLMN providing disaster roaming:
- checks that the UE's PLMN with Disaster Condition which is determined from the PLMN with Disaster Condition indicated in the registration request, SUCI or 5G-GUTI, provided by the UE, is a PLMN with Disaster Condition for which the PLMN of the AMF provides disaster roaming; and
- checks that the UE is registering in a TA which is part of the disaster area of the UE's PLMN with Disaster Condition.

If both the above checks are successful PLMN A handles the request further, otherwise PLMN A rejects the request..
* * * End of Change * * * *
