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1. Introduction
Subclause 5.4.1 in 3GPP TS 24.811, there are some topics to be stuided which is listed below:
5.4
Key Issue #4: Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition

5.4.1
Description
When the UE of a PLMN with Disaster Condition is notified of Disaster Condition, according to conclusion of the Key Issue #1, and the UE selects the other PLMN providing Disaster Roaming service, then the UE shall perform the registration procedure in order to be registered to the PLMN. It is unclear how the Disaster Roaming PLMN authenticates the UE and how to collect charging information when the Disaster Condition applies.

According to 3GPP TS 22.261 [3] subclause 6.31.2.3:

3GPP system shall be able to collect charging information for a Disaster Inbound Roamer with information about the applied disaster condition
According to 3GPP TS 22.261 [3] subclause 6.31.2.2:

The 3GPP system shall be able to support provision of service to Disaster Inbound Roamer only within the specific region where Disaster Condition applies.

As per this service requirement quoted, the Disaster Roaming PLMN shall be able to consider the area of service to Disaster Inbound Roamers that is limited to the region where Disaster Condition applies.

The following questions are expected to be studied within this Key Issue:

-
How a registration procedure initiated by Inbound Disaster Roamer is performed;
-
How to authenticate Inbound Disaster Roamer during the registration procedure;

-
Which network functions or entities are involved for the registration procedure of Disaster Inbound Roamers;

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies;

-
How and which function to collect charging information for a Disaster Inbound Roamer with information about the applied disaster condition; and
-
What other information, if any, is needed to be transferred between the UE and the network during the initial registration procedure.
2. Reason for Change

This pCR is to clarify the yellow highligted of what needs to be studied.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811v1.1.0.
* * * First Change * * * *

8.4
Conclusion of Key Issue #4

Editor's Note:
The conclusions stated below for the Key Issue #4 are incomplete and preliminary.
The solution #18 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

The AMF of PLMN providing disaster roaming should be able to distinguish the registration request from the normal UEs and the registration request for the disaster roaming.
With regards to the following aspect from KI#4:

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies;
the following interim conclusions are made for the normative phase:
-
The AMF in the PLMN offering disaster roaming service determines a registration area for the UE such that the 5GS tracking area list contains only those tracking area identities (TAIs) that overlap with the area of the disaster condition.
-
The AMF in the PLMN offering disaster roaming service provides the mobility restriction list to the RAN with the service area information set to the area that corresponds with the area of the disaster condition, and also indicating that EPC is not an allowed core network.

With regards to the following aspect from KI#4:
-
How to authenticate Inbound Disaster Roamer during the registration procedure;

the following interim conclusions are made for authentication of Inbound Disaster Roamer for the normative phase:

-
The authentication method for Inbund Disaster Roamer may be primary authentication or based on local pre-configured credentials for Disaster Condition, in the PLMN offering Disaster Roaming. The authentication may also be omitted i.e. no authentication.
Editor's Note:
Authentication based on local pre-configured credentials or no authentication is to be checked by SA3.
* * * Next Change * * * *
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